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1 SCOPE

This Statement of Work (SOW) covers all specific contractor efforts to design, assemble, install, test demonstrate, validate, and deliver the Next Generation Messaging System (NexGen).  The contractor shall use Commercial Off The Shelf (COTS) and Non-Development Item (NDI) equipment in the NexGen design in accordance with the System Specification for the NexGen (i.e. NexGen Spec).

1.1 Background 

The NexGen Program has been initiated to design and procure a messaging system that will improve performance and provide growth potential for future enhancements.

2 APPLICABLE DOCUMENTS 

The following documents are applicable to this SOW and attached appendices to the extent specified herein.  Unless otherwise stated, the document version that is in force when the contract is signed shall be employed.

System Specification for the Next Generation Messaging System

FAA Order 1800.66

FAA Configuration Management Policy

DOT H 1350.251


Departmental Guide to Developing an Information System Security Plan
3 REQUIREMENTS

3.1 General

The contractor shall design, assemble, install, test, demonstrate, validate, and deliver the NexGen.  The work required by this contract shall be performed in accordance with the NexGen Spec and this SOW.  The contractor shall be responsible for total NexGen systems integration and performance.

The contractor shall provide corresponding program management, systems engineering, and logistic support planning to meet the performance criteria specified in the NexGen Spec and to satisfy the detailed requirements of this SOW.

3.1.1 Government Furnished Equipment (GFE) and Government Furnished Information (GFI)

3.1.1.1 Telecommunications

The NexGen shall interface with the current FAA telecommunications infrastructure.  The Government will provide associated drawings and documents as GFI.  The contractor shall use the documents and drawings to assist in the NexGen design effort, and shall be responsible for integrating and installing the components in accordance with the NexGen Spec.

3.1.1.2 NexGen Helpdesk

The government shall provide the following equipment as GFE in support of the NexGen Helpdesk.  Adequate office equipment will be provided to reasonably accommodate the maximum number of support personnel per shift:

· Desk

· Chair

· Phone

· Headset

· Workstation/computer

· Desktop software

· Printer (one per facility)

· Network account (one per staff member)

· Helpdesk Office Supplies (paper, pens, staplers, clips, binders, etc)

3.2 Detailed Tasks

3.2.1 Program Management

The contractor shall establish program management with cost controls to effectively accomplish the objectives of this SOW.  The contractor shall designate a Program Manager (PM) charged with the overall responsibility for the NexGen Program.  The PM shall direct the contractor’s efforts through a management system that shall provide program visibility regarding the status of achieving cost, schedule, and performance objectives.  The contractor shall develop a Program Management Plan (PMP).
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Program Management Plan (PMP)
3.2.1.1 Subcontractor Management

The contractor shall be solely responsible for the performance and quality of all subcontractor work performed in response to the requirements of this SOW.  The contractor shall identify, track, and monitor subcontractor data submittals and significant technical, quality, schedule, and milestone achievements on a continuing basis.  The contractor shall ensure contractual requirements are allocated down to the subcontractor level.  The contractor is responsible for the performance and quality of all their subcontractor’s work in response to this SOW.

The contractor shall make provisions for Government representative to participate in visits to the subcontractor facilities, to observe testing and work in progress.  Fifteen (15) days advance notice shall be given to the Procuring Contracting Officer (PCO), or technical representative he/she designates, prior to planned subcontractor tests.

3.2.1.2 Systems Engineering Management

The contractor shall establish and execute a systems engineering program.  As a part of this task, the contractor shall perform the planning necessary to coordinate, execute, and integrate the technical program tasks contained in this SOW.  The contractor shall establish effective control over the overall system engineering process, including subcontracted items and services to ensure that cost, performance, and schedule requirements are being met, and to provide early detection of problems to resolve and reduce risk.  The contractor shall develop a Systems Engineering Management Plan (SEMP).  The SEMP shall describe the proposed effort for planning, controlling, and conducting the full NexGen engineering effort.  The SEMP shall be incorporated as part of the PMP.

3.2.1.3 Risk Management

The contractor shall establish and execute a risk management program.  As part of this task, the contractor shall perform the planning necessary to coordinate and perform assessments of risk for functional areas and critical subsystems, and also formulate recommendations to reduce risk.  Functional areas shall include site accessibility, technology; design and engineering for hardware and software; maintenance and transition support issues; cost and funding; and schedule including an assessment of the concurrency.

3.2.1.4 Progress Reports

The contractor shall submit progress reports to inform FAA management, in narrative form, of significant events, status of current and new work in progress, accomplishments, problems associated with the progress of work, and corrective actions that were or will be taken to address such problems, together with the actions that shall be taken to preclude similar problems in the future.  The report shall describe how the project is managed to ensure compliance with the delivery schedule and performance parameters as stated in the contract.
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Progress Reports
3.2.1.5 Configuration Management

The contractor shall propose, develop and implement, subject to Government approval, a Configuration Management (CM) Program for all hardware and software configuration items.  The CM Program shall be consistent with current inventory and configuration management practices delineated in FAA Order 1800.66.  All Configuration Items (CIs) shall be individually identified by nomenclature, assembly name, and reference/part number.  The CM program shall include methods to ensure that an audit trail is established to:

a. Provide traceability of Engineering Change Proposals (ECPs), Request for Waiver (RFWs), and Request for Deviations.

b. Ensure that the baseline data reflects the latest configuration information, and that the distribution of the revised data is accomplished.

c. Outline the procedure for the initiation and coordination of actions for the following: Notices of Revisions, and Specification Change Notices, ECPs and RFWs.

d. Provide procedures for the thorough review of all recommended changes to baseline documentation.

e. Ensure that the product baseline documentation reflects all changes resulting from technical evaluation and operational evaluation deficiencies.

The contractor shall develop a Configuration Management Plan (CMP).  The CMP shall be incorporated as part of the PMP.

The period of performance for the requirements of this paragraph shall commence on contract award and continue through delivery of the final NexGen system.  The CMP requirements will also apply to future contract changes.

3.2.1.6 Technical Reviews and Meetings

The contractor shall host and conduct technical reviews and meetings in accordance with this SOW.  The reviews and meetings shall cover all aspects of the overall program design.  At the reviews and meetings, the contractor shall provide backup data on assumptions made and methodologies used in arriving at specific recommendations and conclusions.  The contractor shall prepare conference agenda and conference minutes for the program reviews and meetings covered by this SOW.  Copies of all presentation material shall be available at the reviews and meetings and shall become part of the minutes.  The technical reviews may be held prior to or subsequent to other meetings as the Government may require.  For the review, the Government will identify entry criteria for evaluating the contractor’s readiness for the review and exit criteria for evaluating the content and quality of the reviews.
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Conference Agenda
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Conference Minutes

3.2.1.6.1 Program Management Reviews 

The contractor shall conduct Program Management Reviews (PMRs) on a monthly basis to present program status.  The contractor shall present cost and schedule status, provide performance measurement information and technical/implementation status and/or problems.  The contractor shall provide evidence that all identified criteria are satisfied before the Government will approve the PMR.

The review location will generally alternate between the FAA and the contractor's facility.  The contractor's PMRs shall be targeted for no more than one day in length.  Attendance will generally be limited to 10-15 key FAA personnel and 10-15 contractor personnel.

3.2.1.6.2 System Design Review (SDR)

The contractor shall conduct a SDR at the contractor’s facility.  The SDR shall be conducted 30 days after contract award.  The contractor shall demonstrate that all requirements of the NexGen Spec are allocated in the functional baseline.  Government approval of the SDR will establish the functional baseline.  The contractor shall demonstrate to the government that the functional analyses and initial requirements allocation have been completed for the system.

3.2.1.6.3 Technical Interchange Meetings (TIMs)

TIMs shall be held on an as required basis.  TIMs shall be convened upon the contractor’s or government’s request.  Two-week advanced notice is required; however, the advanced notice requirement can be waived by mutual consent between all parties.  The government will coordinate the time, place, and agenda for each meeting.

3.2.1.6.4 Test Readiness Review (TRR)

The contractor shall conduct a Test Readiness Review (TRR) prior to the Pilot Test to ensure readiness to begin formal testing.  The TRR shall, at a minimum, consist of a review of the following:

a) Applicable TRR Packages which includes all applicable test documentation (e.g., plans, procedures, test tool certification results, test bed configuration diagrams, etc.),

b) Availability of contractor/government resources and personnel,

c) The configuration control/validation of test tools and test items (both hardware and software) and any other items deemed necessary to the successful conduct of testing,

d) Quantitative Entry and Exit Criteria for each test covered by the TRR,

e) Summary of system baseline status,

f) Each Formal Test outline and overview,

g) Assure all informal testing is complete,

h) Summary of informal test results,

i) List test plan or test procedure changes,

j) A complete summary of System Problem Reports (SPRs) and/or anomalies likely to be encountered,

k) Assure all Discrepancies/SPRs documented and reported,

l) Assure test baseline established and defined,

m) Assure test schedule provided to the FAA,

n) Informal test data that indicates a stable test system with sufficient functional capabilities to attain government acceptance,

o) Supply baseline configuration of the system under test to CM, and

p) All changes to the test plans and/or procedures are approved in writing by the government.

Additional information on the content and format of the TRR can be found in Appendix C of the Acquisition Management System Test & Evaluation Process Guidelines (AMST&EPG).

3.2.1.7 Information System Security 

3.2.1.7.1 Information System Security Plan

The contractor shall develop a NexGen Information Systems Security Plan.  The system shall be assessed, tested, with risks eliminated or reduced to acceptable levels, using the Pilot Test identified by the FAA as the operational security baseline.  The Information Systems Security Plan (ISSP) shall be developed IAW DOT H 1350.251. 
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Information Systems Security Plan

3.2.2 Systems Engineering

3.2.2.1 Systems Definition

The contractor shall define a conceptual system design that meets operational needs and the requirements stated in the NexGen Spec.  The System Definition shall include functional requirements and descriptions, necessary technologies, and conceptual system performance.  The Contractor shall perform engineering analyses of the following items in order to define a preferred conceptual configuration:

a. Available technologies

b. Design tradeoffs

c. Documented deficiencies

d. Operational requirements

e. Hardware and software requirements

f. Performance requirements

3.2.2.2 System Design and Integration

The contractor shall develop and document a detailed design architecture that effectively integrates all the hardware, software, and other support elements which satisfy the requirements of the NexGen Spec.  The detailed system design shall include hardware and software integration, design tradeoff analysis, technical risk assessment, design integrity analysis, system cost effectiveness analysis, user impact, and the preparation of design documentation and source data.

CDRL A006
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3.2.2.3 Electrical System Analyses

The contractor shall analyze the electrical power distribution system as required for installation of the NexGen to ensure that the equipment requirements and performance is in accordance with the NexGen Spec.  The contractor shall prepare an electrical power quality/subsystem compatibility analysis report.  The analysis shall assess the compatibility of new CFE with the government facilities electrical system power quality and power interrupts. The report shall describe the design approach for meeting system performance and compatibility requirements.
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Electrical Power Quality/Subsystem Analysis Report
3.2.2.4 Software Engineering

The contractor shall provide software engineering to manage, integrate, and test the messaging software components that satisfy the requirements of the NexGen Spec.  All tools used to develop, design, integrate, and test the software provided for this contract shall be identified in the Data Accession List.  Purchase and training for use of these tools shall be the responsibility of the contractor.

The period of performance for the requirements of this paragraph shall commence on contract award and continue through delivery of the final NexGen system.  The software engineering requirements will also apply to future contract changes.

3.2.2.5 Reliability, Maintainability, and Availability (RMA) Analysis

The contractor shall conduct an RMA analysis.  The contractor shall document the approach and results of the RMA activities in the RMA Report.  The RMA Report shall address the development and operation of all RMA models and assumptions, and RMA system level predictions.  This RMA Report shall document availability requirements for each subsystem and mode of operation.
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RMA Report
3.2.2.6 Safety Program

The contractor shall conduct a System Safety Program that is compatible with best commercial practices.  Hardware and software designs shall be evaluated by the contractor for safe operation and maintenance.

The System Safety Program shall consider the human operator as a part of the system and explicitly provide for the identification and elimination of hazards resulting from operator error.  Software shall also be considered a part of the system in all system safety efforts.

The contractor shall prepare a System Safety Report (SSR).  The SSR shall address as a minimum the following:  (a) general system safety requirements, (b) systems safety data, (c) safety verification, (d) incident reporting, and (e) system safety interfaces.
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System Safety Report

The period of performance for the requirements of this paragraph shall commence on contract award and continue through delivery of the final NexGen system.  The safety program requirements will also apply to future contract changes.

3.2.2.7 Quality Assurance

The contractor shall implement a Quality Assurance System according to best commercial practice to provide maximum assurance that NexGen will conform to the requirements stated in the NexGen Spec, this SOW, and all other contract deliverables. The Quality Assurance System shall be implemented and utilized from contract award through the end of the contract.

The contractor's Quality Assurance System shall identify, track, control, adjust as needed, and report on all activities that affect the ability of each NexGen to conform to the requirements stated for this acquisition. It is not necessary that the contractor's quality organization itself document each activity, however, each activity shall be identified and appropriate measurements developed to assure proper and effective implementation and operation throughout the life of the system.

A key component of the contractor's Quality Assurance System shall be to identify and correct non-conforming components, and to investigate and eliminate (when cost-effective), or lessen the impact from, the cause of such discrepancies. The Quality Assurance System shall also include a method for the government to exercise its right to accept or not accept any system with non-conforming components.

The contractor shall prepare a Quality Assurance Plan (QAP) to describe its Quality Assurance System and how it will implement that system. The QAP shall be incorporated as part of the PMP.

The FAA reserves the right to observe design and integration activities at any contractor and subcontractor facility.

3.2.3 Logistics Program 

3.2.3.1 Integrated Logistics Support (ILS) Services
The contractor shall provide integrated logistics support services for the NexGen at the field, regional, and headquarters offices as described in this section of the SOW.
3.2.3.1.1 NexGen Helpdesk Support Services 

The contractor shall establish a centralized Help-Desk located in the FAA Washington Headquarters building for use by Government operations, administration, and maintenance personnel and technicians. The contractor shall provide a combination of on-site and on call Help-Desk support 24 hours a day, seven (7) days a week for the duration of installation and transition (36) months. The contractor shall track Trouble Tickets/Service Requests using the software application DKHelp from DK Incorporated and using the FAA’s existing database which is managed by the ASU-500 Information Technology Service Center.  The software tracks the specific problems from receipt of initial notification through closure.  The contractor shall be responsible for updating the database with respect to all NexGen Helpdesk requests.  The contractor shall provide the required NexGen support personnel.  The government will provide space, computers, phones, and other equipment as defined in Section 3.1.

The Help Desk shall have a toll free (800/888) prefix number for use by government personnel.  All "800/888 services," for the Help Desk shall be acquired through Federal Telecommunication Service (FTS)-2000, and shall be provided as GFE.  The contractor shall establish a mechanism for providing the government direct access to the software vendor for use in those circumstances when the contractor is unable to resolve NexGen problems.

The contractor shall notify the Government within 24 hrs after discovery of all security- and virus-related vulnerabilities identified in the system or its components.
Relative to exit transition activities, the contractor shall provide orientations, briefing, and training for Tier 1 and Tier 2 personnel for transition and continuity of services for the NexGen Helpdesk.

3.2.3.1.1.1 NexGen Helpdesk & Tier Maintenance Support Levels

The contractor shall provide support for all NexGen products and services and shall perform all hardware and software maintenance beyond first-level maintenance for the duration of installation and transition (36 months).  The services shall be provided in accordance with the NexGen Helpdesk Tier Priorities and Response Time Metrics Service Level Agreement found in Table 1.  The contractor shall provide on-site engineering support personnel to government field, regional and headquarters sites when the Help-Desk or tier maintenance cannot resolve the problems via telephone (or remote) support services.  Field support shall be required in those unique situations where there is damage to a NexGen site caused by unusual events or natural disasters (i.e. floods, hurricanes, tornadoes, or fires); such “field support” shall be provided as ordered by the Government and on a separately priced Time-and-Materials basis.  
The intent of the government is to assume responsibility for this NexGen Helpdesk service at the end of the 36-month maintenance period.

The government is requiring that the service be organized into three tiers: NexGen Helpdesk/Tier 1, Tier 2, and Tier 3

NexGen HELPDESK/TIER 1 – This is the initial point of contact for FAA NexGen administrators with service requests.  This tier is responsible for opening service tickets, taking all relevant information about the problem, answering questions, making an initial assessment, performing basic troubleshooting, and assigning the ticket to the appropriate work group.

TIER 2 - This tier is responsible for answering detailed technical questions, working with user configurations, and performing intermediate troubleshooting.  Providing support for those problems that require a more detailed diagnosis, complex network knowledge, or on-site maintenance or repair (at FAA Headquarters Building).

TIER 3 – Tier 3 shall be the only firm fixed price portion of the NexGen maintenance; and shall assume unlimited calls between Tier 2 and Tier 3.  This tier is available to Tier 2 NexGen Helpdesk Personnel.  Tier 3 refers to the available on call hardware/software vendors, application developers, and other subject matter experts to assist Tier 1 and 2 personnel with resolution of a problem.  The Tier 3 personnel will contact the FAA customer with the problem as appropriate.  

3.2.3.1.1.2 NexGen Helpdesk & Tier Priorities and Response Time Metrics
When prioritizing requests, the NexGen Help Desk will use the NexGen Helpdesk Priority Metrics provided in Table provided below.  Actual resolutions may be shorter or longer depending on the volume of requests at any one time. However, a minimum of 80% of all requests will be satisfied within the target periods. 

The contractor will use the model identified in the Table provided below to manage escalation.  The contractor will establish work processes and procedures that implement the metrics provided in these tables.  These procedures shall describe precisely how and when problem calls will be resolved.

Table 1.  NexGen Helpdesk Priority Metrics
Priority Code 
Customer Impact 
Response Time* 
Resolution Time 

1-Critical 
Affects Multiple NexGen server, no workaround available. Example: NexGen server is down or non-functional

Critical Service Request  
15 Minutes
4 Business Hrs

2-Important 
Affects one server, no workaround available

Important Service Request 
1 Hour
8 Business Hrs

3-Non-critical 
Affects a group of users on a server, workarounds available.

Non-critical Service Request 
1 Hour
16 Business Hrs

4-Request 
No affect on productivity,

New Service, Move/Add/Change or Scheduled/Planned Work) 
1 Hour
As Scheduled

*Note: Response Time is the time span commencing from the time the call is received at NexGen Tier 1 to when the support team member begins working on request.  The contractor shall make every effort to resolve failed tickets as soon as possible after the defined resolution time has expired.
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NexGen Helpdesk Procedures Manual

3.2.3.1.1.3 Maintenance Reports
The contractor shall provide NexGen System maintenance reports on a monthly basis after installation of the first NexGen.

The contractor shall be responsible for providing reports on all NexGen sites for the duration of installation and transition for 36 months.
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Monthly Maintenance Status Report

3.2.3.1.2 Local and Remote Monitoring and Management (LRMM) 

On an optional basis, the government may require that the contractor provide LRMM services at the NexGen Headquarters facility.  At a minimum the contractor shall provide the following services:

· Detect network failures and problems (enterprise wide),

· Identify critical issues affecting NexGen,

· Monitor status of all major NexGen message links, 

· Alert operators to imminent problems before they become critical, 

· Enable automated monitoring functions,

· Monitor status of all devices (excluding clients) on the NexGen network anywhere around the world,

· Measure network robustness and operational availability based on the collection and analysis of historical data,

· Recommend actions to resolve problems, enhance robustness, and improve performance, and

· Measure NexGen Bandwidth utilization relative to the network resources at the WAN, MAN and LAN levels. 

The contractor shall provide NexGen LRMM reports.
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Daily LRMM Report
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Weekly LRMM Report
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Monthly LRMM Report

3.2.3.1.3 Headquarters Operations Support (Day-to-Day) 

The contractor shall provide planning, analysis, troubleshooting, integration, acquisition, installation, operations, maintenance, documentation, and administration services in support of an electronic information system.  The contractor shall provide administration of enterprise-wide electronic mail, and/or other groupware packages, and an FTP site for software distribution.  This may include administration of an X.500 standards based directory, an X.400 mail exchange and an electronic data interchange.  The contractor shall provide personnel to perform the local operations support for the day-to-day operations of the Headquarters NexGen mail store.  The following skillsets will be made available as required.


Skillset




Labor Category


NexGen Operator(s) 




System Operator



NexGen System Administrator(s)



System Administrator


NexGen Script Developer/Application Programmer(s)
Application Engineer 


Remote Monitoring/Maintenance



Network Administrator

Technical Writer/Configuration Manager(s)


Technical Writer


Vendor On-site Support Engineers



Senior System Analyst

The contractor shall perform the following support functions that include coordination with, and assistance to, government and associated contractor personnel located in FAA regional headquarters sites and field facilities, and DOT:

a.  Assist government personnel in the planning, installation, operation, maintenance, managing, configuration, and performance monitoring of the NexGen system and associated equipment and connections, to include maintaining planned or consolidated mail services and mail hub connections.

b.  Manage/administer user names and post office names, and broadcast messages in compliance with FAA standards, policies and procedures.

c.  Troubleshoot problems, identify probable cause, take corrective action to resolve problems, and make recommendations to prevent problems from occurring in the future.

d.  Assist government personnel in the planning and maintenance of the NexGen Messaging System in the headquarters building, and associated equipment required to connect to other servers include maintaining existing and planned databases and outside connections.

e.  Manage the Headquarters NexGen configuration, administer/synchronize directories, and monitor performance of the Headquarters NexGen.

f.  Coordinate, track, and measure performance of Headquarters operations support to ensure that all requests are handled expeditiously while keeping Government apprised of significant changes in workload status.  The contractor shall provide a formal report on these issues as requested by the COTR.

g.  Analyze and assess equipment and performance degradation of the Headquarters NexGen, including determination of hardware, software or other technical changes necessary, as well as spares required to meet operational requirements.

h.  Evaluate data communication requirements and perform analyses to determine hardware, software, and telecommunications support services necessary to meet requirements.

i.  Maintain and repair primary and peripheral hardware, including necessary coordination for such activities.  The contractor shall provide ongoing system and applications maintenance, including, but not limited to the NexGen software, any customized program modifications or other changes made to the system, etc.  The contractor shall coordinate with those facilities that will be affected by any maintenance functions that require an interruption in service.

j.  Maintain and update all system documentation, which includes both hardware and software current system configuration, and a disaster recovery plan. The Disaster Recovery Plan shall include three levels; software loss, hardware loss and total system loss to include off site storage of tapes and documentation.
k.  As requested, develop, maintain and update technical support plans describing current and planned system improvements based on projected needs.  This shall include plans for the installation of all vendor software upgrades.
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Headquarters NexGen Local Operations Task Assignment Report
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 Disaster Recovery Plan
3.2.3.1.4 Hardware Maintenance/Warranty 

The contractor shall provide a 36-month manufacturer’s warranty on all NexGen hardware.  The warranty, at a minimum, shall require the on-site replacement of a failed part within 24 hours.

In lieu of warranty service, at the FAA’s discretion and as required by the COTR, the contractor shall perform all hardware maintenance beyond routine activities performed by onsite NexGen system administrators.  The contractor shall provide, telephonically, Tier 2 hardware engineering support to NexGen sites when the NexGen Helpdesk or FAA technicians cannot resolve the problem.  If the problem cannot be resolved telephonically, the contractor shall dispatch engineering support personnel to the NexGen site.  The contractor shall respond within two hours of telephonic support requests and dispatch engineering support personnel within 24 hours of on-site requests. The contractor shall provide engineering support personnel to government field, regional and headquarters sites when the Help-Desk or technicians cannot resolve the problems.  Field support shall be required in those unique situations where there is damage to a NexGen site caused by unusual events or natural disasters (i.e. floods, hurricanes, tornadoes, or fires.)  In those situations which are deemed to be an “unusual event or natural disaster, the contractor will perform hardware maintenance on a T&M basis and ONLY when it is ordered by the FAA.  

3.2.3.1.5 Software Maintenance 

The contractor shall provide all software maintenance services as separately priced line items optionally renewable on an annual basis, except that the fixed price of the system shall include software maintenance through September 30, 2002.  As part of these services, the contractor shall provide all commercially available updates, upgrades and software maintenance options for the COTS software products included as part of the NexGen(s).  The updates/upgrades shall be provided to the FAA within 60 days of the date that such are first commercially available. 

The contractor shall provide engineering support personnel to Government field, regional and headquarters sites when the NexGen Help-Desk or Tier technicians cannot resolve the problems.  Services provided shall include but not be limited to:

· Replacing any defective materials, 
· Resolving customer reported software defects, and

· Providing software maintenance updates (e.g., service packs, versions, patches, fixes, etc.),

With respect to upgrades and updates for the anti-virus software, the contractor shall provide the upgrade and updates immediately upon availability.  The contractor shall ensure that all software, patches, fixes, and upgrades are free of viruses before delivery to the Government.

3.2.3.1.6 Contractor Exit Transition 

The contractor shall prepare a NexGen System Exit Transition Plan to address issues relative to the contractor-provided Helpdesk and maintenance activities.

The contractor will prepare an exit transition plan which will identify the schedule of tasks/activities that need to be performed by all parties during transition and set out the responsibilities, resources, policies and procedures required to transition effectively.
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3.2.3.1.7 Technical Manuals

The contractor shall provide COTS hardware and software Operations Manuals, System Administrations Manuals, and Maintenance Manuals.  The contractor shall provide updates for any revisions to the COTS Manuals.
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COTS Technical Manuals

3.2.3.1.8 Management of Contractor Material 

The Contractor shall maintain an inventory of CFE (initial operational equipment and spares) at each NexGen site.  The contractor shall prepare an inventory report for each site at the completion of installation activities.
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Site Inventory Report
3.2.3.2 Training

The contractor shall provide initial training for the proposed COTS solution included in the NexGen solution for the following areas: End-User, Help Desk, and System Administrator. Personnel as described in the following sections will be in attendance at the training session(s).  The training shall include all base aspects of the COTS solution as well as any changes or enhancements made to the solution during the design, installation, integration, or testing phases for the NexGen and all related materials. The contractor will be required to conduct training within the Continental United States (CONUS), Alaska, and Hawaii during the period of performance of this contract.

The contractor shall provide qualified instructors (personnel) and the necessary equipment, materials, and other services to fulfill the NexGen training requirements.  The FAA will be responsible for providing the training facilities and the student workstations for up to 20 students per class.

Training shall be provided in the following methods:

a. Instructor Led (Classroom)

b. Computer Based Training (CBT)

3.2.3.2.1 End User Training

The contractor shall provide computer based training (CBT) to instruct the End Users on the COTS solution included in the NexGen System.  The CBT shall include, but is not limited to, the following topics that are more precisely described in the CDRL:

· Overview of the System Functionality

· Use of the System Functions

· Overview of Security Features

The CBT will be loaded onto the appropriate servers for on-line use via the FAA Intranet and Internet by the End User community at such time as the NexGen System is deemed ready for deployment.  The FAA retains the right to use the CBT on any and all servers or platforms that are deemed appropriate without incurring additional costs from the contractor. The contractor shall also provide new components to the CBT or a “refreshed” CBT as upgrades or changes are made to the COTS solution after deployment that affect changes in the use or functionality of the NexGen System.   

The contractor may also be requested to provide instructor led classroom training to selected personnel in lieu of the CBT for the same subject matter. This training will be conducted in not less than one (1) and not more than two (2) day time frame (with not more than 20 students per class). 

The contractor shall provide the following materials: 

1. CBT on CD-ROM and Hard Copy of all information contained on the CBT ,

2. End User Training Plan  (for Instructor Led only), and

3. End User Training Materials (e.g. User Guide, “Quick Reference” Guide/Card) to each attendee.

The CBT End User training shall be provided on an enterprise-wide license basis for unlimited use and reuse by the NexGen user base.
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End User Training Plan (for Instructor Led only)
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End User Training Materials

3.2.3.2.2 Help Desk and System Administrator Training

The contractor shall conduct Instructor led classroom training to instruct personnel responsible for the installation, administration and day-to-day operations and maintenance of the NexGen System. The contractor shall conduct the training as ordered by the FAA as long as the location (within the CONUS, Alaska, or Hawaii) is defined 30 days prior to the due date for training. This training will be conducted in not less than a three (3) and not more than five (5) day time frame.

The training shall consist of at a minimum, the following topics that are more precisely described in the CDRL:

1. Installation and routine maintenance procedures for all hardware and software related to the NexGen System as furnished by this contract,

2. Troubleshooting Procedures,

3. Integration Procedures with other automated office programs,

4. Upgrades,

5. Start-up, Backup, and Shutdown Procedures,

6. Security Measures and Procedures, 

7. System Monitoring and Management – Local and Remote, and

8. System Administration.
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Help Desk and System Administrator Training Plan
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Help Desk and System Administrator Training Materials
In addition, the training shall cover the technologies and topologies of the NexGen installations.  

The contractor shall provide the following materials:

1. System Administrator Guide,

2. Any Relevant System Manuals/Guides (e.g. Installation, Troubleshooting, Hardware/Software, etc.),

3. Help Desk and System Administrator Training Plan, and 

4. Help Desk and System Administrator Training Materials (e.g. Training Manuals, Handouts, Presentation Slides) to each attendee.

3.2.4 System Test and Evaluation 

3.2.4.1 Overview

The contractor shall plan, conduct, and document a comprehensive test and evaluation program, in accordance with this SOW and the government approved Contractor Master Test Plan (CMTP) and the Problem Trouble Report Priority Matrix (Attachment 1).  Verifications shall proceed from the "bottom-up", to the integrated verification of functional areas and interfaces within the complete system, in accordance with the test requirements for operational configurations and environments. The contractor shall perform informal and formal tests. The informal tests should demonstrate that the functionality of the individual test adequately verifies each requirement allocated to the test. The formal tests shall be conducted in a manner to verify the requirement under formal, configuration managed conditions. This includes a system configuration, which includes a fully baselined system. The baseline shall be documented prior to the Test Readiness Review (TRR) and an update provided as part of the Pre-test Briefings. Each formal test shall not be considered successfully completed until:

a. The contractor has received written government approval of the final test plan and procedures,

b. The government representative has witnessed the actual test,

c. The test is conducted to the government's satisfaction in accordance with the government approved plans, procedures; and, if necessary, regression test objectives satisfied, and

d. The test report, including all data analysis, all test results, and corrective actions, has been completed to the satisfaction of the government representative.
All test and evaluation activities are to be coordinated to ensure that there is minimal redundancy of effort or data.  The contractor shall be responsible for the integration, control and coordination of contractor and subcontractor testing and the support of Government testing. 

The contractor shall prepare for all formal tests a Test Verification Requirements Traceability Matrix (TVRTM) using the format in Appendix C-8 of the Acquisition Management System Test & Evaluation Process Guidelines (AMST&EPG) that delineates requirements traceability to the NexGen Spec and specific requirements of this SOW.  The TVRTM shall allocate test requirements to specific test procedures.  The TVRTM shall include NexGen Spec and SOW paragraph reference(s), qualification method(s), and verification level for each requirement.  These TVRTMs shall be provided with the Pilot Test Procedures, Site Acceptance Test Procedures, and System Acceptance Test Procedures.

The contractor shall be responsible for all test requirements specified in this SOW and the NexGen Specification.  The System Test and Evaluation (T&E) program shall verify that the Next Generation Messaging System (NexGen) and its support elements meet the physical, functional, interface, and performance requirements, as stated in the NexGen specification, in the intended environment, and with the intended users. The contractor’s test program is expected to be comprehensive enough such that, upon delivery of test items, problems do not occur that should have been discovered by the contractor during the informal testing conducted at the contractor’s site or through the contractor’s quality assurance program.

The CMTP shall describe the contractor's overall test philosophy, define the test program, and serve as the controlling document for the test program once approved.  The contractor shall ensure that all testable requirements from the specifications and other requirement documents are allocated to at least one CMTP test or inspection.  All requests to declare a requirement untestable shall be approved in writing by the government. Individual test plans, procedures, and reports for CMTP required tests/inspections shall clearly indicate where the particular CMTP allocated requirements are being met within the individual test plan/procedure.  Upon approval, the contractor shall maintain the CMTP.  All changes to the CMTP shall be approved in writing by the government.

The contractor shall develop test schedules, test plans, test procedures and test reports to meet the requirements of this SOW.  The contractor shall conduct tests and generate test reports, as required by this SOW.  The contractor shall integrate test schedules into the overall program schedule.  The government reserves the right to witness contractor testing during any test phase or level.  Upon completion of each test or series of tests, the contractor shall conduct a post-test briefing to discuss System Problem Reports (SPRs), log book entries, and test results with the government. The contractor shall publish minutes for each post-test briefing.  The test procedures shall define what information must be recorded during test. The test procedures shall relate test allocated requirements to specific information collected. 

The contractor shall coordinate testing to be performed, and ensure that there is minimal redundancy of effort or data.  The contractor shall be responsible for the integration, control, and coordination of all testing.  The contractor shall designate a single Test Manager who shall be responsible for testing and testing support items.  The contractor shall notify the government, in writing, of testing schedules at least five (5) working days prior to the start of each test.  Schedule changes shall be provided to the government with at least 3 days advance notice. Contractor-proposed test tools, documentation, and test-support hardware and software shall be approved by the FAA prior to the start of testing. All tools, software, scripts and other implements that are developed specifically for this program will be provided to the government.

The contractor shall conduct two separate series of tests both informally and formally. The informal tests are those tests conducted at the contractor’s site.  The government reserves the right to witness informal testing.  The formal tests are the Pilot, Site Acceptance Test, and System Acceptance Test.  The Pilot tests verify that the contractor provided system is capable of providing all specified functions in a off-line mode.  The pilot testing must be successful prior to full contract award. Failure to successfully complete the pilot demonstration may result in the contractor being terminated, and the contract awarded to the offeror next in line for contract award. The Site Acceptance Tests verify that the contractor provided system is capable of providing all specified functions while interconnected with the existing government infrastructure. These tests provide for the migration of functions and capabilities of the NexGen system(s), and shall include fallback provisions to maintain system stability and functionality.   The System Acceptance Test verifies communications to and from all FAA sites.

The contractor will provide technical support on a Time and Materials basis during the government conducted Operation & Technical Evaluation (OP & Tech Eval).  The purpose of the Op & Tech Eval is to test NexGen’s compatibility with other FAA COTS and Non-COTS applications.  The contractor will not be held liable for problems that are discovered relative to this test or functions that are not identified as a NexGen requirement as specified in the SPEC/SOW.
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3.2.4.1.1 Problem Reporting System 

The contractor shall develop and maintain a Problem Reporting System (PRS) as part of the test and evaluation program.  The contractor shall enter each discrepancy into the Problem Reporting System.  All identified discrepancies shall be assigned a unique identification number.  The contractor shall submit the planned corrective action for each discrepancy and identify the proposed regression testing, or future modification(s) to the testing program required to validate the successful corrective action. If any configuration item fails during formal test, the contractor shall perform failure analysis to identify the cause of failure.  This is in addition to the required System Problem Report (SPR).  The contractor is responsible for any corrective actions necessary to ensure full specification compliance.  The contractor shall complete all repair or rework prior to submission for regression testing.  The contractor shall make all such data available to the government. Refer to the information provided immediately below (in chart format) for categorizing and prioritizing the SPRs relative to test and evaluation.  

Priority
Applies if a problem could:

1
a. Prevent the accomplishment of an operational or mission essential capability, or
b. Jeopardize safety, security, or other requirement designated "critical"

2
a. Adversely affect the accomplishment of an operational or mission essential capability and no work-around solution is known, or
b. Adversely affect technical, cost, or schedule risks to the project or to life cycle support of the system, and no work-around solution is known

3
a. Adversely affect the accomplishment of an operational or mission essential capability but a work-around solution is known, or
b. Adversely affect technical, cost, or schedule risks to the project or to life cycle support of the system, but a work-around solution is known

4
a. Result in user/operator inconvenience or annoyance but does not affect a required operational or mission essential capability, or
b. Result in inconvenience or annoyance for development or support personnel, but does not prevent the accomplishment of those responsibilities

5
Any other effect

Category
Applies to problems in: 

a. Plans 
One of the plans developed for the project

b. Concept
The operational concept

c. Requirements
The system or software requirements

d. Design
The design of the system or software

e. Code 
The software code

f. Database/data file
A database or data file

g. Test information
Test plans, test descriptions, or test reports

h. Manuals
The user, operator, or support manuals

i. Other
Other software products

3.2.4.1.2 Test Briefings

3.2.4.1.2.1 Pre-test Briefings

Prior to each individual Formal test, the contractor shall conduct a pre-test briefing. The purpose of this briefing is to assure that the objectives and requirements for the test will be verified during the test conduct, and post-test activities. It shall identify all of the information, personnel and equipment required to conduct the test. The pre-test briefing shall address at least the following topics:

a) Assure test objectives fully addressed,

b) Assure pre-test briefing is compliant with contract requirements (e.g., Data Item Description (DID), Specification),

c) Define success criteria in accordance with approved procedures (procedures are approved as part of the exit criteria for the TRR),

d) Define test configuration (H/W, S/W Level, Configuration files, Test tools required, etc.),

e) Perform Test Conduct Walkthrough,

f) Identify test limitations, deviations, and workarounds,

g) Assure all anomalies (SPR #’s) impacting test are identified and test impacts are described,

h) Identify all approved changes to the Test Plans and/or Test Procedures that apply to the test.

3.2.4.1.2.2 Post-test Briefings

The post-test briefing is the final closure of a formal test or group of formal tests.  At the post-test briefing all participants come together to assess the success of the test (s).  The contractor shall address the following issues during the post-test briefing:

a) Assure post-test briefing is compliant with contract requirements (e.g., DID, SOW),

b) Details should be provided (Start date & time, Stop date & time),

c) Verify configuration and configuration changes,

d) Assure all tests have met objectives as specified in the test plans and procedures,

e) Describe test results in detail,

f) Assure that all SPRs or discrepancies are fully described and documented,

g) All workarounds and deviations should be described,

h) Assure that all exit criteria for the test is satisfied, and 

i) Address if a re-run or regression test will be required.

The FAA Test Director will sign-off on the test (s) when there is concurrence with test results as presented by the contractor.

3.2.4.1.3 Regression Testing 

The contractor shall correct all discrepancies and verify, through regression testing, that the corrections are effective and do not alter system performance or functions outside the discrepancy correction area.  The contractor shall recommend the level of regression testing as part of the recommended corrective action.  It should be based on the level of complexity of the deficiency and its degree of involvement with other system components.  The contractor shall not proceed with the regression testing until receiving government concurrence on the regression test.

3.2.4.1.4 Test Reports

3.2.4.1.4.1 Quick Look Test Reports

Quick Look test reports are abbreviated test reports that provide preliminary test results and conclusions to the government.. The primary purpose of Quick Look reports is to allow the government to render a preliminary decision without delay.
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Quick Look Test Report
3.2.4.1.4.2 Final Test Reports

Test reports document the results of a test and usually recommend a course of action based on those results.  . The test report shall address test results, including test conduct, data collected, and conclusions to be drawn from the test data. 

3.2.4.1.5 Test Support

The contractor shall provide all operational and maintenance support, including parts and labor, required throughout each test period.  The contractor shall provide test support through NexGen system(s) baseline and field acceptance for all contractor equipment.

3.2.4.2 Pilot Test 

The contractor shall test 100% of the Phase I requirements stated in the NexGen Spec as part of the Pilot Test.  The Pilot Test shall be conducted in a non-production mode emulating the FAA’s WAN infrastructure of two FAA regions and various desktop suite environments. The government will provide the two FAA regions and desktop suite environments to be emulated.  The system under test will be independent of the existing messaging system. The government will provide the telecommunications infrastructure to support the Pilot Test.  The contractor shall deliver and install two NexGen prototypes representing the Phase I, Stage I and Stage II configurations.  The prototypes shall consist of a minimum two mail servers representing both Phase I Stage I and Phase I Stage II that will be tested at FAA HQ in Washington DC (at the DOT Nassif Building – 400 7th Street SW Washington, DC).  The contractor shall provide technical and logistical support for the two prototypes used in the Pilot Test.  The support shall include technical representatives, required spares, and other items agreed upon by the contractor and government.  The contractor shall also perform installation and set-up for the delivered NexGens.  The contractor shall incorporate all corrections for deficiencies identified during the Pilot Test, as well as required equipment scaling to bring the provided prototypes up to the operational production configuration.

The Pilot Test at a minimum shall cover tests in the areas of installation, functionality, performance, migration, co-existence, security, DMS, intra- and inter-facility communications, and failure recovery.

The contractor will provide at a minimum NexGen hardware and software, simulators, test tools, test personnel, and test documentation for the Pilot testing. The government will review and approve all test documentation.  The contractor shall conduct TRR, Pre- and Post- test briefings as part of the testing.

The contractor shall set up and begin the pilot test within 15 days of the government approving the design (15 days after successful completion of the Design Review).  The duration of the pilot test shall not exceed 30 calendar days and shall contain the following scenarios:  

  -  Conduct of test, Quick Look Report, and Test out brief (9 days),

  -  Correction of deficiencies, regression testing, and final report (10 days), and

  -  Government review of test results (10 days)
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Pilot Test Plan
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Pilot Test Procedures
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Pilot Test Report

3.2.4.3 Site Acceptance Test

The Contractor shall conduct tests at each FAA site verifying a subset of Phase I requirements in the areas of installation, functionality, performance, migration, intra- and inter-facility communications, and failure recovery in a non-simulated environment using the FAA’s communication infrastructure. 

The contractor will provide at a minimum NexGen hardware and software, simulators, test tools, test personnel, and test documentation for the Site Acceptance Test.   The Government will review and approve all test documentation.  The Contractor shall conduct Pre- and Post- test briefings as part of the testing.
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Site Acceptance Test Plan
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Site Acceptance Test Procedures

CDRL A031

Site Acceptance Test Report

3.2.4.4 System Acceptance Tests

The contractor shall conduct System Acceptance Tests after the successful completion of Site Acceptance Test at all sites.  The System Acceptance Tests shall demonstrate the end-to-end communications capabilities of the NexGen Messaging System throughout the FAA (both domestic and overseas sites).  These tests will be conducted at the conclusion of implementation of both Stage I and Stage II.  

The contractor will provide at a minimum NexGen hardware and software, simulators, test tools, test personnel, and test documentation for the System Acceptance Test.   The government will review and approve all test documentation.  The contractor shall conduct Pre- and Post- test briefings as part of the testing.
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System Acceptance Test Plan
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System Acceptance Test Procedures
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System Acceptance Test Report
3.2.5 Installation Procedures

The contractor shall develop the installation procedures required to meet the NexGen requirements.  These procedures shall include, as a minimum, special settings above and beyond the default published installation procedures, load order requirements, and any other special installation considerations.
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Installation Procedures

3.2.6 Installation and Data Migration

The contractor shall demonstrate the installation procedures during the Pilot Test. As part of the installation procedures demonstration, the contractor shall integrate all NexGen components, ensuring proper operation when connected to existing infrastructure, and demonstrating NexGen readiness to perform real-time flow management tasks.  Installation and testing of the equipment shall not disrupt or interfere with, nor cause any disruption or interference with the site operations in any way.

3.2.6.1 Contractor Responsibilities

The contractor shall deliver and install NexGen in accordance with the “Delivery and Performance” section of the contract.  The contractor shall perform the migration of all server-side message store data, directory, public mailing lists, folders, bulletin boards, etc.

3.2.6.1.1 Site Installation

The contractor shall be responsible for installation of all equipment and software necessary to create the NexGen. The contractor shall be responsible for all data migration from the current FAA mail system. This includes all mail, directory listings, bulletin boards, and mailing lists. Mailing lists exist both nationally and local to the post office.

The contractor shall present entrance and exit briefings at each NexGen site.  The entrance briefing shall provide an overview of the installation activities.  The exit briefing shall provide a summary of the installation activities. 

For each site where equipment is installed, the contractor shall provide a Site Installation Report.
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Site Installation Report
3.2.6.1.2 Migration

The contractor shall coordinate with the installation team all data migration efforts, to confirm that the users and administrators are trained and ready to migrate.

To support this effort, the government will continually review the contractor waterfall schedule throughout migration to ensure that data migration efforts are not disruptive to the government mission and that post offices and hubs are not orphaned causing additional workload for government administrators.

A weekly status report shall be provided to the COTR during migration efforts to keep the government updated. The report shall include:

a. What cc:Mail post offices were converted,

b. How many accounts were converted with names,

c. What mail lists were converted, and

d. Any issues and resolutions.
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Migration Status Report

3.2.6.2 Government Responsibilities

The government will be responsible for performing the migration of all client-side message store data including message client interface/upgrade, local archives, private mailing lists, etc, using contractor provided tools and procedures.

The government has the responsibility for site readiness at the locations where NexGen system equipment will be located. This includes security, power, floor space, network connection, and other environmentals.  All sites will meet the environmental, space and power requirements of the NexGen Spec.

The government is responsible for ensuring user readiness including training and archiving of user mail.

3.2.7 Technical Support

3.2.7.1 Additional Technical Support

The contractor shall make technical support personnel available at user sites, contractor sites, or other locations appropriate to the work to be performed. For pricing purposes, assume that all work will be performed at the contractor's facility (versus at a government site)

3.2.7.2 On-Call Technical Support

The contractor shall provide technical support personnel to perform troubleshooting, problem analysis and resolution, workload relocation analyses, engineering plans and studies, requirements analyses, and other support services to respond to user requirements including support to client/server and/or other technologies.

3.2.8 Data Accession List

The contractor shall maintain a complete list of all internal data and software (e.g. test scripts, installation scripts, etc.) generated by the contractor as a result of this contract and in preparation for this contract from previous effort.  The data shall be listed by identification number, title, and date.  All data not required by the Contract Data Requirements List (CDRL) shall be listed on the Data Accession List.  The contractor shall furnish copies of data from this list to the Government on an “as required” basis when ordered by the government.  The cost of providing such data shall be included as a part of the firm fixed price of the NexGen and no other charge shall be made by the contractor for such services.
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Appendix A – List of Acronyms

Abbreviations and Acronyms

CDRL
Contract Data Requirements List

CFE
Contractor Furnished Equipment

CI
Configuration Item

CM
Configuration Management

COTS
Commercial off the Shelf 

CSIRC
Computer Security Incident Response Capability

DNS
Domain Name System

ECP
Engineering Change Proposal

EVM
Earned Valued Management 

FTS
Federal Telecommunication Service

GFE
Government Furnished Equipment

GFI
Government Furnished Information

HP
Hewlett Packard

LDAP
Lightweight Directory Access Protocol

LRU
Line Replaceable Unit
NexGen
Next Generation Messaging System

PM
Program Manager

PCO
Procuring Contracting Officer

RFW
Request for Waiver

R&M
Reliability and Maintainability

SDR
System Design Review

SOW
Statement of Work

SPR
System Problem Report

T&E
Test and Evaluation

TIM
Technical Interchange Meeting

TVRTM
Test Verification Requirements Traceability Matrix

Appendix B – Definitions

Failure Recovery Test- Failure recovery tests focus on the ability to deal with the reality of component failure. This includes correcting hardware failures, software failures, and the time required to identify and subsequently correct the failure. This test area covers the capability of the system to prevent, diagnose, and repair functional characteristics. This includes the logs and system messages provided by the NexGen system(s).

Functional Test - Functional test covers the ability of the NexGen system(s)to operate in a localized, off-line mode. This is also known as intra-facility testing. The NexGen clients are separate from the existing messaging system. Data from the existing messaging system is copied to the NexGen system(s). The synchronization of this data with the existing messaging system must be maintained.

Installation Test - Installation test covers the fundamental arrangements for the NexGen system(s). It includes physical space and mechanical stability, providing sufficient space for maintenance access, electrical connectivity, appropriate voltage with sufficient current supply, adequate cooling airflow, and safety considerations. It also tests low level system operation, such as the ability to power on and verify that the operating system of the server(s) loads properly. It also verifies the connectivity within the local NexGen components. Installation test conduct will be coordinated with the policies and procedures of the site. The Installation Test shall verify that the installation procedures are in accordance with the contractor developed "Installation Procedures" document (CDRL A020).

Migration Test - Migration tests are conducted to verify the NexGen system(s) can inter-operate with the existing 

FAA messaging system from both a primary and a secondary perspective. As a secondary, the NexGen system(s) submits data while allowing the existing messaging system determine the validity of the data. As a primary, the NexGen system(s) determines the validity of the data. This testing must be performed in both a forward and backward mode. In forward mode, the NexGen system(s) gradually assumes control from the existing messaging system. In backward mode the NexGen system(s) gradually releases its control to the existing messaging system. This backward mode represents a fallback (or contingency) plan. 

Performance Test - Performance test covers the ability of the NexGen system(s) to operate as a complete system. This includes the ability to communicate with and pass NexGen data to equipment at other NexGen sites. This is also known as inter-facility testing.

CDRL and DID List

The CDRLs and DID’s noted below are included as contract Attachments J-1 and J-2.

CDRL #
CDRL NAME
SOW REF
DID
1st Submission

Due
Final Due
Subsequent Submission
Frequency
Updates

A001
Program Management Plan
3.2.1
DI-FAA-ASU520-001
With Management Proposal


ONE/R
15 DA Significant Changes

A002
Progress Reports
3.2.1.4
DI-FAA-ASU520-002
30 DACA


Monthly
NLT 10 DA EOM

A003
Conference Agenda
3.2.1.6
DI-FAA-ASU520-003
NLT 10 DP to Meeting





A004
Conference Minutes
3.2.1.6
DI-FAA-ASU520-004
NLT 10 DA Meeting
NLT 10 DA Receipt of Comments




A005
Information System Security Plan
3.2.1.7.1
DI-FAA-ASU520-005
NLT 45 DA CA
NLT 10 DA Receipt of Comments

ONE/R
10 DA Changes Occur

A006
System/Subsystem Design Description
3.2.2.2
DI-FAA-ASU520-006
NLT 15 DA SDR
10 DA Receipt of Comments

ONE/R
10 DA Changes Occur

A007
Electrical Power Quality/Subsystem Analysis Report
3.2.2.3
DI-FAA-ASU520-007
20 DACA


One Time


A008
RMA Report
3.2.2.5
DI-FAA-ASU520-008
With Technical Proposal


One Time


A009
System Safety Report
3.2.2.6
DI-FAA-ASU520-009
20 DACA


One Time
30 DA Changes Occur

A010
NexGen Helpdesk Procedures Manual
3.2.3.1.1.2
DI-FAA-ASU520-010
30 DP to delivery of first NexGen

NLT 10 DA Receipt of Comments

10 DA Changes Occur

A011
Monthly Maintenance Status Report
3.2.3.1.1.3
DI-FAA-ASU520-011
3 MACA


Monthly


A012
Daily LRMM Reports
3.2.3.1.2
DI-FAA-ASU520-012
One Week After LRMM

End Of Day
Daily


A013
Weekly LRMM Reports
3.2.3.1.2
DI-FAA-ASU520-013
One Week After LRMM

COB On Monday
Weekly


A014
Monthly LRMM Reports
3.2.3.1.2
DI-FAA-ASU520-014
One Month After LRMM

5th Of Each Month
Monthly


A015
Headquarters NexGen Local Operations Task Assignment Report
3.2.3.1.3
DI-FAA-ASU520-015
One Month After HQ Establishment

5th of Each Month
Monthly


A016
Disaster Recovery Plan
3.2.3.1.3
DI-FAA-ASU520-016
30 DP to delivery of first NexGen

NLT 10 DA Receipt of Comments

10 DA Changes Occur

A017
Exit Transition Plan
3.2.3.1.7
DI-FAA-ASU520-017
60 DA Government Notification of Termination





A018
COTS Technical Manuals
3.2.3.1.7
DI-FAA-ASU520-018
10 DP To Pilot Test



10 DA Changes Occur

A019
Site Inventory Report
3.2.3.1.8
DI-FAA-ASU520-019
Site Acceptance at First Site

Site Acceptance at Subsequent Sites
As Required


A020
End User Training Plan
3.2.3.2.1
DI-FAA-ASU520-020
30 DACA
7 DA Receipt of Comments

ONE/R


A021
End User Training Materials
3.2.3.2.1
DI-FAA-ASU520-021
60 DACA
15 DA Receipt Of Comments

XTIMES


A022
Help Desk and System Administrator Training Plan
3.2.3.2.2
DI-FAA-ASU520-022
30 DACA
7 DA Receipt of Comments

ONE/R


A023
Help Desk and System Administrator Training Materials
3.2.3.2.2
DI-FAA-ASU520-023
60 DACA
15 DA Receipt Of Comments

XTIMES


A024
Contractor Master Test Plan
3.2.4.1
DI-FAA-ASU520-024
NLT 30 DP To Pilot Test
10 DA Receipt Of Comments

ONE/R


A025
Quick Look Report
3.2.1.4.1
DI-FAA-ASU520-025
NLT 3DA Completion Of Test

At Direction Of CO
ONE/R


A026
Pilot Test Plan
3.2.4.2
DI-FAA-ASU520-026
20 DP Each Test
7 DA Receipt Of Comments

ONE/R


A027
Pilot Test Procedures
3.2.4.2
DI-FAA-ASU520-027
20 DP Each Test
7 DA Receipt Of Comments

ONE/R


A028
Pilot Test Report
3.2.4.2
DI-FAA-ASU520-028
10 DA Completion Of Test

At Direction Of CO



A029
Site Acceptance Test Plan
3.2.4.3
DI-FAA-ASU520-029
20 DP Each Test
7 DA Receipt Of Comments

ONE/R


A030
Site Acceptance Test Procedures
3.2.4.3
DI-FAA-ASU520-030
20 DP Each Test
7 DA Receipt Of Comments

ONE/R


A031
Site Acceptance Test Report
3.2.4.3
DI-FAA-ASU520-031
10 DA Completion Of Test

At Direction Of CO



A032
System Acceptance Test Plan
3.2.4.4
DI-FAA-ASU520-032
20 DP Each Test
7 DA Receipt Of Comments

ONE/R


A033
System Acceptance Test Procedures
3.2.4.4
DI-FAA-ASU520-033
20 DP Each Test
7 DA Receipt Of Comments

ONE/R


A034
System Acceptance Test Report
3.2.4.4
DI-FAA-ASU520-034
10 DA Completion Of Test

At Direction Of CO



A035
Installation Procedures
3.2.5
DI-FAA-ASU520-035
25 DP Pilot Test


ONE/R
10 DA Changes Occur

A036
Site Installation Report
3.2.6.1.1
DI-FAA-ASU520-036
16 DA Completion Of SAT At Each Site


As Required


A037
Migration Status Report
3.2.6.1.2
DI-FAA-ASU520-037
During All Migration Efforts at Each Site


Weekly


A038
Data Accession List
3.2.8
DI-FAA-ASU520-038
15 DP Pilot Test



30 DA Changes Occur
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