Attachment 10

CUSTOMER SERVICE CENTER – SERVICE DESK 

SERVICE LEVEL AGREEMENTS 


Service Level Agreements (SLAs) are established and approved between the Customer Service Center (CSC) and the Customer each fiscal year.  The following are the current SLAs for Fiscal Year 2004.

A.
ICE-MAN Support and Service Requirements for Technical and Operations Support

1.
Service and Support Requirements

The FAA’s primary data processing facility, operated and maintained by the United States Department of Agriculture, National Information Technology Center (NITC), hereafter referred to as the Mainframe Service Provider (MSP), provides customers with large-scale mainframe data processing services on a utility basis, allowing customers to access as much or as little computing power on any computing platform as their needs require - and pay accordingly.

The Systems Management Branch (AMI-310) works with the MSP to provide customers a wide variety of software services in support of their data processing requirements.  The mission of this joint effort with the MSP is to ensure customers have access to the computing resources necessary to conduct the FAA’s business in a timely, cost-efficient manner and in a secure environment.  

2.  The CSC Will:

a. Answer help desk calls and log information using automated help-desk software;

b. Reset passwords;  

c. Reset communications lines/remotes;

d. Resolve problem or coordinate resolution with appropriate technical personnel;

e. Produce statistical management reports;. 

f. Store tapes on racks or in the vault as appropriate;

g. Distribute microfiche and reports;

h. Maintain customer satisfaction reporting process;

i. Survey customers and provide survey results report;

3.  The CSC for Production Control Will:

a. Monitor batch job processing for abnormal job occurrences, log problems, cancel jobs as necessary, and notify appropriate application and/or technical support personnel.

1. Restart jobs (manually or through Control-R) at direction of application or technical support personnel.

2. Maintain Control-M job schedules and coordinate manual submission of batch jobs with applications.

3. Execute console commands to start and cancel database and software job processes as required (e.g., ADABAS, INTERCOMM, CICS, COM-PLETE, etc.).

b. Coordinate with mainframe service provider to resolve abnormal job terminations and identify hardware/software problems that may have contributed to the termination.

B.
Application Systems Division Support for Aeronautical Center Security Management System (ACSMS); Aeronautical Center Security Policies System (ACSPS); and Employee/Student Training/Educational Resources (ESTER) Survey System 

1.
Service and Support Requirements

At the present time, the volume of calls for these applications is low (about 30 calls a month).  The CSC will monitor the volume at will initiate a meeting when/if the volume changes significantly.  If call volume should increase significantly and increase resource requirements for CSC, determine if charges shall be assessed. 

a. ACSMS has 45 users and average one call a week.  

b. ESTER averages 50 users a month and about five calls a week.  

c. Survey System has 16 users and may receive one call a month. 

d. ACSPS has 12 users and averages one call a week.  

These are web accounts and are available to users 24 hours a day.  Most ACSMS users will be trying to access the system when they first arrive in the morning and after their lunch period.  When a user has had three failed logon attempts in a row, their account will be locked and a message will be displayed to contact 405-954-3000. This is peak time as to when a user may be locked out or forgets their password. 

The HELPDESK application allows an authorized user (CSC) to login over the web, select one of the three systems, then unlock and or reset the password on a callers (mostly AMP-300 or AMC-700) web account.  The web account lockout came about because of an ARC Initiative to better secure web applications.  The HELPDESK system was developed by and will be maintained by the Applications Systems Division, AMI-200.

2.
The CSC Will:

a. Provide support 24x7x365;

b. Utilize the FAQs and KnowledgeBase provided as required;

c. Attend training provided by the customer for the CSC;  

d. Incorporate the escalation documentation according to the severity codes and adhere to it;

e. Record outage description on the status recording and respond to users appropriately;

f. Review the verbiage to be displayed on the web; 

g. Provide an Automated Call Distribution telephone system;

h. Open a problem ticket for every call; 

i. Maintain help desk software;

j. Monitor the progress of all "open" tickets to ensure adequate resolution and response time to the end user;

k. Conduct formal customer satisfaction surveys periodically;

l. Send surveys to 10% of daily problem calls that are closed;

m. Provide monthly metric reports;

n. Meet with the customer to determine resource requirements (at specified milestone dates);

o. Maintain adequate resources to provide support; 

p. Attend recurring meetings between the established points of contacts if requested by the customer; 

q. Initiate a meeting if required with the customer; 

r. Provide a current escalation point of contact list for the CSC to the customer; 

s. Have a goal of resolving 80% of calls without escalation;

t. Conduct turnover meetings between every shift to ensure outstanding problems are identified.

3.
The Applications Systems Division, AMI-200) Will:

a. Notify the CSC if the support hours and/or requirements need to be changed;

b. Provide training for the CSC as required;  

c. Maintain the escalation documentation; 

d. Maintain the FAQs and/or a KnowledgeBase documentation; 

e. Maintain the application's plan on who is to notify the CSC of scheduled outages, upgrades, and unscheduled outages;

f. Provide an opportunity for the CSC to review any verbiage on the web that references the CSC; 

g. Initiate a meeting if required with the CSC. 

C.
FAA Tier 1 and ABA DELPHI Service Desk Requirements

1.
Service and Support Requirements

Below are the service and support requirements for Tier 1 and ABA for the FAA DELPHI core users.  

The DOT DELPHI Oracle Financial Suite consists of the following seven applications: 

a. General Ledger

b. Accounts Payable 

c. Accounts Receivable 

d. Fixed Assets 

e. Budget Execution 

f. Purchase Orders 

g. Project Accounting  

2. The CSC, Tier 1 Service and Support, Will:

a. Provide support 24 hours a day 365 days a year (24x7x365).  The help desk phone number is 405-954-3000.  Voice mail will be available.  The "go live" date is November 5, 2002;

b. Be the first point of contact for FAA DELPHI users.  A Kintana ticket will be created for every incoming FAA DELPHI call; 

c. Attempt to resolve every call by performing technical and/or functional support;  

d. Assist the caller in the navigation of tutor documentation; 

e. Use KnowledgeBase documents created by ABA or their contractors;  

f. Resolve 80% of calls without referral to Tier 2 after the "go live" interim period of six months;

g. Notify the end user that the problem is resolved and close the ticket; 

h. Monitor the progress of all open tickets to ensure adequate resolution and response time to the end user;

i. Conduct formal customer satisfaction surveys periodically;

j. Provide monthly status/performance report to ABA;

k. Work with ABA to determine resource requirements at specified milestone dates after implementation;

l. Maintain the KnowledgeBase documents after the "go live" interim period of six months;

m. Develop policies and procedures jointly between Tier 1, Tier 2, and ABA and followed, including response time, priority codes, and escalation procedures; 

n. Hire resources for Tier 1 by Sept 16, 2002; 

o. Attend some of the FAA DELPHI Oracle Financial Suite training as appropriate by all of the resources;  

p. Conduct more frequent meetings initially between the established point of contacts for ABA and Tier 1 for coordination of day-to-day and operation issues; 

q. Provide a current escalation list for FAA employees, FAA contractors, and applications by all parties. 

3.
The following priority codes from Kintana will be followed after the "go live" interim period of six months:

a. Low - An enhancement request has been or should be submitted to Oracle.

b. Normal - Items that allow for correction of erroneous entries such as accounting adjustments (unless they are required for one of the items in the emergency category).  Also included are any items for which there is an acceptable workaround.  Resolution - over 30 days.

c. High - Items that prevent timely recording of accounting transactions such as interfaces, billings, obligations, etc.  Also in this category is user documentation.  Resolution - within 30 days.

d. Critical - Items that fall into the emergency category but there is a workaround.  However the workaround is unacceptable and a resolution is required.  If a TAR is logged it should be P2.  Resolution - 2 - 3 days.

e. Emergency - The only items that should be logged as emergency are items that cause a work stoppage (prevent payments from getting processed, prevent closing of month or year, or that prevent producing mandated reports (SF224, FACTS I and II, etc.).  These require 24 X 7 support until they are resolved.  If a TAR is logged it should be P1.  Resolution - ASAP.

4. ABA or Their Contractors Will:

a. Notify Tier of any scheduled outages, system down time, upgrades, patches, and all known issues; 

b. Conduct training for Tier 1 prior to Nov. 5, 2002 on using Kintana, the DELPHI tutorials, the KnowledgeBase, and the DELPHI Oracle Financial Suite;  

c. Deliver the KnowledgeBase documents and maintain them during the interim time after the "go live" interim period of six months; 

d. Provide a current escalation list for FAA employees, FAA contractors, and applications for all parties. 

D.
ICE-MAN Marketing (E-SERV)

1. Service and Support Requirements

A new website for ICE-MAN Marketing worldwide Internet web site is now online.  There is a potential for new customers for ICE-MAN.  It is hosted on the ICE-MAN enterprise platform and runs under job name WUSSAMQ3.  The public address or URL is http://iceman-eservices.faa.gov.  The website is available all the time (24 x 7x365).  This is not an application, and usage should be minimal.  However, the responses are critical.  Peaks in usage may occur after ICE-MAN marketing personnel appear at marketing events or after marketing materials are distributed.  At this time, it is unknown if this will cause high volumes of calls to be placed to the CSC. 

Scheduled downtime follows ICE-MAN scheduled downtime.  Outside of scheduled downtimes, it should always be available to potential customers.  ICE-MAN team members within the Systems Management Branch, AMI-310, will monitor weekly and special notices about scheduled and un-scheduled outages.  During an outage, follow the Process to Handle E-SERV Calls and refer to the Frequently Asked Question (FAQ) about outages.

Some members of the ICE-MAN Program Team are given restricted page addresses for accessing sensitive information.  These users will use their personal ICE-MAN user-id and password so normal procedures will be followed should they “lock” their accounts.  The restricted page addresses will not be identified or linked anywhere on the site, so outside viewers should not be able to get to them or therefore make inquiries about them.

At this point, no funding is required from E-Serv.  The CSC is to function mainly as a “live” point of contact that callers are referred to on marketing materials and from the web site should they have additional questions

2. The CSC Will:

a. Provide support 24x7x365;

b. Utilize the FAQs provided as required;

c. Attend training if provided by the customer for the CSC;

d. Utilize the severity codes for ICE-MAN; 

e. Outages will follow ICE-MAN scheduled and unscheduled outages;

f. Record outage description on the status recording and respond to users appropriately;

g. Review the verbiage to be displayed on the web;

h. Provide an Automated Call Distribution telephone system;

i. Open a problem ticket for every customer call;

j. Maintain help desk software;

k. Monitor the progress of all "open" tickets to ensure adequate resolution and response time to the end user;

l. Conduct formal customer satisfaction surveys periodically;

m. Send surveys to 10% of daily problem calls that are closed;

n. Meet with the customer to determine resource requirements (at specified milestone dates);

o. Maintain adequate resources to provide support;

p. Attend recurring meetings between the established points of contacts if requested by the customer;

q. Initiate a meeting if required with the customer;

r. Provide a current escalation point of contact list for the CSC to the customer;

s. Conduct turnover meetings between every shift to ensure outstanding problems are identified and monitored.

3. The ICE-MAN Marketing, E-SERV Will:

a. Notify the CSC if the support hours need to be changed;

b. Provide training for the CSC as required;

c. Maintain the FAQs and documentation on how to handle calls;

d. Maintain the application's plan on who is to notify the CSC of scheduled outages, upgrades, and unscheduled outages;

e. Provide an opportunity for the CSC to review any verbiage on the web that references the CSC;

f. Initiate a meeting if required with the CSC. 

E.
Systems Management Facility (SMF)

1. Service and Support Requirements

Below are the service and support requirements for the Systems Management Facility (SMF) and the responsibilities of the SMF to assist the CSC in providing these services.

2. The CSC Will:

a. Provide access control support 24x7x365 according to the SMF Access Rules;

b. Perform periodic "walk through" of the SMF to determine if any problems exist.  If so, call Mike Myers or Clarence Fanning to get direction (During the day call office number, after hours call at home).  If they are unavailable, contact AMP Trouble Desk at 4-3687;

c. Utilize the current copy of the SMF Authorized Access List;

d. Utilize the current copy of the SMF Authorized Escort List;

e. Utilize the current copy of the SMF Access Rule; 

f. Provide an Automated Call Distribution telephone system;

g. Maintain help desk software;

h. Review the verbiage to be displayed on the web and provide feedback;

i. Open a problem ticket every time that after hours requires a call for access to SMF; 

j. Monitor the progress of all "open" tickets to ensure adequate resolution and response time to the end user;

k. Meet with the customer to determine resource requirements (at specified milestone dates);

l. Maintain adequate resources to provide support; 

m. Attend recurring meetings between the established points of contacts if requested by the customer; 

n. Initiate a meeting if required with the customer; 

o. Provide a current escalation point of contact list for the CSC to the customer; 

p. Have a goal of resolving 80% of calls without escalation;

q. Conduct turnover meetings between every shift to ensure outstanding problems are identified;

r. Record outage description on the status recording and respond to users appropriately. 

At this time, the SMF will not provide training for the CSC.

3. The Systems Management Branch, AMI-310, Will:

a. Notify the CSC if the support hours need to be changed;

b. Provide training to the CSC as required; 

c. Maintain the documentation SMF Authorized Access List and provide timely updates to CSC; 

d. Maintain the documentation SMF Authorized Escort List and provide timely updates to CSC; 

e. Maintain the documentation SMF Access Rules and provide timely updates to CSC; 

f. Maintain escalation documentation (including after hours points of contact;

g. Provide an opportunity for the CSC to review any verbiage on the web that references the CSC; 

h. Initiate a meeting if required with the CSC; 

i. Provide verbiage to record on outage description utilizing the 4-3000 or the hot line at 4-3967.  If no response, leave a message on the 4-3000, which will generate a beeper call.
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