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INTRODUCTION

1.1 Overview

The Federal Aviation Administration (FAA) Air Traffic Control System Command Center (ATCSCC) requires a state-of-the-art Conference Control System (CCS).  The main objective of the CCS is to provide a set of capabilities for telecommunications conference and telephone call management in support of air traffic management. 

1.2 Document Overview

Section 1 (this section) of this specification describes the scope of this specification, gives an overview of this specification, and gives an overview of the CCS. It is descriptive in nature and contains no binding requirements.

Section 2 of this specification lists the documents that are cited within subsequent sections as a part of binding requirements. 

Section 3 lists all system requirements.

Section 4 lists verification methods and specialized verification criteria as well as requirements for a deliverable test tool. 

Section 5 contains preparation for delivery. It is descriptive in nature and contains no binding requirements.

Section 6 contains Notes, including an acronym listing and glossary. It is descriptive in nature and contains no binding requirements.

Appendix A contains the Verification Requirements Traceability Matrix (VRTM).

Appendix B contains Other References. This listing is informational only & is only binding where section 3 calls out the reference.
1.3 Scope

This specification details functional, performance, interface and physical requirements of the ATCSCC operational.

This specification will provide system information necessary to fulfill validated requirements.  The CCS specified herein will expand the current system capacity beyond its current size and design limitations, and will extend the current system capabilities to include new technical features.

1.3.1 Overview Of Requirements

This specification is written in such a manner as to separate system requirements from other binding requirements such as document precedence and testing/validation. Section 2 contains information relating to reference material and document precedence requirements. Section 4 contains information and requirements as related to verification of system performance. All system requirements, direct and referenced to, are found in section 3. 

1.3.2 Explanatory Notes, Notional Figures and Examples

This specification provides definitions and background information in Notes and notional figures and examples.  Offerors and contractors are hereby advised that information contained in these items are provided for background information only and should not be construed as binding contractual requirements, or as implied requirements.  In any case, where these supplemental informational items are not understood, not believed correct, or believed to represent an implied requirement, the Offeror or contractor must seek clarification from the Government before relying on this information.

1.4 System Overview
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Figure 1-1

Notional System Architecture

- Replace existing system.

- 4 types of personnel

- Organization of doc w/r to 4 types

- All consoles capable

- Access to function & services via ID & PW

- Consoles & physical system services in OP’s area

- All others in "backroom"

- Phase 1 & 2

APPLICABLE DOCUMENTS/STANDARDS

(This section will be completed for the Final SIR.)


2 SYSTEM REQUIREMENTS
2.1 System Configuration

This section describes the configuration of the CCS to which system functionality will be allocated IAW the notional system architecture reflected in Figure 1-1.

2.1.1 System Access Levels

1. Access to all CCS functionality shall be permitted based on privileges assigned to individual users, or groups of users, by authorized personnel.
Note:  A notional classification of functions is described in section 6.

2.1.2 CCS Consoles

2.1.2.1 General

1. All CCS consoles shall provide access to all system functionality, as configured by authorized personnel.

2. All CCS consoles shall provide access to all system services, as configured by authorized personnel.

3. The CCS shall accommodate up to at least 10 remote consoles through the use of a wireless connection e.g. Palm, CLIE, or other PDA-like devices.
1. Each host console shall be configurable by authorized personnel to support a remote console.

1. Each remote console shall be configurable by authorized personnel to replicate the user’s interface at the logged-on host console.

2. The user shall be able to access the same resources and perform the same functions from either the host or remote console.
3. The CCS shall provide for the user to disable use of either the host or remote console while replication is activated.

2. Each remote console shall support full two-way audio with all communications of the host console.

4. The CCS shall fit into a footprint with dimensions shown in Figure 3-1.

[image: image2]
Figure 3-1

Position Dimensions

(An electronic version will be provided for the Final SIR.)

2.1.2.2 System User Interface

2.1.2.2.1 Console Display

1. CCS consoles shall provide a color display.

1. CCS console displays shall provide brightness controls.

2. CCS console displays shall provide contrast controls.

3. CCS console displays shall be at least a fifteen (15) inch diagonal color display.
4. CCS console displays shall be within 10% of a 4:3 aspect ratio.
2.1.2.2.2 Console Inputting Devices

2. Console inputting devices shall provide a QWERTY alphanumeric keyboard format.

1. The alphanumeric keyboard format shall provide an alphanumeric input functionality.

3. Console inputting devices shall provide a DTMF 16 button keyboard format.

1. The DTMF 16 button keyboard format shall provide numeric input functionality.

4. Console inputting devices shall provide the capability to make screen item selections.
Note:  The purpose of this requirement is to allow users to make screen selections via the User Interface, as defined in section 6.3.
Note:  Console inputting devices may be physical, virtual, or both (e. g. a 3 button mouse, Touch Entry Display (TED)).

2.1.2.2.3 Console Audio Jacks

5. At each console, the CCS shall provide a jack module to accommodate two headsets or handsets (two users).  

1. One jack shall be identified and marked as the “operator” jack.

2. The other jack shall be identified and marked as the “monitor" jack.  

3. The "monitor" jack shall be placed immediately to the left of the "operator" jack.

6. A volume control shall be continuously provided for each jack.

1. If volume controls are implemented as a physical device, the control(s) shall be mounted adjacent to the corresponding jack

.

2. The volume control for the "monitor" jack shall not be located on the CCS Touch Entry Display (TED), if applicable.

3. The volume control for the "monitor" jack shall not be located on the console loudspeaker module.
Note:  The functionality of the audio jacks is described in section 3.2.

2.1.2.2.4 Console Loudspeaker

7. CCS consoles shall provide a loudspeaker.

8. CCS consoles shall continuously provide loudspeaker volume regulation control.
Note:  Loudspeaker volume controls may be physical devices or virtual which would be accessed through a touchscreen or GUI display.

2.1.2.2.5 Console Footswitch

9. As identified by the Government at time of order, each CCS console shall provide an interface with a GFE footswitch that activates PTT.
Note:  The functionality of the GFE footswitch is described in section 3.2.
Note:  The interface for the GFE footswitch is described in section 3.4.

2.1.2.3 Voice Telecommunications System (VTS) Interface

5. The VTS replacement user interface shall be a standalone system

6. The VTS replacement user interface shall be provided for each console configured to support VTS communications.
1. The replacement VTS user interface shall maintain the functionality of the current VTS user interface; i.e., volume control, handset/headset (HS) jack, keypad and line activation button.

2. The each VTS user interface shall provide an HS jack that supports GFE headset/handsets as described in 3.5.15.

2.1.3 System Services

2.1.3.1 Printers

7. System printers shall be provided, as specified at time of order.
Note:  The application of this equipment is described in section 3.2.

2.1.3.2 Voice Recorder Interface

8. The CCS shall interface to the legal voice recording system at a Government-provided distribution frame or demarcation point.

9. The CCS shall provide voice communications received from internal users for each console to the recorder interface.
Note:  Voice recording equipment will be provided by the Government.
Note:  The interface to this equipment is described in section 3.4.
Note:  The products that the CCS is to provide to this equipment interface are described in section 3.2.

2.1.4 Supporting Infrastructure

Note:  Supporting infrastructure is defined as the system elements not defined elsewhere which are required to accomplish the requirements specified herein. These would typically be located in an equipment room separate from the system operations area.

2.2 System Functionality

2.2.1 General

2. The CCS shall permit simultaneous operation of all consoles to either place calls, receive calls, or both.

3. The CCS shall provide two modes of console operation: Operational and Training.

1. The CCS shall place all consoles in Operational Mode at system startup, as a default.

2. The CCS shall require a 2-step process for the user to place any console in Training Mode from Operational Mode.

3. The CCS shall require a 2-step process for the user to place any console in Operational Mode from Training Mode.

4. The CCS shall release all communications in effect at the console when it is placed in Training Mode.
Note:  All communications would be released after the second of the 2-step process is completed.
5. The CCS shall provide to the user a continuous visual indication while the console is in Training Mode.
Note:  The intention is for the visual indication to be obvious enough to ensure that there is no confusion by the user of the operational mode of the console, while not distracting from the training environment.

6. While in Training Mode the CCS shall prevent the user from accessing operational resources, except for the purpose of communicating with other consoles also in Training Mode.
Note:  This will allow multiple consoles to simulate operational procedures, while restricting access to communications outside the facility.
7. While in Training Mode the CCS shall simulate all operational functions provided for in section 3.2 System Functionality.

2.2.2 General Call Features

4. For every call at a console the CCS shall provide an indication that accurately reflects the operational status of the call e.g. Hold, call-in-progress, Dialing in progress, unsuccessful dial out, transfer, in conference, line-in-use and console ID using the line, etc.

5. For every call at a console the CCS shall provide a visual indication of received voice activation for each party in a conference or call.

6. For every call at a console the CCS shall display “Caller ID” information, if available, of each incoming party to the console.

7. For every call at a console the CCS shall provide a list of incoming unanswered calls to the console and include Caller ID or party ID (identified via user assigned pin number) if available.

1. The CCS shall provide the duration each call has been waiting to be answered (i.e., how long the call was in incoming call queue).

2. The CCS shall provide for the user to select and answer any call in the unanswered incoming call queue.

3. The CCS shall provide to each console a list of all calls in Hold state within the CCS.

4. The CCS shall provide distinction between the calls on hold at the console and those calls on hold by all other consoles.

8. CCS switching shall provide for a dial tone to a user going off-hook to indicate the switching equipment is ready to receive signals.

9. CCS switching shall provide for an audible ringback tone to the user to indicate that the called number is being rung.

10. CCS switching shall provide for a busy tone to the user when a called station line is off hook.
11. Reserved

2.2.2.1 Intercom (IC)

2.2.2.1.1 General

1. The CCS shall permit the user (calling console) to place a call to any other console (called console) within the facility by activation of a direct access (DA) selector (e. g. button, graphic, etc.), as configured, assigned to the console.

2. The CCS shall permit the user (calling console) to place a call to any other console (called console) within the facility by entry of a code assigned to the console.

3. The CCS shall permit the user (calling console) to place a call to any other console (called console) within the facility by selecting a console in a list presented to the user at the console display.

4. Upon receipt of a call from another console, the CCS shall provide incoming call chime at the called console when chime control has been activated.

1. The CCS shall preclude removing the incoming chime until the last incoming call to the console has been either answered or abandoned.

5. Upon receipt of a call from another console, the CCS shall provide visual indication of incoming call.

6. Upon receipt of a call from another console, the CCS shall provide a visual indication of the calling console identification.

7. Upon receipt of a call from another console, the CCS shall provide ringback tone to the calling party.

8. The CCS shall discontinue the audio and visual indications established above when the call is answered by the called console or calling console released the call.

2.2.2.1.2 Barge-In 

9. The CCS shall permit authorized personnel (barging console) to place a Barge-in call to any other console (barged console) within the facility by activation of a DA selector (if any) assigned to the barged console.

10. The CCS shall permit authorized personnel (barging console) to place a Barge-in call to any other console (barged console) within the facility by entry of a code assigned to the barged console via the indirect access (IA) keypad.

11. The CCS shall permit authorized personnel (barging console) to place a Barge-in call to any other console (barged console) within the facility by selecting a console in a list presented to the user at the console display.

12. The CCS shall provide an unauthorized tone to the console if the selected console has Barge-in calls blocked.

13. Upon receipt of a Barge-in call from another console, and if the barged console is not connected to any other call, the CCS shall provide ring indication to the barged console when chime control has been activated. 

14. Upon receipt of a Barge-in call from another console, and if the barged console is not connected to any other call, the CCS shall provide visual indication of the incoming Barge-in call.

15. Upon receipt of a Barge-in call from another console, and if the barged console is not connected to any other call, the CCS shall provide a visual indication of the barging console identification.

16. Upon receipt of a Barge-in call from another console, and if the barged console is not connected to any other call, the CCS shall provide ringback tone to the barging party. 

17. Upon receipt of a Barge-in call from another console and if the barged console is connected to any other call, the CCS shall provide visual indication of the incoming Barge-in call.

18. Upon receipt of a Barge-in call from another console and if the barged console is connected to any other call, the CCS shall provide a visual indication of the barging console identification.

19. Upon receipt of a Barge-in call from another console and if the barged console is connected to any other call, the CCS shall establish audio connectivity.  

20. Upon the barged console answering the Barge-in call, the CCS shall discontinue chime at the barged console associated with the barging console.

21. Upon a successful Barge-in connection, the CCS shall provide two-way audio connectivity among all consoles connected. 

22. Upon a successful Barge-in connection, the CCS shall provide two-way audio connectivity among all calls connected to each console when configured. 

23. Upon a successful Barge-in connection, the CCS shall provide two-way audio connectivity among all current conferences connected to each console when configured. 

24. Upon a successful Barge-in connection, and for conferences muted at the barged console, all barging consoles shall hear the same audio the barged console hears.

25. Upon a successful Barge-in connection, audio from all barging consoles shall be transmitted to conferees similar to the barged console.

26. The CCS shall provide an unlimited number of incoming Barge-in calls to a console.

27. The CCS shall not prevent a console, which is being barged, from accessing any function at the console.

28. The CCS shall prevent the barged console from disconnecting Barge-in calls.

29. If the barged console is configured to not allow Barge-in calls to automatically connect to other calls or conferences, the CCS shall provide the ability to manually connect Barge-in calls to any current conference or call.

30. The CCS shall provide the ability for any console to block Barge-in calls to the console. 

31. All consoles configurable per user/group classmark shall be able to restrict the console from accepting Barge-in calls. 

32. All consoles configurable per user/group classmark shall be able to restrict the console from placing Barge-in calls.

2.2.2.1.3 Monitor

Note:  The monitor function is a listen only connection.

33. The CCS shall permit authorized personnel (monitoring console) to place a Monitor call to any other console (monitored console) within the facility by activation of a DA selector (if any) assigned to the console.

34. The CCS shall permit authorized personnel (monitoring console) to place a Monitor call to any other console (monitored console) within the facility by entry of a code assigned to the console via the IA keypad. 

35. The CCS shall permit authorized personnel (monitoring console) to place a Monitor call to any other console (monitored console) within the facility by selecting a console in a list presented to the user at the console display.

36. The CCS shall provide a tone indicating lack of proper authorization to the calling console if the console being called has Monitor calls locked out.

37. Upon receipt of a Monitor call from another console, the CCS shall provide, when configured, visual indication at the monitored console of the incoming Monitor call.

38. Providing or not providing the visual indication at the monitored console of the incoming Monitor call shall be configurable.

39. Upon receipt of a Monitor call from another console, the CCS shall provide, when configured, a momentary audio notification (e.g., zip tone) to the monitored console at the monitored console.

40. Providing or not providing the momentary audio notification (e.g., zip tone) shall be configurable.

41. Upon receipt of a Monitor call from another console, the CCS shall provide a visual indication of the monitoring console identification when configured at the monitored console.

42. Providing or not providing the visual indication of the monitoring console identification shall be configurable.

43. Upon receipt of a Monitor call from another console, the CCS shall establish audio connectivity specified in below. 

44. The CCS shall provide all audio heard by the monitored console to the monitoring console.

45. The CCS shall prevent audio from the monitoring console to be heard by the monitored console.

46. The CCS shall provide the ability for a console to simultaneously monitor at least 5 other consoles when configured for Monitoring.

47. The CCS shall provide an unlimited number of incoming Monitoring calls to a console.

48. The CCS shall not prevent a monitored console from accessing any function at the console.

49. The CCS shall prevent the monitored console from disconnecting Monitoring calls.

50. The CCS shall provide the ability for any console to block Monitoring of the console.

51. All consoles configurable per user/group classmark shall be able to restrict the console from accepting Monitoring.

52. All consoles configurable per user/group classmark shall be able to restrict the console from placing Monitor calls.

2.2.2.1.4 Override

53. The CCS shall permit authorized personnel (overriding console) to place an Override call to any other console (overridden console) within the facility by activation of a DA selector (if any) assigned to the console to be overridden.

54. The CCS shall permit authorized personnel (overriding console) to place an Override call to any other console (overridden console) within the facility by entry of a code assigned to the console via the IA keypad.

55. The CCS shall permit authorized personnel (overriding console) to place an Override call to any other console (overridden console) within the facility by selecting a console in a list presented to the user at the console display.

56. The CCS shall provide an unauthorized tone to the console if the selected console has Override calls locked out.

57. Upon receipt of an Override call from another console, the CCS shall provide visual indication of the incoming Override call.

58. Upon receipt of an Override call from another console, the CCS shall provide a momentary audio notification (e.g., zip tone) to the overridden console.

59. Upon receipt of an Override call from another console, the CCS shall provide a visual indication of the overriding console identification when configured at the overridden console.

1. Providing or not providing the visual indication of the overriding console identification at the overridden console shall be configurable.

60. Upon receipt of an Override call from another console, the CCS shall provide all audio heard by the overridden console to the overriding console.

61. Upon receipt of an Override call from another console, the CCS shall prevent overriding console audio from being provided to any other non-overridden connected calls.

62. Upon receipt of an Override call from another console, the CCS shall provide overriding console audio to the overridden console.

63. Upon receipt of an Override call from another console, the CCS shall not require PTT for all consoles connected by Override, i.e., a hot microphone condition.

64. The CCS shall allow an unlimited number of incoming Override calls to a console.

65. The CCS shall not prevent an overridden console from accessing any function at the console.

66. The CCS shall prevent the overridden console from disconnecting Override calls.

67. The CCS shall provide the ability for any console to block Override calls to the console. 

68. All consoles configurable per user/group classmark shall be able to restrict the console from accepting Override calls.

69. All consoles configurable per user/group classmark shall be able to restrict the console from placing Override calls.

2.2.2.2 Call Transfer

2. The CCS shall provide a Call Transfer feature for all active non-intercom calls.

3. The CCS shall permit the Call Transfer function to be activated by the selection of the DA selector assigned for the purpose.

4. The CCS shall permit the Call Transfer function to be activated by the entry of the appropriate Call Transfer IA code.

5. The CCS shall permit the transferring console to designate the transfer to console by selecting the graphical depiction of the transfer-to console from the pictorial layout of the operations floor.

6. The CCS shall permit the transferring console to designate the transfer to console by selecting the DA selector assigned to the transferred-to console.

7. The CCS shall permit the transferring console to designate the transfer to console by selecting the transferred-to console from a list presented to the user at the console display.

8. The CCS shall prevent call transfer from affecting any other communications in effect at the transferring console.

9. When the call transfer feature is initiated, the CCS shall prohibit the active calling party from hearing audio until such time as Call Transfer is completed or cancelled.

10. The CCS shall transfer only the active call in progress to a designated console.

11. The CCS Call Transfer feature shall include immediate transfer, where the console user immediately completes the call transfer and does not need to wait for the transferred to console to answer.

12. The CCS Call Transfer feature shall include delay transfer, where the console user is able to confer in private with the transferred to console prior to completing or canceling call transfer without the calling party hearing the conversation.
Note:  The calling party remains on hold until the console user completes or cancels the call transfer.

13. The CCS Call Transfer feature shall include conference transfer, where the transferring console user establishes a 3-way conference until call transfer is complete._

14. The CCS shall permit call transfer to be complete by releasing from the call.

15. The CCS shall permit call transfer to be complete by answering another incoming call.

16. The CCS shall permit call transfer to be complete by initiating another call.

17. When call transfer is complete, the transferring console shall be removed from the connection, and a normal call established between the calling party and the transferred to console.

18. The CCS shall provide an audible indication when attempting to transfer a call that is not supported for Call Transfer.

19. The CCS shall provide an audible indication when an invalid transferred to console has been entered.

20. The CCS shall permit Call Transfer to be cancelled by the console user.

21. The CCS shall provide audio to the calling party consistent with the call state of the transferred-to console at the time of the call transfer (i.e., ring/ringback state, conversation state).

2.2.2.3 Call Forwarding

22. The CCS shall provide a Call Forwarding feature to automatically transfer all future incoming calls to that console to another designated console.

23. The CCS shall permit the Call Forwarding function to be activated by entry of an appropriate IA code.

24. The CCS shall permit the Call Forwarding function to be activated by activation of a DA assigned for the purpose.

25. The CCS shall permit the console (forwarding console) to designate the console to forward future calls through a graphical depiction of the forwarded-to console from the pictorial layout of the operations floor.

26. The CCS shall permit the console (forwarding console) to designate the console to forward future calls through a DA selector assigned to the forwarded-to console.

27. The CCS shall permit the console (forwarding console) to designate the console to forward future calls through a list presented to the user at the console display.

28. The CCS shall provide a continuous visual indication at the forwarding console whenever Call Forwarding is in effect.

29. The CCS shall identify the forwarded-to console whenever call forwarding is in effect.

30. The CCS shall continue Call Forwarding regardless of the logon status at the console.

31. While call forwarding is in effect at any console, and during calls that imply direct or indirect connectivity from the forwarded-to console to the forwarding console (e.g., preset conference calls in which both parties are normally participants), the CCS shall prevent audio distortion or oscillation due to such connectivity by blocking such connectivity.

32. While call forwarding is in effect at any console, and during calls that imply direct or indirect connectivity from the forwarded-to console to the forwarding console (e.g., preset conference calls in which both parties are normally participants), the CCS shall prevent audio distortion or oscillation due to such connectivity by conditioning or regulating the audio resulting from such connectivity so that distortion and oscillation are not present.

33. The CCS shall permit the forwarding console user to release call forwarding by an appropriate control action.

34. The CCS shall discontinue the attempt and provide an error indication to the console attempting to forward calls whenever the attempt cannot be completed due to error in entry.

35. The CCS shall discontinue the attempt and provide an error indication to the console attempting to forward calls whenever the attempt cannot be completed due to forwarded to console has call forwarding in effect already. 

36. The CCS shall permit any console to forward its own calls while it has calls forwarded to it from any other console.

37. During Call Forwarding at any console, the CCS shall permit users to place outgoing calls from the forwarding console.
Note: This would be used for coordination to terminate call forwarding.

2.2.2.4 Call Hold

38. At each console, the CCS shall permit the user (hereafter referred to as “the user initiating the hold”) to put the active call on hold upon activation of a designated DA selector.

39. The CCS shall permit all types of calls to be placed on hold except for Override and Barge-in calls in which the initiating user is the called party.

40. During call hold, the CCS shall preclude transmitting audio between the parties on hold and the user initiating the hold.

41. During call hold, the CCS shall permit the initiating user to place other calls as if no call were active.

42. For each call on hold, the CCS shall provide a visual indication of call-on-hold state to each console.

1. The CCS shall provide the identification of the console that placed the call on hold.

2. The CCS shall provide the unique line identifier that the call resides.

3. The CCS shall provide the caller identification or party identification, if available.

43. Upon receipt of appropriate call disconnect signaling from the trunk/circuit interface bearing a call on hold, the CCS shall release the call and end the holding state.

44. The CCS shall permit the user at any console to retrieve any non-IC call on hold by seizing the circuit via IA (or DA, if assigned) regardless of which CCS user originally placed the call on hold.
Note: this requirement represents an implicit call transfer function. The user answering- the call can place it on hold and notify the intended called party, who can then retrieve the call at their console.

45. Upon retrieval of a call on hold, the CCS shall restore the call audio.

46. Upon retrieval of a call on hold, the CCS shall restore the visual indication of active call (to be provided at the retrieving console) and busy call (to be provide at all other consoles having a circuit assigned to the call).

47. The CCS shall maintain calls on hold until they are retrieved or released, whichever comes first.

48. The CCS shall return any call to the consoles inbound call queue that has been in hold status for a configurable period of time.

1. Configurability shall be from zero (0) to 30 minutes.

2. A configuration of zero (0) minutes shall disable this feature.

2.2.2.5 Call Termination

49. For non conference calls in progress (i.e., not on hold), except for Override and Barge-in calls in which the user is the called party, the CCS shall permit the user to release the call by deselection of the DA selector.
Note: The DA selector may be labeled with each associated console ID.
50. For non conference calls in progress (i.e., not on hold), except for Override and Barge-in calls in which the user is the called party, the CCS shall permit the user to release the call by selection of a designated call release selector.

51. The CCS shall release any non-IC calls in progress whenever appropriate call termination signaling is received from the trunk/circuit interface bearing the call.

52. Upon call release, the CCS shall discontinue audio transmission between the called and calling parties (for IC calls), or the local party and the trunk/circuit interface (for non-IC calls).

53. Upon call release, the CCS shall discontinue visual indications of active call at all other consoles having a DA assigned. 

54. The CCS shall permit only the host console to cancel a conference.

2.2.2.6 Call Answering

2.2.2.6.1 General

55. The CCS shall permit the user to answer incoming calls by activation of the calling party identifier on the console display assigned to the circuit (or IC call).

56. The CCS shall permit the user to answer incoming calls by entry of a code assigned to the circuit or call via the IA keypad.

57. Upon answering of an incoming call, the CCS shall connect the answering user with the calling console (for IC calls) or the trunk/circuit interface bearing the incoming call (for non-IC calls).

58. Upon answering of an incoming call, the CCS shall discontinue incoming call chime for the current call (i.e., chime to be continued if other unanswered incoming calls are present) at the console and all other consoles configured with the call.

59. Upon answering of an incoming call, At the answering console (and the calling console for IC calls), the CCS shall provide visual indication of active call at the console identifier assigned to the call.

60. Upon answering of an incoming call, for all calls at all other consoles having a trunk/circuit interface identifier assigned to the circuit, the CCS shall provide visual indication that the trunk/circuit is in use.

61. The CCS shall require no user action to answer an incoming Override call (i.e., the call is automatically connected without action from the called party).

2.2.2.6.2 Answer and Hold

62. The CCS shall provide an Answer Hold feature for all incoming non-intercom calls.

63. The CCS shall permit the Answer Hold feature to be activated by the selection of the DA selector assigned for the purpose.

64. The CCS shall permit the Answer Hold feature to be activated by the entry of the appropriate Call Transfer IA code.

65. The CCS shall permit selection of the graphical depiction of the console from the pictorial layout of the operations floor in order to permit the console to designate the incoming call to apply the Answer Hold feature to.

66. The CCS shall permit the selection of the DA selector assigned to the incoming call in order to permit the console to designate the incoming call to apply the Answer Hold feature to.

67. The CCS shall permit the user to select the incoming call from the incoming call list presented to the user at the console display in order to permit the console to designate the incoming call to apply the Answer Hold feature to.

68. Upon activation of the Answer Hold feature to an incoming call, the CCS shall provide audio feedback to the calling party that the console has answered the call and that they are in a hold status.
Note:  A console recordable message would be provided to the calling party.  The specialist at the console would create this message.

69. Upon activation of the Answer Hold feature to an incoming call, the CCS shall place the incoming call in Hold state.

2.2.2.6.3 Auto Answer

70. The CCS shall provide an Auto Answer feature for all incoming non-intercom calls.

71. The CCS shall provide an Auto Answer feature to automatically answer incoming calls to a console after a period of time.

1. The period of time shall be configurable.

72. The CCS shall apply Auto Answer to classmarked incoming call types (e.g.,. ATC facilities, general access lines, airline-designated lines).

73. The CCS shall apply Auto Answer to classmarked incoming caller identification or party identification (identified via user assigned pin number after a designated number of rings.

74. Upon activation of the Auto Answer feature to an incoming call, the CCS shall provide a console/facility-based recorded message to the calling party.

1. After the recorded message has played, the CCS shall place the calling party in a Hold state.

2.2.2.7 Incoming Call Alert

75. The CCS shall provide an audible chime at each console to alert the user of incoming calls.

76. The CCS shall provide at least five (5) chime tones,configurable based on user/group classmark at the console for all incoming calls.

1. The CCS shall provide the capability to simultaneously configure at the console per VTS interface classmark any of the provided chime tones.

77. The CCS shall provide means for the user at each console to adjust the volume of the chime, independent of other volume levels at the console, subject to the limitation that the chime never be adjustable so low as to produce less than 55 dBSPL at a distance of one meter on-axis with a background noise of 45 dBa.

78. The CCS shall prohibit chime sound through the HS.

79. The CCS shall prohibit sending the chime sound to the voice recorder.

80. The CCS shall provide the ability on a per call basis to extinguish chime sound associated with an incoming call.

81. The CCS shall provide a visual chime indicator to each console to alert the user of incoming calls.

82. The CCS shall provide means for the user at each console to adjust the brightness of the visual chime indicator.

83. The CCS shall provide by console configuration the ability through a single toggle action to silence all chime sound.

1. The CCS shall silence chime sound and extinguish visual chime indicator for a continuous period of time configurable from 0-30 minutes.

2. The CCS shall enable chime sound or visual chime indicator after the time is reached.

3. The CCS shall provide a visual indication when console chime canceling is in effect.

84. The CCS shall provide by console configuration the ability through a single toggle action to extinguish the visual chime indicator associated with incoming calls at the console.

1. The CCS shall extinguish visual chime indicator for a continuous period of time configurable from 0-30 minutes.

2. The CCS shall enable visual chime indicator after the time is reached.

3. The CCS shall provide a visual indication when console visual chime canceling is in effect.

85. CCS audible chime station ringing shall cease when the called station answers the incoming call.

2.2.2.8 Phone Book

86. The CCS shall provide a phonebook per user/group classmark.

87. The CCS shall present the indentification of any call, as configured in the phonebook, if Caller ID information is provided.
Note:  Caller ID information can be correlated to the phonebook database, resulting in the display of a pre-configured ID.
88. The CCS shall provide for at least 50,000 records in the phonebook.

89. The CCS shall provide the ability to group records in the phonebook.

90. The CCS shall provide for at least 500 characters in at least 36 fields in each record of the phonebook.

1. One of the fields shall reflect the number of days each phone number has not been used, either through out-going dialing or incoming calling (if Caller ID information is provided.)
Note:  The intention is to access this information through MIS reporting functions to assist in keeping the phonebook database current e.g. identifying any phone numbers that haven’t been used in more than 6 months.

2. One of the fields shall be used as a category for the purpose of displaying participants in a conference e.g. Meet Me Conference.

91. Records shall be selectable per user/group classmark.

92. The CCS shall provide for access (dial) of a selected record.

2.2.3 Conference Requirements

2.2.3.1 General

93. The CCS shall identify conference calls by type.

94. The CCS shall provide conference status to all consoles as active when the conference is available and parties are connected.

95. The CCS shall provide conference status to all consoles as inactive when the conference is scheduled and available but no parties are connected.

96. The CCS shall provide conference status to all consoles as current when the conference is available and any console is engaged in two-way communications.

97. Each CCS console shall be able to support a minimum of five (5) simultaneous conferences.

98. Each CCS console shall support conferences as small as two (2) and as large as the total number of available conference ports.

99. A conference shall last until it is terminated.

100. The CCS shall allow all available lines to be involved in some conference simultaneously.

101. The CCS shall permit all participants of any conference to communicate regardless of CCS console membership.
Note:  Console(s) are not required to be participants in a conference in order for remaining participants to communicate.

2.2.3.2 Conference Types

2.2.3.2.1 General

1. The CCS shall provide that any conference can accommodate at least 500 external conferees to the limit of available system interfaces.

2. The CCS shall provide that each external line can only be connected to one conference at a time.

3. Conferences shall maintain functionality according to how they were originated.

2.2.3.2.2 Progressive Conference

Note: A conference to which participants can be added or deleted as necessary as the conference progresses.  This also includes the ability for current conferences to be expanded to include additional parties. 
4. The CCS shall conference all calls initiated or answered by the console.
Note:  This includes adding new participants through the use of any call function to any conference currently at the console.
5. The CCS shall maintain all active calls (not on hold) currently connected to a console when the console initiates another call.
6. The CCS shall prevent call signaling tones from being heard by any active call in the conference as the console initiates another call e.g DTMF tones.

7. The CCS shall determine if the called party is not connected to the conference when the called party line is busy.

8. The CCS shall determine if the called party is not connected to the conference when the called party has not answered the call within a period of time after communications were initiated.

1. The period of time shall be configurable.

9. For participants not connected, the CCS shall automatically redial unconnected parties.

1. The CCS shall attempt to establish a call to parties not connected for the number of retry times as established in the configuration map e.g. redial.

2. The CCS shall indicate that the party is not connected at the conclusion of the programmed number of retry attempts.

3. The CCS shall permit authorized personnel to set the number of retry attempts from between 0 to 5 times in the configuration map.

4. The CCS shall provide for the user to cancel the automatic redial on a per participant basis.

10. The CCS shall display the status of participants in the conference as connected or non-connected.

11. The CCS shall display the in progress status of participants in the conference.

12. The CCS shall provide for the user to reinitialize communications for any participant on the list not connected to the conference.
2.2.3.2.3 Preset Conference (Blast out)

Note:  A conference whose participants are pre-established
13. The CCS shall selectively provide for establishing a conference of pre-established list of participants, configured by authorized personnel.

14. Prior to activation, the CCS shall allow the console to modify the list of participants.

15. Upon activation, the CCS shall automatically initiate communications to all participants on the list.

16. The CCS shall determine if the called party is not connected to the conference when the called party line is busy.

17. The CCS shall determine if the called party is not connected to the conference when the called party has not answered the call within a period of time after communications were initiated.

1. The period of time shall be configurable.

18. For participants not connected, the CCS shall automatically redial unconnected parties.

1. The CCS shall attempt to establish a call to parties not connected for the number of retry times as established in the configuration map e.g. redial.
2. The CCS shall indicate that the party is not connected at the conclusion of the programmed number of retry attempts.

3. The CCS shall permit authorized personnel to set the number of retry attempts from between 0 to 5 times in the configuration map.

19. The CCS shall provide for the user to cancel the automatic redial on a per participant basis.

20. The CCS shall display the status of participants in the conference as connected or non-connected.

21. The CCS shall display the in progress status of participants in the conference.

22. The CCS shall provide for the user to reinitialize communications for any participant on the list not connected to the conference.

2.2.3.2.4 Meet-Me Conference
Note:  A pre-set (date/time/participants) conference accessible by dialing a pre-established telephone number and entering a user-specific PIN.
23. The CCS shall provide the capability for authorized personnel to create an authorized list of participants to enter the conference.

24. The CCS shall provide a process for the participants to enter a PIN e.g. introductory or instructional message similar to standard ACD techniques.
25. Upon validation of the participants PIN, the CCS shall add the participant to the conference. 

26. The CCS shall display the current status of participants in the conference as either connected or non-connected.

1. The CCS shall display participants that are connected to a conference first.

2. The CCS shall display participants that are not connected to a conference second.

3. Within both the connected and not-connected display areas, conferences shall be ordered as configured by authorized personnel, according to categories.
Note:  The category information will be part of each participants Phonebook database record.

1. Within each category participants shall be displayed in ascending alphabetical order according to identification as configured by authorized personnel.

27. The CCS shall display the identification associated to each participant’s (Personal Identification Number) PIN in the conference.

28. The CCS shall resolve if any PIN is used more than once.

1. All subsequent calls using a PIN already in use in any conference shall be forwarded to a configurable console.

2. The CCS shall provide an indication to the console that a call was transferred due to another PIN being used.

2.2.3.2.5 Ad-Hoc

Note: An on-demand conference whose participants all have the same pin number.
29. The CCS shall provide for authorized personnel to create participant PIN to enter the conference.

30. The CCS shall provide a process for the participants to enter a PIN e.g. introductory or instructional message similar to standard ACD techniques.
31. Upon validation of the PIN, the CCS shall add the participant to the conference. 

32. The CCS shall display the status of participants being connected in the conference.

33. The CCS shall display the identification associated with each participant in the conference if Caller ID information is provided.

2.2.3.3 Conference features

2.2.3.3.1 General

34. The CCS shall not present an audio indication as each participant connects or drops-off to any type of conference.

35. The CCS shall not present an audio indication of the connection process unless the call is manually connected to a conference by the host, e.g. ring-back.

2.2.3.3.2 Add Party

36. The CCS shall provide for the console to add current calls to any conference in progress.

37. The CCS shall provide for the console to add incoming calls to any active conference at the console.

2.2.3.3.3 Delete Party

38. The CCS shall permit the user to remove a specific party from a conference by disconnecting the associated line or console.

2.2.3.3.4 Terminate Conference

39. The CCS shall permit the host console to terminate any active conference with a single action, resulting in also releasing all calls in the conference.

40. Upon conference termination, the CCS shall disconnect all parties from the conference.

41. If all conferees in a Progressive or Preset Conference hang up, the CCS shall automatically terminate the conference.

Note: Current is defined as any call or conference, in which the user is actively engaged in two-way communications.

42. The CCS shall request verification from the host console prior to terminating selected conferences as configurable per conference type.

2.2.3.3.5 Transfer Participants

43. The CCS shall provide for the conference host console to transfer selected participants to another CCS active conference.

44. The CCS shall provide the conference host to transfer selected participants to another console.

1. If more than one participant is selected to be transferred, the CCS shall connect all transferred participants to the selected console as a conference.

2.2.3.3.6 Hold Per Party

45. The CCS shall permit the conference host console to place a selected party on Hold.

46. The CCS shall remove the held party from the conference.

47. The CCS shall permit the held party to be retrieved by any console.

48. The CCS shall identify the party as being in the Hold state in the conference list until the party is removed from hold state by conference host.

49. The CCS shall identify the party as being in the Hold state in the conference list until the party on hold is answered by another console.

50. The CCS shall identify the party as being in the Hold state in the conference list until the call is abandoned by calling party.

2.2.3.3.7 Hold Conference

51. The CCS shall permit a console to place the active conference on hold.

52. While the console has a conference on hold, the CCS shall remove the console from the conference.

1. With the console removed from the conference, the console shall not hear conference audio.

2. With the console removed from the conference, the parties remaining in the conference shall not hear the console.

3. With the console removed from the conference, all parties on the conference shall hear each other, thus allowing the conference to continue without the console.

53. While the console has a conference on hold, the CCS shall permit the user to continue with full console functionality.

2.2.3.3.8 Monitor

54. The CCS shall permit a console to place any active conference in Monitor mode with a single action.

55. When an active conference is placed in Monitor mode, the CCS shall mute the console audio to all parties in the conference, regardless of console PTT, while allowing the user to hear all conference audio.

56. The CCS shall identify the console as being in the Monitor state in the conference list.

2.2.3.3.9 Mute Per Party

57. The CCS shall permit the conference host console to mute the incoming audio from a selected party into the conference.

58. The CCS shall provide muted parties with conference audio.

59. The CCS shall permit the conference host console to un-mute selected parties and have the party rejoin the conference with full audio access.

2.2.3.3.10 Mute All Parties In Conference

60. The CCS shall permit the conference host console to mute the incoming audio from all connected parties except the conference host into the conference with a single action.

61. The CCS shall provide all muted parties with console audio.

62. The CCS shall permit the conference host console to un mute all parties and have the parties rejoin the conference with full audio access.

2.2.3.3.11 Active conference Merge

63. The CCS shall permit the conference host console to add another active conference to the existing conference through a single action.

64. The CCS shall provide muted parties with conference audio.

2.2.3.3.12 Conference Split

65. The CCS shall permit the conference host console to remove one or more parties from an active conference to create a new conference.

2.2.3.3.13 Conference Access

66. The CCS shall permit any console to become a member of any conference up to the console’s five-conference limit.
Note: This is unlike Barge-in where a console would be making connection directly to another console.

2.2.3.3.14 Release

67. The CCS shall permit any non-conference host console to remove itself as a participant from any conference.

68. The CCS shall permit the conference host console to remove itself as a participant from any conference.

1. The CCS shall maintain the host console in ‘host’ status if the user logs off from the console
2. The CCS shall provide the ability for the host console to transfer “host” status to any other console.

3. The CCS shall require acceptance verification by the console receiving “host” status prior to completing the transfer of responsibility. 
2.2.3.3.15 Override of Conference Host

69. The CCS shall provide that any console can override and assume “host” status of any conference if there is no user logged on to the current host console. 
2.2.3.4 Incoming Call Routing 

2.2.3.4.1 CCS Switching

70. CCS switching shall provide non-blocking intra-switch service.

71. CCS switching shall provide for each channel per TELCORDIA TR-TSY-000181.

72. CCS switching shall incorporate tone transfer e.g. Fax, Voice, etc.

2.2.3.4.2 CCS Automatic Call Director (ACD) Functions

Note:  Although not listed, it is anticipated that the CCS will include industry standard ACD functionality

73. The CCS shall provide ACD functionality to incoming calls on classmarked interfaces.

74. CCS consoles shall provide the 'recognize and answer incoming calls' ACD function.

75. CCS consoles shall provide the 'route the calls to a recording' ACD function, based on stored information.

76. CCS consoles shall provide the 'send the call to a specialist' ACD function, based on stored information.  

1. The CCS consoles ACD function shall distribute calls by user group, as configured.

2. The CCS consoles ACD function shall automatically determine which user within each group has been idle the longest for the purpose of receiving the next call. 

3. The CCS consoles ACD function shall distribute calls evenly, as configured.

77. CCS consoles shall provide the 'call queuing' ACD function when all specialists are busy.

1. CCS consoles shall determine the approximate wait time before a specialist is expected to be available.

1. CCS consoles shall announce to the caller the approximate wait time before a specialist is expected to be available.

2. CCS consoles shall provide the 'monitoring the queue length' ACD function.

3. CCS consoles shall provide the ''monitoring the wait time' ACD function.

4. CCS consoles shall determine when a maximum threshold for 'queue length' is exceeded, and directing overflow calls to a process or group as designated by authorized personnel.

1. CCS consoles shall accept a maximum threshold for 'queue length' value as designated by authorized personnel.

2. CCS consoles shall accept a overflow call process or group as designated by authorized personnel.

2. CCS consoles shall determine when maximum threshold for 'wait time' is exceeded, and directing overflow calls to a process or group as designated by authorized personnel.

1. CCS consoles shall accept a maximum threshold for 'wait time' value as designated by authorized personnel.

2. CCS consoles shall accept a overflow call process or group as designated by authorized personnel.

3. CCS consoles shall record the length of time in the queue for each phone call.

4. CCS consoles shall display queue status reports.

78. CCS consoles shall provide the 'call management information' ACD function.

1. The CCS shall report all system metrics, including those specifically described herein and all others available in the system, on an periodic basis, selectable by authorized personnel.

1. The reporting period shall be selectable by authorized personnel from at least as frequently as 1 minute to at least as long as 5 years.

2.2.3.5 Conference Directed Calls

102. The CCS shall route incoming calls based on classmarked circuit/trunk interfaces as conference directed calls.

1. The CCS shall allow authorized personnel to configure conference calls based on classmark circuit/trunk.

103. The CCS shall route incoming conference directed calls to a pre-recorded message, then prompted for entry of conference PIN (e.g., generic message for generic conference).

104. The CCS shall provide for each incoming call to be directed, as configured, to a pre-recorded message for the selected conference (e.g., generic message for specific conference).

105. The CCS shall provide for the host conference console, as configured, to provide a conference specific pre-recorded message to each party entering the conference (e.g., a specific message for a specific conference).

106. The CCS shall provide, as configured, to have background audio playing as the participants are joining a Meet-Me or Ad Hoc conference.

1. The background audio shall be started and stopped via action from conference host.

2. The background audio volume shall be configurable by the conference host.
Note:  This is to not preclude participants from communicating while waiting for the conference host to start the conference.

2.2.3.6 Directly Dialed 

107. The CCS shall route incoming calls from classmarked circuit/trunk interfaces as directed calls.

1. The CCS shall allow authorized personnel to configure directly dialed calls based on classmark circuit/trunk.

108. When an incoming call on a configured by classmark circuit/trunk interface is not answered by any console after a period of time, the CCS shall redirect the call to another console, if configured.

1. The period of time before being redirected shall be configurable.

2. The console to which the call is redirected to shall be configurable.

109. When an incoming call on a configured by classmark circuit/trunk interface is not answered by any console after a period of time, the CCS shall redirect the call to a recorded announcement of call in queue with calling party options, if configured.

1. The period of time before being redirected shall be configurable.

2. The calling party options shall include waiting in queue.

3. The calling party options shall include being directed to a supervisor.

4. The calling party options shall include being directed to the voicemail for the console.

2.2.4 Console Functions

2.2.4.1 Audio Routing

110. Any console shall be able to view a list of all of communications being conducted in the CCS.

1. The CCS shall incorporate the capability to view this list through a pictorial/graphical display of the operational floor.

2. The list contents shall include caller id, if configured.

3. The list contents shall include conference identification, if configured.

4. The list contents shall include original type of conference (e.g. blast out becoming a progressive), if configured.

5. The list contents shall include the identification of the host console for each conference.

6. The list contents shall include party id (associated with pin), if configured.

7. The list contents shall include console id, if configured.

8. The list contents shall include line identification, if configured.

111. The CCS shall provide for the user to select any console from the list.

112. The CCS shall provide for the user to select any line from the list.

113. The CCS shall provide for the user to select any conference from the list.

114. The CCS shall provide for the user to determine the type of connection e.g. override, barge-in, intercom, etc.

2.2.4.2 Console Audio Routing
115. The CCS shall route the audio via headset/handset or speaker as selected by the user at the console.
Note:  This is the Default mode.

116. The CCS shall direct override audio to be routed consistent with the audio routing selection above.
Note:  This is the same as Default mode.

1. The CCS shall provide a user selection to route the override audio separate from the other audio to the console. 

117. If any audio is routed to the speaker, that audio shall be muted when PTT is activated.  

1. This function shall be configurable via classmark.

118. The CCS shall provide for each console the ability to configure whether receive intercom audio is directed to the headset/handset or the console loudspeaker.

119. The CCS shall provide for each console the ability to configure whether receive barge-in audio is directed to the headset/handset or the console loudspeaker.

120. The CCS shall provide for each console the ability to configure whether receive override audio is directed to the headset/handset or the console loudspeaker.

121. The CCS shall provide for each console the ability to configure whether receive line/trunk interface audio is directed to the headset/handset or the console loudspeaker.

122. The CCS shall provide for each console the ability to configure whether receive conference audio is directed to the headset/handset or the console loudspeaker.

123. The CCS shall provide for each console the ability to configure whether receive speakerphone audio is directed to the headset/handset or the console loudspeaker.

124. The CCS shall provide for each console the ability to configure whether receive VTS audio is directed to the headset/handset or the console loudspeaker.

2.2.4.3 Jack Modules

125. The CCS shall allow either the console "operator" jack or the console "monitor" jack to be used for all communications features.

126. Upon insertion of HS devices into both jacks of the dual jack set, the CCS shall route all HS audio transmitted to the console to both HS devices.

127. The CCS shall route user transmit audio (i.e., when the user HS microphone is hot) to the monitor HS device.

128. The CCS shall permit an HS device connected to the monitor jack to preempt communications at the operator jack by activation of PTT.

1. During preemption, the CCS shall provide the preempting monitor jack transmit audio to the operator HS device.

2.2.4.4 HS Volume Controls

129. The "operator" and "monitor" HS volume controls shall adjust their respective audio output levels over a range of +16 dB to -15 dB relative to the transmission level defined for the receive audio provided to the  HS jack.

2.2.4.5 HS Jack Volume Limiter

130. At a frequency between 300 Hz and 3000 Hz and for a signal having a power level of  -9 dBm or greater, the audio compression function shall limit the power of the signal going to the HS jack to  -9 dBm ± 1 dB into 600 ohms.

131. For a step change in signal level into the audio compression function going from a level of -14 dBm to a level of -4 dBm, the level of the signal going to the headset shall settle to within ± 2 dB of its final steady state within 10 milliseconds (ms).

132. For a step change in signal level into the audio compression function going from a level of -4 dBm to a level of -14 dBm, the level of the signal going to the headset shall settle to within ± 1 dB of its final steady state within 450  ± 150 ms.

133. Sidetone shall be excluded from audio compression as defined herein.

134. The CCS shall absolutely limit any signal into each HS jack to no more than - 7 dBm ±1 dB, regardless of input level.

1. This absolute limiter function shall be electronically after the limiter identified above.

2.2.4.5.1 Tone and Noise Elimination 

Note:  The CCS should provide the capability for removal of all unwanted tones in the headset or handset audio path.

2. The CCS shall provide, as configured, for notching at least two tones from the headset or handset audio path when either voice or no voice is present in the audio band between 300 Hz and 3200 Hz.

3. The CCS shall prohibit notching voice communications.

4. The CCS shall prohibit notching from the headset or handset audio path information tones or other wanted information (wanted information includes ringback tones, call progress indicators, DTMF tones, momentary audible indications (zip tones), reorder tones, busy tones and other information tones required by this specification.).

5. The CCS shall provide a visual indication at the console when the console's notch filter is deactivated.

6. The CCS shall provide authorized personnel a means of disabling and enabling the notch filter from the console.

7. The CCS shall provide a tone notching attack time no greater than 250 ms.

8. The CCS shall provide a tone notching release time no greater than 50 ms.

9. The CCS shall insure that the depth of the notch(es) introduced are at least 30 dB for one tone and at least 24 dB for each of two tones.

10. The CSS shall insure that the filter(s) activates for identified tone or tones at or above a level equal to -35 dBm each at the headset jack.

11. The CCS shall have echo controls such as echo suppression/or echo cancellation as required.

2.2.4.6 Sidetone

135. The CCS shall provide individual sidetone to each HS earpiece jack during active audio output.

1. The CCS shall prohibit providing sidetone in any other case.

136. The CCS shall provide each HS jack with a separate sidetone level adjustment.

137. The CCS shall permit the sidetone level to be adjusted between 16 dB and 24 dB below the transmit audio level provided at the console HS microphone.

138. Sidetone shall be prohibited from being audible in the LS.

139. Sidetone shall only contain outgoing call audio (i.e., the user’s voice).

140. Sidetone shall be prohibited from being provided to the legal recorder interface.

141. Sidetone shall be prohibited from being provided to any interfaces or devices except as defined above.
Note: “Sidetone” is the provision of the talker’s audio into the earpiece of the talker’s HS as an aural cue that transmission is underway. It is not desirable in circumstances under which the user is not transmitting (i.e., no call active). Sidetone is an indicator to the user that outgoing audio is going to the legal recorder.

2.2.4.7 Console Loudspeakers

142. The CCS shall provide each console with a separate loudspeaker.

143. The loudspeaker shall produce a sustained sound pressure level of 88 dBSPL at a distance of one-meter on-axis, when driven by a 1004 Hz test tone and baffled as for installation in the facility console.
Note: This requirement pertains only to the size and power dissipation ability of the individual loudspeaker, and not to their performance within the CCS. Audibility of the loudspeaker in its CCS installation is covered below.

144. The CCS shall provide a separate volume control for each loudspeaker.

145. At the minimum setting of the volume control, the loudspeaker shall produce 55 dBSPL at a distance of one-meter on-axis, when driven by a -11.6 dBm0 1004 Hz test tone.

146. At the maximum setting of the volume control, when driven by input signals encountered in normal use the loudspeaker shall be audible within at least 30 feet from the console.

147. At the maximum setting of the volume control, when driven by input signals encountered in normal use the CCS shall prohibit overdriving the loudspeaker so as to produce audible distortion or clipping.

2.2.4.8 Footswitch Operation

148. When only one HS device is plugged into the operational console (either operator or monitor jack), the CCS shall permit the footswitch to be used as an alternate PTT device, i.e., in parallel with the HS PTT device.

149. When one HS device is plugged into the monitor jack of the console, and one HS device is plugged into a operator jack at the console, the CCS shall permit the footswitch to be used as an alternate PTT device for the operator jack only, i.e., in parallel with the operator jack HS PTT device only.

150. The CCS shall provide at each console the ability to enable and disable the console’s footswitch functionality.

2.2.4.9 Audio Transmit 

151. The CCS shall provide the capability for each user to select whether a manual PTT is required to permit operator audio to be active in the system.

1. The CCS shall provide a method for each user to save this configuration in their user profile as a default logon setting.
Note:  The setting most recently saved in the user profile will be invoked when the user logs on, however this does not preclude the ability for the user to dynamically change the position setting after logon.

152. Audio shall be transmitted on override calls without keying regardless of how audio transmit is configured as the console.

153. Sidetone shall be provided to the console when the console is transmitting. 

154. The CCS shall provide “speakerphone” functionality at consoles equipped with appropriate hardware.

155. The speakerphone shall be provided separate from the display interface and handset/headset.

1. The speakerphone shall be portable by the user within fifteen (15) feet of the console.

156. The CCS shall provide a selector collocated with the speakerphone that toggles the muting function.

157. The CCS shall provide a selector collocated with the speakerphone that toggles the activation of the speakerphone’s function.

1. Upon initial activation of the speakerphone, the speakerphone shall be in the mute mode.

158. The CCS shall provide visual indication collocated with the speakerphone reflecting the status of the speakerphone’s operation.

159. The CCS shall provide full operation of the console’s headset/handset while the speakerphone is activated, including the ability to unplug any console instrument without disconnecting any calls in progress.

1. The CCS shall provide the ability for the user to mute outgoing audio from the console.

160. The CCS shall prevent background noise from interfering with user(s) intentionally transmitted audio.

2.2.4.10 User Interface 

161. The CCS shall provide all users with access to the CCS through a display interface and associated input devices.

162. The CCS shall not utilize physical buttons, except when specified or allowed (e. g. physical keyboard or keypad, if implemented).

163. The CCS shall provide through the display an emulation of a latching button, when configured.

164. The CCS shall provide through the display an emulation of a non-latching button, when configured.

165. The CCS shall provide through the display an emulation of a double-touch button, when configured.

166. The CCS shall require no more than 2 user actions prior to initiating any job function.
Note:  This implies that up to 2 navigation steps may occur prior to initiating the function.

167. The CCS shall provide as a minimum the ability to input data and activate functions through the use of a physical alphanumeric keyboard/mouse interface and/or a TED.

168. The CCS shall provide for simultaneous use of all types of user interfaces supplied with the system.

169. The CCS shall provide for unique visual indications of each status or state of each call, function, etc. provided in the interface.

170. The CCS shall continuously display date and time in UTC in a system configurable format.

171. The CCS shall provide the functionality to create, modify, print and save multiple user interfaces.

172. The CCS shall require no more than 2 user actions prior to initiating any job function.

2.2.4.11 Printers

173. The CCS shall provide that any printer configured within the CCS is accessible by any user as configured.

1. The CCS shall provide a mechanism to print data as configured e.g. configuration databases, error messages, fault and failure messages, etc.

2.2.4.12 Automatic Gain Control (AGC)
174. The CCS shall provide AGC on a per line basis.

175. There shall be no loss of voice quality or volume as more parties are added to a conference.
Note:  There is a high operational impact due to the wide range of incoming audio.  Specialist are required to dynamically adjust the console audio to ensure adequate readability of those parties’ that have low audio while not inducing a health risk from not reacting to those parties’ that have a loud audio. Due to this, there is a need to reduce this audio diversity among conferees so that all appear at a similar volume.

2.2.4.13 Voice Level Regulation.

176. The CCS shall provide automatic voice level regulation (also called automatic gain control or AGC) of voice frequencies between 300 Hz and 3200 Hz when transmitted at a console, at the interface in the receiving voice paths from all line/circuit interfaces and output from all conferences, as shown in Figure 3-2.

177. The CCS shall maintain a level within ± 1.5 dB of a -10 dBm0 output level when a 3 dBm0 test tone is injected at the HS jack for the console or at the CCS demarcation point for the trunk receiver interface.

178. The CCS shall maintain a level within ± 1.5 dB of a -10 dBm0 output level when a -18 dBm0 test tone for the trunk interface is injected at the HS jack for the console or at the CCS demarcation point for the trunk receiver interface.

179. The CCS shall maintain a level within ± 1.5 dB of a -10 dBm0 output level when a nominal -18 dBm0 test tone for the console interface is injected at the HS jack for the console or at the CCS demarcation point for the trunk receiver interface.

1. The nominal -18 dBm0 test tone for the console interface shall be adjustable by maintenance action over a range -10 dB to +6 dB of nominal.
Note: The adjustment of the lower threshold level allows authorized personnel to compensate for a noisy or quiet ambient room noise environment on a console-by-console basis.

180. The CCS shall include a threshold detection circuit.

1. When the input signal is below the regulation range, the output shall remain unamplified.

181. The CCS shall provide a means for authorized personnel to disable the AGC function on a per console basis and a per circuit basis.
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Figure 3-2
Voice Level Regulator Transfer Function

2.2.4.14 Voice Regulation Attack Time

182. When subject to a sudden increase of 12 dB above the jack module tone input, not to exceed a maximum of +3 dBm0, the CCS shall limit the instantaneous output level, including transients, to no more than 5 dB above and no more than 3 dB below the nominal output level.

183. When subject to a sudden increase of 12 dB above the jack module tone input, not to exceed a maximum of +3 dBm0, the CCS shall settle to within ± 0.5 dB of the nominal output level within 10 ms from the instant of the input level change.

2.2.4.15 Voice Regulation Release Time

184. When subject to a sudden tone decrease of 12 dB immediately following the 10 ms stabilization period after the 12 dB increase specified in section 3.3.5.11.1, the CCS shall stabilize the output to within 2 dB of the nominal output level in not less than 400 ms and no more than 600 ms from the instant of input level change.

1. For any input level decrease other than the 12 dB specified in a) above, the CCS shall settle to within 2 dB of the nominal output in 0.024 dB/ms ± 0.005 dB/ms.
Note: The variable settling time allows input signals with less than a 12 dB change to settle in less time.  For example, a 5 dB decrease will settle within 208 ms rather than 500 ms.

2.2.5 Voice Recording

12. The CCS shall direct voice communications audio for all calls at each console to the recorder interface.
Note:  In addition to received audio, the intention is to record only outgoing audio made active by either a manual PTT or any automatic ‘hot-mike’ method.

13. The CCS shall direct audio to the recorder interface for each conference in the system independent from other recordings e.g. console recording, other console recordings, etc.

1. The CCS shall log each conference ID and associated recorder interface port.

2.2.6 Alarms 

14. The CCS shall provide visual malfunction alarms to users as configured by authorized personnel.

15. The CCS shall provide audio malfunction alarms to users as configured by authorized personnel.

16. The CCS shall provide visual indications of alarms, as applicable to users as configured by authorized personnel. 
2.2.7 Alerts 

2.2.7.1 Event-Specific, Pre-Programmed Visual Alerts 

1. The CCS shall provide event-specific, pre-programmed visual alerts at consoles.

2. The CCS shall provide the ability to deliver visual alerts at consoles on an event-specific pre-programmed basis.
Note:  The visual alerts color, intensity and other variables can be altered based upon the desired results.

2.2.7.2 Event-Specific, Pre-Programmed Audio Alerts 

3. The CCS shall provide event-specific, pre-programmed audio alerts at consoles.

4. The CCS shall provide the ability to deliver audio alerts at consoles on an event-specific pre-programmed basis.
Note:  The audio alerts volume, tone and other variables can be altered based upon the desired results. 

2.2.8 Diagnostics 

17. The CCS shall automatically perform diagnostics without affecting operational services.

18. The CCS shall record the results of diagnostic along with a time stamp, time and date.

19. CCS equipment shall automatically detect CCS faults. 

20. The fault detection shall operate continually and shall not interfere with any communications. 

21. The CCS shall automatically localize faults to the level of the line replaceable unit (LRU). 

22. The CCS shall report all fault detection to the console(s) designated by personal profile(s). 

23. The CCS shall provide for continuous display of the status of the system.

2.2.9 Security

2.2.9.1 Access Control

2.2.9.1.1 General

1. The CCS shall allow authorized personnel to configure user identifiers and user profile identifiers; e.g., number and variety of acceptable characters, for each user.

2. The CCS shall authorized personnel to view, originate, assign, modify permissions of, and delete all access control mechanisms.

2.2.9.1.2 Logon/Logoff

2.2.9.1.2.1 General

1. The CCS user interface shall provide a Logon/Logoff selector.

2. Activation of the Logon/Logoff selector shall initiate the logon process and display a logon page.

3. Upon successful logon by authorized personnel, the CCS shall display the date, time, method, and location of the last successful logon.

4. Upon successful logon by authorized personnel, the CCS shall display the number of unsuccessful logon attempts since the last successful logon.

5. Upon successful logon by authorized personnel, the CCS shall display the date and time of the last unsuccessful logon attempt.

6. The CCS shall automatically implement a default logon for each console where no user has logged on.

1. Functionality available those consoles having a default logon shall be configured in accordance with 3.2.9.1.2.5. 

2.2.9.1.2.2 Logon

2.2.9.1.2.2.1 General

2. The CCS shall automatically suspend user accounts after a configurable number of failed logon attempts.

3. The CCS shall notify authorized personnel after a configurable number of failed logon attempts.

4. The CCS shall not respond to any part of the logon sequence until the entire logon sequence has been completed and authenticated.

5. The CCS shall be able to generate, at the time of user logon, a warning banner with a message specified by authorized personnel.

2.2.9.1.2.2.2 Two-Factor Control

2.2.9.1.2.2.2.1 General

1. The CCS shall require a configurable second factor access authentication mechanism; e.g., password, thumbprint, retinal scan, smart card, etc.

1.  Configuration shall include the ability to disable a second factor access authentication mechanism.
2. The CCS shall enforce an access control policy that restricts to authorized personnel the ability to modify user identifications, passwords, roles and other security attributes associated with a named object.

3. For security attributes belonging to individual users, the CCS shall allow authorized personnel to assign new values to the attributes.

4. Only authorized personnel shall specify expiration times for user authentication mechanism(s) and other attributes identified in the CCS.

5. For security attributes belonging to individual users, the CCS shall be able, after the expiration time for a security attribute has passed; to generate an alarm and suspend all user access until authorized personnel reactivates the access.

6. The CCS shall restrict authorized personnel the ability to determine the behavior of, enable, disable, or modify the functions of audit, access control, roles, user management, and other supervisory controlled functions.

7. The CCS shall enforce access control by providing access control mechanisms for all users, systems, and operations.

8. The CCS shall allow authorized personnel to change their own access control mechanism parameters.
Note:  If passwords are used, personnel can change their own passwords.

9. The CCS shall prevent the reuse of any access control identifier previously used within a selectable period of time.

10. The CCS shall ensure no two users have the same access control identifiers.

11. The CCS shall ensure that each security access function is evoked and that it succeeds before the function next in succession is allowed to proceed.

12. The CCS shall maintain access control mechanisms and user identifiers in encrypted form or in some other format that provides the same functionality.

2.2.9.1.2.2.2.2 User Identifier

13. The CCS shall accept a two to twenty character user identifier.

14. The CCS shall require an alphanumeric user profile identifier.

15. The CCS shall prevent the reuse of any access control identifier previously used within a selectable period of time.

16. The CCS shall ensure no two users have the same access control identifiers.

17. The CCS shall allow authorized personnel to configure user identifiers; e.g., number and variety of acceptable characters, for each user.

2.2.9.1.2.2.2.3 Passwords

18. If passwords are used for authentication, the CCS shall use screen protection/blanking when personnel are entering passwords.

19. If passwords are used for authentication, the CCS shall allow assignment per user and/or group classmark.

20. The user configuration shall override the group configuration.

21. If passwords are used for authentication, the CCS shall allow from zero to 12 alphanumeric and/or special characters e.g. “1”, “a”, “#”.
1.
A configuration of zero characters shall disable the need for password entry to logon.

22. Only authorized personnel shall specify expiration times for user passwords and other attributes identified in the CCS

2.2.9.1.2.2.3 Logon from Logged Off

6. Upon receipt of a response to log on a new user the CCS shall initiate the logon process and present a logon page.

2.2.9.1.2.2.4 Logon from Logged On

7. Upon receipt of a response to log on a new user the CCS shall initiate the logon process and present a logon page.

8. The current user shall remain logged on until the new user has completed the logon process and logged onto the CCS.

9. All communications established at a position shall continue without interruption or change in status throughout the Logon process; i.e. when a user is logging on to a position that already has a user logged on.

2.2.9.1.2.3 Logoff

7. Upon receipt of confirmation from the user that logoff is required; the CCS shall close all activity and present a screen saver, except for Logon as specified herein.

8. Upon receipt of a no response to a confirmation question to continue the Logoff process the CCS shall return to normal operations.

9. The CCS shall automatically logoff a user after a configurable number of minutes of inactivity.

10. An alarm shall be sent to authorized personnel when a user is automatically logged off.

11. The number of minutes shall be configurable from zero to 1,440 minutes.

1. A configuration of zero minutes shall disable this feature.

12. Automatic Logoff shall be configurable per user/group classmark.

13. After logoff by the operator, all communication functions at that console shall be disabled, unless another operator has logged on as specified herein.

2.2.9.1.2.4 Denial of Services

14. The CCS shall deny access when the access requestor has not logged in with identification and, if required, authentication.  

15. The CCS shall deny access when the access requestor does not have permission to access a requested resource.

16. The CCS shall deny access when the access request is through a port that does not have permission to access a requested resource.

2.2.9.1.2.5 Privilege Assignment

17. The CCS shall assign user privileges based upon user/group classmark.

18. The CCS shall only allow authorized personnel to change user privileges.

2.2.9.1.2.6 User Profiles

19. Access to CCS functions shall be controllable on the basis of authority to create, read, update, and delete. 

20. The CCS shall offer no mechanism to bypass authorization restrictions other than the Emergency Access Interface (EAI), if so equipped, to meet NIMS requirements or to download software upgrades from the contractor.

21. The CCS shall enforce an access control policy that restricts to authorized personnel the ability to modify user identifications, authentication mechanism(s), roles and other security attributes associated with a named object.

22. The CCS shall restrict to authorized personnel the ability to determine the behavior of, enable, disable, or modify the functions of audit, access control, roles, user management, and other controlled functions.

23. The CCS shall ensure that any previous information content of a resource is made unavailable upon the re-allocation of the resource to any object, except for references contained in the audit trail. 

24. The CCS shall identify the network address, identification or access port of unauthorized users trying to access the CCS. 

25. The CCS shall enforce access control by providing access control mechanisms for all users, systems, and operations. 

26. The CCS shall notify authorized personnel after a configurable number of failed logon attempts.

27. The CCS shall control access based on:

1. The user identity and group memberships associated with a subject, and

2. The access control attributes and permissions associated with an object.

2.2.9.1.2.7 Remote

28. For controlling remote session establishment, if unauthenticated access is provided over a Data Communications Channel, access to the CCS shall be controlled through the use of a peripheral device if required.

29. For controlling remote session establishment, before logon is allowed, the CCS shall require a requestor to provide an identifier.

2.2.9.2 Auditing

2.2.9.2.1 Logging

3. The CCS shall monitor audited events that affect CCS security, the accumulation of logon failures, and the accumulation of other audited events identified in the contractor’s vulnerability assessment.

4. The CCS shall not erase the access history information from a user interface device without giving the user an opportunity to review the information.

5. The CCS shall provide more than one storage device for audit records.

6. The CCS shall provide an alert to authorized personnel, as configured, when any storage device is full.

7. The CCS shall provide an alert to authorized personnel, as configured, when the audit log exceeds a locally configurable limit; e.g., 90% capacity.

8. Deleting of stored files by authorized personnel shall be logged in the audit trail. - (Deleting a file vs. the logging of that action.)

9. The CCS shall enforce monitoring of the accumulation of logon failures to CCS system.

10. The CCS shall generate an audit record in the MIS database for startup and shutdown of the audit functions.

11. The CCS shall generate an audit record in the MIS database for modifications of security attributes.

12. The CCS shall generate an audit record in the MIS database for attempts to revoke security relevant authorizations.

13. The CCS shall generate an audit record in the MIS database for attempts to revoke access rights.

14. The CCS shall generate an audit record in the MIS database for changes to the time.

15. The CCS shall generate an audit record in the MIS database for actions taken to remove malicious code.

16. The CCS shall generate an audit record in the MIS database for changes to CCS software that affects the operations or security of the CCS but that are not part of the CCS.

17. The CCS shall generate an audit record in the MIS database for unsuccessful logon attempts that includes user's information and/or CCS port being used.

18. The CCS shall generate an audit record in the MIS database for other events as identified in the contractor’s vulnerability assessment.

19. The CCS shall generate an audit record in the MIS database for each successful logon.

20. Within each audit record the CCS shall record the date, time, type of event, subject identity, and the outcome (success or failure) of the event.

21. Within each audit record the CCS shall record, for modifications to CCS data, the new values of the data.

22. The CCS shall generate an audit record for all Meet Me Conferences indicating whether participants had been connected or non-connected during at time each conference was active.

23. The CCS shall generate an audit record for all incoming and outgoing call or conference events, including all available information, e.g. date, time, port interface, console ID, user ID, Caller ID.

2.2.9.2.1.1 Access to Audit Log

1. The CCS shall provide authorized personnel the functionality to read the date and time of the event, type of event, subject identity, and the outcome (success or failure) of the event from the audit records.

2. The CCS shall provide authorized personnel the functionality to read, for applicable events, the names of the resources accessed from the audit records.

3. The CCS shall provide authorized personnel the functionality to read, for identification and authentication events, the origin (e.g., terminal identification) of the attempt from the audit records.

4. The CCS shall provide authorized personnel the functionality to read, for modifications to CCS data, the new values of the data from the audit records.

5. The CCS shall provide authorized personnel the functionality to read the origin of attempts to use the rights of a role when the attempts could originate from multiple locations from the audit records.

6. The CCS shall provide authorized personnel the functionality to read other audit relevant information identified in the contractor’s vulnerability assessment from the audit records.

7. The CCS shall provide the audit records in a manner in which authorized personnel can interpret the data.

8. The CCS shall provide the audit records generated in 3.2.5.2.1 in a timely fashion to authorized personnel, i.e. 10 minutes.

2.2.9.3 System Security

2.2.9.3.1 System Security Checks

24. The CCS shall, without disrupting normal operations, run a suite of tests during initial startup, periodically during normal operations, and at the request of authorized personnel demonstrating that the CCS continues to satisfy the technical security objectives.

25. The CCS shall detect unauthorized changes and generating automated alerts.

26. The CCS shall detect when unsuccessful access control attempts occur during logon.

27. The CCS shall enforce rules that use the identity of a person or subject as the basis of allowing, denying, or limiting access to the functions of the CCS. 

28. When user identification rules do not apply, the CCS shall enforce rules that allow or deny access to the functions of the CCS based on criteria such as port or location of request or time of day.  

29. The CCS shall provide a warning (such as a red light or audio alarm) when a potential security violation is detected.

30. The CCS shall be able to detect modifications to the audit records. 

31. The CCS shall provide resource allocation with a measure of resistance to resource depletion (e.g., denial of service attack).

32. The CCS shall detect and removing malicious code.

2.2.9.3.2 Actions During Failures and Service Discontinuities

33. The CCS shall remain in a secure state when an audit log overflow occurs.

34. The CCS shall remain in a secure state when a failure of individual communications links or interfaces, physical or logical, between the CCS and a communications link occurs.  

35. The CCS shall remain in a secure state when failures of a trunk or any other communications link occur.

36. The CCS shall remain in a secure state when a denial of service or buffer overflow attack occurs.

37. The CCS shall retain a secure state during other types of failures and service discontinuities such as those resulting from power failures or power surges. 

38. The CCS shall automatically return to a secure state following failures or service discontinuities. 

39. When automated recovery from a failure or service discontinuity is not possible, the CCS shall enter a mode where the ability to return the CCS to a secure state is provided.

2.2.9.3.3 System Protection

40. The CCS shall maintain a security domain for its own execution that protects it from interference and tampering by unauthorized subjects. 

41. The CCS shall enforce separation between the security domains of subjects in the CCS.

42. The CCS shall protect its security control functions from external interference and tampering. 

43. The CCS shall enforce separation between the security domains of users and devices 

44. The CCS shall be able to provide time stamps for security related functions.

45. When controlling session establishment, when a session is terminated by a logoff, the CCS shall require a subsequent user must re-authenticate to initiate the next session.

46. When controlling session establishment, before allowing a logon, the CCS shall require the requester must provide an identifier and an authenticator if required.

47. When controlling session establishment, if unauthenticated access is provided over a Data Communications Channel (DCC), the CCS shall require that access be controlled by using a peripheral device such as a firewall if necessary.

48. The CCS shall support anti-virus software and security software patches.

49. Anti-virus software, installation of software security patches and other security related modifications shall be tested and implemented so that they do not adversely affect non-CCS systems interfacing to the CCS. 

50. CCS security mechanisms shall be designed and implemented to meet the performance requirements of the CCS as stated in the specification. 

51. The CCS shall provide protection against call overloading/saturation such that critical operations can be sustained at all times.

52. If the CCS is equipped with an Emergency Access Interface (EAI), the CCS shall activate an alarm when the EAI is in operation.

53. The CCS shall prevent the EAI from accepting any commands other than those considered essential for performing CCS restoration.

2.2.9.4 Interface Security

2. The CCS shall directly interface to NIMS in a secure state.

3. The CCS shall interface to RMMS in a secure state.

2.2.9.5 MIS Database

2.2.9.5.1 General

1. The CCS MIS database shall allow at least 500 unique user names to be defined.

2. The audit log shall record at least 10,000 security-relevant events in the MIS database

3. The CCS MIS database shall maintain user profiles for each user.

4. The CCS user profiles shall reflect the configurable console settings.

5. The CCS shall allow each user to store a selectable number of profiles.

6. The CCS user profiles shall be updated to the current console setting at time of logoff.

7. The CCS MIS database shall allow at least 2,500 user profiles to be defined.

8. The CCS shall overwrite the MIS database when the storage space is full on a first in, first out basis.
Note:  MIS and other data may need to have separate storage areas in order to prevent impact of one with another.
9. The CCS shall allow for system updates either locally or remotely.
10. The CCS shall assign a unique identifier to each process.

11. The CCS shall assign a unique identifier to each conference caller

2.2.9.5.2 Database Access

12. The CCS shall allow authorized personnel access to CCS MIS database, reporting, and data retention routines.

13. The CCS MIS shall allow authorized personnel to obtain MIS data reports on screen from on-line data.

14. The CCS MIS shall allow authorized personnel to obtain MIS data reports in hard copy from archive data.

15. The CCS MIS shall allow authorized personnel to copy on-line data to archive media.

16. The CCS shall provide a warning to the authorized personnel consoles whenever on-line storage space for MIS data is within 48 hours of exhaustion.

2.2.9.5.3 Database Users

17. The CCS shall maintain the user identifier security attributes for individual users.

18. The CCS shall maintain the group membership security attributes for individual users.

19. The CCS shall maintain the security relevant roles security attributes for individual users.

20. The CCS shall maintain the authentication data for individual users.

21. The CCS shall maintain the port and channel permissions security attributes for individual users.

2.2.9.6 MIS Features 

4. The CCS shall be capable of performing automatic data conversion. 

1. Data conversion shall be performed automatically by resident conversion programs when installation of new software requires conversion of the data to a new format.

2. CCS automatic data conversion shall be fully equipped to provide for user premise equipment requirements, e.g. CD ROM, zip drive, DVD, flash memory, etc.

5. CCS shall collect traffic information from the switch for the purpose of network optimization and trunk group sizing.

1. The CCS traffic information shall include the grade of service on the switch.

2. The CCS traffic information shall include the network traffic loads.

3. The CCS traffic information shall include peg counts for trunk calls per trunk group at the switch.

4. The CCS traffic information shall be presented in an easily understood format.

6. The CCS shall provide for authorized personnel to create, edit, modify and delete menus, ring lists and macros.

7. The CCS shall provide for authorized personnel to enable menus, ring lists, and macros by user, group, or classmark.

8. The CCS shall automatically backup the MIS database to a device with removable media.

1. The backup interval shall be configurable by authorized personnel.

2.2.10 Time of Day Clock

24. The clocking source in CCS shall be from GPS.
Note:  Time of day clocking is required in the CCS system to provide a source of timing for the network.  The clocking in this case is Stratum 1 from GPS for CCS.

2.3 System Performance

This section provides performance requirements of the CCS.

2.3.1 Speech Quality

25. The CCS shall pass a phonetically balanced (PB) monosyllabic word test conducted in accordance with ANSI S3.2-1989, Method for Measuring the Intelligibility of Speech Over Communications Systems, with a minimum score of 90% for Outgoing communications (HS microphone to external interface).

26. The CCS shall pass a phonetically balanced (PB) monosyllabic word test conducted in accordance with ANSI S3.2-1989, Method for Measuring the Intelligibility of Speech Over Communications Systems, with a minimum score of 90% for Incoming communications (external interface to HS earpiece).

27. The CCS shall pass a phonetically balanced (PB) monosyllabic word test conducted in accordance with ANSI S3.2-1989, Method for Measuring the Intelligibility of Speech Over Communications Systems, with a minimum score of 89% for Incoming communications (external interface to console LS).

28. The CCS shall have voice quality equivalent to 64 Kbps Pulse Code Modulation (PCM) system in accordance with ITU G.711, Speech Intelligibility and Quality.

29. The CCS shall provide for echo canceling on audio circuits, e.g. DA circuits.

2.3.2 Reconfiguration Times

30. The CCS shall not require more than 5 minutes from the time reconfiguration is initiated by authorized personnel to the time all consoles can accept reconfiguration.

31. Upon acceptance by the user, the CCS shall not require more than 15 seconds to complete reconfiguration at the console.

2.3.3 Response Times

32. During peak loading, the CCS shall provide the response time defined in Table 3-1.

	Feature
	Response Time

	Establish Calls 
	1 Second or less

	Override Calls
	1 Second or less

	Disconnect Calls
	1 Second or less

	Visual Indication of Incoming Call
	1 Second or less

	Ringback/Busy Tone
	1 Second or less

	Call Hold Activation
	1 Second or less

	Call Forward Activate/Deactivate
	1 Second or less

	Call Transfer Activate
	1 Second or less

	Ringing of Transferred Call
	1 Second or less

	Visual Indication of Transferred Call
	1 Second or less

	Call Hold Visual Indication
	1 Second or less

	Provide Dial Tone
	1 Second or less

	Ringing Indication of Incoming Call
	1 Second or less


Table 3-1

Response Time Listing

Note:  Response time shall be defined as that time from the dialing of the last digit, depression of a switch, or some such other action that activates a feature available from the switch.  

2.3.4 Power Up Time

33. The CCS shall require no more than 5 minutes for startup or recovery, measured from the instant of application of main power to the first instant that all consoles are available for all assigned functions.

1. The CCS startup or recovery shall require no manual intervention after application of main power.

34. No single point of failure of the CCS shall cause loss of service to the users.

35. The CCS shall permit technical refresh of hardware and software independent of each other without adversely affecting CCS performance.

2.3.5 Scalability

36. The CCS shall support future expansion as defined in Table 3-2.


	
	Initial
	10 Year Estimate

	Number of consoles

	Total Consoles
	105
	200

	Number of lines

	
PSTN
	144
	288

	
FTS
	144
	288

	
DA
	150
	250

	
Tie Line
	24
	48

	
FTS VON
	40
	80

	Total Lines
	502
	954

	GFE Recorder Interfaces

	
Console Interfaces
	105
	200

	
Conference Interfaces
	251
	583

	Total Recorder Interfaces
	356
	783


Table 3-2

CCS Capacity Requirements

2.3.6 System Volumes

2.3.6.1 Console Traffic Volumes

1. The CCS shall provide for traffic volumes of 20 Centum Call Seconds (also known as “CCS”) per console during the busy hour.
Note:  One Centum Call Second is one call occupying the channel for 100 seconds in one hour.

2. The CCS shall be equipped to provide traffic volumes of 36 Centum Call Seconds per line. 

2.3.7 Serviceability/Maintainability

37. The CCS shall require preventative maintenance no more than two times per year.

38. The CCS shall allow for preventative maintenance without disruption to operational services

39. The CCS shall allow for the online replacement of the Lowest Replaceable Units (LRU’s) without removing power.

40. The CCS repair shall not require the use of unique tools

41. The CCS testing shall not require the use of unique test equipment

2.3.8 Reliability/Availability/Serviceability (RAS)

2.3.8.1 Mean Time Between Critical Failures (MTBF) 

1. The CCS shall have a Mean Time Between Failures (MTBF) of 13,900 hours.

2.3.8.2 Mean Time to Repair (MTTR)

2. The CCS shall have a Mean Time To Repair (MTTR) of 30 minutes or less.

2.3.8.3 Availability

3. The CCS maximum system, as described in Table 3-2, shall have an availability (A) of 0.9999


where

                                  A =     (MTBF)/(MTBF + MTTR)

1. Preventative maintenance shall be included in availability calculations.

2. System upgrades shall be excluded from availability calculations.

2.3.9 CCS System Life 

42. The CCS life shall be a minimum of ten (10) years.

2.4 System Interfaces

This section provides interfaces to the CCS.

Note: Service providers terminate their network facilities at a “demarc point” within ATCSCC premises. FAA may use network equipment to further multiplex/ or aggregate or convert these network facilities. If applicable, the CCS will be interfacing with FAA provided network equipment to connect to carrier provided facilities interfaces terminate at a main distribution frame and at DSX panel in the equipment room as described in section 3.5.12. DS0 and analog interfaces terminate at the main distribution frame, and digital T1 interfaces terminate at DSX panel.

2.4.1 VTS Interface

43. The CCS shall interface with the VTS.
Note:  The VTS is the local PSTN interface for the CCS.

1. The VTS interface shall function directly with the PSTN system (VTS) to provide direct voice coverage from the CCS.
2.4.2 Local Exchange Carrier Interface  

44. The CCS shall provide a digital incoming/outgoing trunk interface to the providing carrier.  

45. The CCS shall provide an analog interface for instances where the carrier cannot accept digital signals.  

46. The CCS trunks shall be provided to connect to the local exchange carrier for incoming and outgoing local, FTS or commercial long distance services, and any dedicated lines.  

2.4.3 Signaling/Supervision Interface 

47. The CCS shall support 'Immediate Start' signaling/supervision interface requirements.

48. The CCS shall support 'Wink Start' signaling/supervision interface requirements.

49. The CCS shall support 'Ground Start' signaling/supervision interface requirements.

50. The CCS shall support 'Loop Start' signaling/supervision interface requirements.

51. The CCS shall support 'E&M Type I' signaling/supervision interface requirements.  

52. The CCS shall support 'E&M Type II' signaling/supervision interface requirements 

53. The CCS shall support 'Ring Down circuits' signaling/supervision interface requirements.

54. The CCS shall support single frequency (Shaving tone-on-idle signaling.

55. The CCS shall support single frequency (SF) having tone-on-active signaling.

2.4.4 Defense Switch Network (DSN)

56. The CCS shall interface with the Defense Switch Network (DSN)

57. The CCS shall implement 'Priority' precedence dialing.

58. The CCS shall implement ‘Immediate’ precedence dialing.

59. The CCS shall implement 'Flash' precedence dialing.

60. The CCS shall implement 'Flash Override' precedence dialing.

2.4.5 Toll Free Telephone System Interface

61. The CCS shall interface with 'In-Wats 800' toll free telephone system interconnections.

62. The CCS shall interface with '800 Megacom Service' toll free telephone system interconnections.

63. The CCS shall interface with 'Readyline service' toll free telephone system interconnections.

64. The CCS shall interface with 'Starter Line service' toll free telephone system interconnections.  

65. The CCS shall interface with 'Freefone Services' toll free telephone system interconnections, which conform to ITU-T standard E.169

2.4.6 Public Switched Telecommunications Network (PSTN) Interface 

66. The CCS shall interface with PSTN local phone companies.

67. The CCS shall interface with PSTN long distance phone companies.

68. The CCS shall interface with PSTN international phone companies.

2.4.7 FTS/FTS 2001 Interface

69. The CCS shall provide a digital incoming/outgoing trunk interface to FTS and/or FTS 2001.  

70. The CCS shall provide an analog interface for those instances where the carrier cannot accept digital signals.  

71. CCS FTS access lines shall be terminated for direct-in service at the switch.

72. CCS FTS access lines shall be terminated for out dial service at the switch.

73. CCS FTS access lines shall be terminated for two-way service at the switch.  

2.4.8 Leased Interfacility Network Communications System (LINCS) Interface

74. The CCS shall provide a digital incoming/outgoing interface to Leased Interfacility Network Communications System (LINCS) lines.

2.4.9 Remote Maintenance Monitor and Control (RMMC) Interface

75. The CCS shall interface with RMMC in accordance with FAA Order 6000.53, Remote Maintenance Monitoring Interfaces

2.4.10 NAS Infrastructure Management System (NIMS) Interface

Note:  The following requirements apply to the CCS presently being specified. Additional requirements will be generated when this P3I is elected for full implementation.

2.4.10.1 NIMS Interface Requirements

1. The CCS shall have one RS-232 port available for connection to the NIMS proxy agent.

2. The CCS shall provide for authorized personnel to enable and disable the NIMS port.
Note:  While the NIMS port is enabled, it is planned that all information logged by the maintenance management system will also be available via the NIMS port.

3. No control signals or data shall be accepted via the NIMS port.

2.4.11 GFE Voice Recorder Interface

76. Signals provided to the GFE voice recording system by the CCS shall have signal levels in accordance with the uniform Analog Transmission Plan.

77. Signals provided to the GFE voice recording system by the CCS shall have an interface impedance of 600 ohms nominal, balanced and isolated from ground.

78. The CCS shall provide the capability for authorized personnel to adjust the recorder interface level by ± 4 dB.

2.4.12 GFE Footswitch Interface

79. The CCS footswitch interface shall be through a [standard 1/4 inch] (RADIO SHACK MODEL TBS/TOM), two contact phone plug to accommodate GFE footswitches having normally open contacts.

2.4.13 GPS Interface

80. The Global Positioning System (GPS) shall be used to provide the timing source of the CCS.

2.5 System Physical

This section provides physical aspects of the CCS.

2.5.1 Use of Commercial-Off-The-Shelf (COTS) Components

81. All equipment and services shall, as far as feasible, be "Commercial Off-The-Shelf” (COTS) items requiring no further development.

1. All COTS equipment and services shall have been fully tested or demonstrated in an operational environment.

2.5.2 Use of Used Parts

82. All electrical, electronic, or electromechanical parts used in the CCS shall be new.
Note:  Recycled metals or plastics may be used for mechanical or structural parts as appropriate

2.5.3 Non-Console (“Backroom”) Space

83. The CCS non-console components shall be designed to fit into the footprint as described in (TBD).
84. The CCS non-console component space shall be in conformance with NFPA 70 Standard, National Electric Code.

2.5.4 Environmental

85. The CCS shall be in conformance with FAA Order 1050.1, Policies and Procedures for Considering Environmental Impacts.

86. The CCS shall be in conformance with National Environments Policy Act (NEPA) of 1969.

87. The CCS shall be in conformance with 40 CFR, Protection of the Environment

2.5.5 Energy Conservation

88. The CCS shall be in conformance with FAA Order 1053.1, Energy and Water Management Program for FAA Buildings and Facilities

2.5.6 Heating, Ventilation, Air Conditioning   

89. The CCS shall be in conformance with FAA Order 6970.3 Plant Equipment Modification-Temperature Control, Ventilation.

90. The CCS shall be in conformance with ASHRAE 55, Thermal Environmental Conditions for Human Occupancy.

91. The CCS shall be in conformance with ASHRAE 62, Ventilation for Acceptable Indoor Air Quality

92. The CCS shall suffer no degradation in performance when operated within the following conditions, and under all fixed and slowly-varying conditions of AC voltage define in 3.2.1.3 of FAA-G-2100F

2.5.7 Operating Environment   

93. The CCS shall operate to the specifications contained herein within the temperature range of 10 degrees C to 35 degrees C

94. The CCS shall operate to the specifications contained herein within the relative humidity range of 20 percent to 80 percent, non-condensing.

95. The CCS shall operate to the specifications contained herein within the altitude range from sea level to 4,000 feet above sea level

96. The CCS shall operate to the specifications contained herein with a maximum temperature gradient of 8.3 degrees C per hour

2.5.8 Non-Operating Environment

97. The CCS shall suffer no damage when stored, transported or left idle (without power) within a temperature range of -20 degrees C to +45 degrees C.

98. The CCS shall suffer no damage when stored, transported or left idle (without power) within a relative humidity range of 0 percent to 95 percent, including condensation.

2.5.9 Power 

99. The CCS shall provide continuous operation to the specifications contained herein under all fixed and slowly-varying conditions of AC voltage define in 3.2.1.3 of FAA-G-2100F.

100. CCS power distribution design and implementation shall be in compliance with National Electric Code, NFPA-70 and FAA-C-1217E.  

101. The CCS shall provide continuous operation to the specifications contained herein at either 120 volts AC +/-15 percent at a frequency of 60Hz +/-10 percent.

102. The CCS shall provide continuous operation to the specifications contained herein at either 240 volts AC +/-15 percent at a frequency of 60Hz +/-10 percent.
Note: Power will be provided by the FAA facility. Power for CCS operation will be provided in accordance with NFPA 70, National Electrical Code, FAA-G-2100, Electronic Equipment, General Requirements; FAA Order 6030.20, Electrical Power Policy; FAA Order 6950.2, Electrical Power Policy Implementation, NAS Facilities; and FAA Order 6950.25, Power Conditioning Devices at FAA Facilities

103. The CCS shall not sustain damage when AC power outside these limits is experienced.

104. The CCS shall not sustain alteration of equipment when AC power outside these limits is experienced. 

105. The CCS shall not cause false operation when AC power outside these limits is experienced. 

106. The CCS shall not cause false output when AC power outside these limits is experienced.
Note:  AC power outside these limits includes loss of AC power.

107. The CCS shall provide continuous operation to the specifications contained herein while experiencing transient AC power interruptions of up to 500 ms.  

108. The CCS shall meet power source requirements of 3.1.2.4 in FAA-G-2100.

109. The CCS shall draw no more than 600 VA of AC power per installed console under any load condition.
Note:  This figure includes an allocation for backroom and support equipment.

2.5.10 Reserve Power

110. The CCS shall provide a reserve power system.

111. Upon loss of main power, the CCS reserve power system shall provide power for up to (NUMBER/TBS) consoles for a minimum of 20 minutes.

112. The CCS shall provide continuous visible alarms at the designated consoles and other location to be identified at the time of order to indicate each transition to reserve power.

113. The CCS shall provide momentary audible alarms at designated consoles and other location to be identified at the time of order to indicate each transition to reserve power.

114. The CCS shall provide for continuous visible alarms at designated consoles and other locations to be identified at the time of order whenever the power remaining in the reserve power is insufficient for more than five minutes of continued operation.

115. The CCS shall provide momentary audible alarms at designated consoles and other locations to be identified at the time of order whenever the power remaining in the reserve power is insufficient for more than five minutes of continued operation.

116. The CCS reserve power system shall not vent hazardous or corrosive gases into the atmosphere.

117. The CCS reserve power system shall recharge from a total discharge or low-voltage cutoff condition at a sufficient rate to provide at least 20 minutes of full service power within 2 hours of restoration of main power.

118. After total depletion of the reserve power system, and upon restoration of main AC power, the CCS shall restart automatically without requiring any user intervention (e.g., to activate power switch, load software, or reset processors).

119.  Operation of the CCS shall not be degraded while the reserve power system is partially or fully disconnected, provided main AC power is within tolerance and is available.

2.5.11 Cabling

120. CCS cabling shall be in conformance with the NFPA Standard 70, National Electric Code.

121. CCS cabling shall be in conformance with FAA-C-1217, Electrical Work, and Interior.

122. All CCS cabling shall be plenum rated.

2.5.12 Cable/Distribution

123. The CCS shall be capable of using an Intermediate Distribution Frame (IDF) to facilitate the interconnection of all cables to the Government equipment distribution frames.

1. CCS IDF shall be capable of accommodating all interface requirements.

2. CCS IDF shall be provided with blocks that allow incoming cables to be terminated on quick-connect terminals.

3. Each CCS IDF shall accommodate at least 25 percent more connections than required for the site at which the IDF is installed at the time of installation.

4. Cables shall be provided to interconnect the IDF to the government equipment distribution frames, panels, consoles and junction boxes.

124. Protector frames shall be provided as required by FAA-STD-020B

2.5.13 Grounding, Bonding, Shielding, and Lightning Protection 

125. Grounding, bonding, shielding, and lightning protection of CCS equipment shall be in conformance with FAA-STD-019, Lightning Protection, Grounding, Bonding, and Shielding for Facilities.

126. Grounding, bonding, shielding, and lightning protection of CCS equipment shall be in conformance with FAA-STD-020, Transient Protection, Grounding, Bonding, and Shielding Requirements for Equipment.

127. Grounding, bonding, shielding, and lightning protection of CCS equipment shall be in conformance with NFPA 70, National Electrical Code.

128. Grounding, bonding, shielding, and lightning protection of CCS equipment shall be in conformance with IEEE STD 1100-1999, Recommended Practice for Powering and Grounding for Sensitive Electric Equipment

129. The CCS grounding system shall be capable of preventing cross-coupling through the ground system.

130. The CCS grounding system shall use centrally located grounding to prevent ground loops and shared impedance-coupling paths.

131. The CCS grounding system shall use separate grounding networks as necessary for the following: AC power ground, Chassis ground, Signal Ground, Trunk circuit ground.

132. The CCS grounding system-grounding networks shall be terminated on a grounding terminal block for either strap connection and/or further connection to the earth, ac, and signal grounds.

133. The CCS shall provide overload protection to assure no component failures or shorts between any two stations or from any station to ground will cause a major outage.

2.5.14 Electrostatic Discharge 

134. The CCS shall incorporate protection against damage or disruption arising from electrostatic discharge from personnel using or servicing the CCS.
Note:  “Electrostatic discharge” refers to the sudden transfer of static electric charge (built up through mechanical friction or other means) between the CCS and external entities (including personnel), or within the CCS

2.5.15 Console User Equipment

2.5.15.1 Headsets

1. The CCS shall interface with GFE headsets having the physical and electrical characteristics identified in FAA-G-2603a.

2. The CCS shall have a nominal input impedance of 50 ohms.
3. The CCS shall supply a microphone bias current of at least 10 mA into a 180 ohm load, but not to exceed 130 mA.

4. The CCS shall provide a nominal output impedance of 600 ohms to the headset earpiece.

2.5.15.2 Handsets

5. The CCS shall interface with GFE handsets having physical and electrical characteristics given in FAA-G-2603a for "G" style handsets assemblies.

2.5.15.3 Footswitches

6. The CCS shall interface with GFE footswitches, Linemaster 635-S and /or 645-S footswitches or equivalent.

2.5.15.4 Displays

2.5.15.4.1 General

1. CCS displays shall be legible without use of special equipment by operators with normal vision.
2. CCS displays shall be legible in seated and standing positions.
3. CCS displays shall be legible at angles of view ranging up to 60 degrees off-axis of the position.
4. CCS displays shall be legible at distance of up to ten feet.
5. CCS displays shall be legible in conditions ranging from total darkness up to maximum ambient lighting conditions.
Note: Tilt and/or swivel may be used to supplement meeting these requirements.
6. CCS displays shall be mounted, so that, the surface is flush to the surrounding position surface when not retracted.  (also known as “seated position”)
7. CCS displays shall be extendable by the user from the seated position to within 12 inches of the forward edge of the position counter top.

1. CCS displays shall be lockable by the user anywhere within the extendable range enough to support normal use, e.g. TED functions.

2.5.15.4.2 Legibility

8. Information displays associated with selectors (e.g., labels on DA selectors) shall be legible regardless of the state of the associated selectors.

2.5.15.4.3 Physical Characteristics

9. CCS display surfaces shall minimize glare.

10. CCS display surfaces shall be impervious and scratch resistant to fingernails, pens, pencils, and other objects that might typically be used for touch operation.

11. CCS displays shall permit periodic cleaning or wiping without operation of the controls.

12. CCS displays shall remain undamaged in any way as a result of normal commercial cleaning agents (e.g., ammoniated window cleaner or detergent-based cleaners) or by mildly corrosive moisture such as human perspiration.

13. CCS displays shall not exhibit optical noise (flicker, “snow”, etc.) induced by external sources (e.g., fluorescent tubes, radio frequency equipment, power supply transformers, etc.).

14. CCS displays shall prevent false operation due to vibration or loud noises or liquid spills.

15. CCS displays shall prevent false operation due to sudden changes in humidity, temperature, or air currents.

16. Self-illuminated CCS displays shall not appear to be illuminated when they are intended to be extinguished, or extinguished when illuminated.

17. Under normal operation, individual self-illuminated CCS display components shall be of the same level of brightness, except as adjusted by the operator.

2.5.15.4.4 Activation of TEDs

18. CCS TEDs shall respond to touch action by fingers or inert pointers (e.g., pencils) having a diameter of from 0.25 to 1.0 inches.

19. CCS TEDs shall resolve the coordinates of the touch to the zone (i.e., “button”) containing the greatest percentage of the touched area.

20. CCS TEDs shall preclude potential misoperation of controls due to excessive parallax between the touch detection plane and the display plane at distances of up to 6 feet and sight angles of up to 60 degrees off-axis.

21. CCS TEDs shall detect and discriminate touches at the rate of up to ten per second in the same or different zones.

22. CCS TEDs shall detect and resolve simultaneous touches in two or more different zones.

23. CCS TEDs shall detect and resolve motion of the touch area (“dragging”) across the touch surface.

1. In the event of “dragging” to another selection area on the screen, the selector pressed originally shall remain activated.

2. In the event of “dragging” to another selection area on the screen, the original area shall remain selected.

24. CCS TED zones shall provide positive visual indication of response to touch, using reverse video, color changes, intensity changes, or similar techniques.
VERIFICATION REQUIREMENTS

2.6 Verification Methods

2. Compliance with each requirement of this specification shall be verified by one or more of the following methods as indicated in the verification requirements traceability matrix in Appendix A: 

1. Test is defined as taking quantitative measurements of system response to pre-defined stimuli. These measurements are taken with standard laboratory equipment (e.g., voltmeter, thermometer) according to scenarios identified in the contract or subordinate documentation, and are then analyzed to ascertain compliance with requirements (examples: measuring the degree of harmonic distortion present in a transmission path).

2. Demonstration is defined as making qualitative observations of system behavior in response to pre-defined stimuli. The observers (who may or may not require specialized training or experience) will report whether or not the system complies with requirements (examples: demonstration that displays are visible in pre-defined conditions of ambient lighting; demonstration that system can originate ringdown calls).

3. Inspection is defined as visual examination of the system by observers (who may or may not require specialized training or experience) who will report whether or not the system complies with requirements (examples: inspecting parts for proper manufacturing procedures; inspecting the system to verify that it can support the required number of consoles).

4. Analysis is defined as mathematically modeling the system according to accepted techniques by analysts who will ascertain compliance based on the results of their computations (examples: estimation of system reliability from part failure rate data; estimation of blocking probability based on processor loading analysis).

PREPARATION FOR DELIVERY

The CCS will be delivered in accordance with section F of the contract.

NOTES, ABBREVIATIONS, ACRONYMS, SYMBOLS, AND DEFENITIONS

2.7 Notes

2.7.1 Notional Classification Of Functions 

2.7.1.1 It is expected that a general classification of functions in CCS operation would include, but not be limited to:

1. Administrative

1. Reconfiguration of maps

2. Creation and/or modifying of interface pages.

3. Assignment of interface pages.

4. User/group privilege assignment.

5. View/manipulate administrative logs.

2. Operational

1. Access operational resources

2. Actuate operational functions

3. View/manipulate operational logs.

4. Alarms.

5. Failure and fault indication (high level)

3. Maintenance

1. Mapping of resources

2. Failures and faults indication and repair.

3. Alarms.

4. Diagnostic functions.

5. System resource configuration and assignment.

2.7.2 Expected Menus, Ring Lists, Macros

2.7.2.1 Menus expected to be required for CCS operations include:

4. Airspace Management Regions - Shows all airspace management region entries within the entire system.  The current air space management region screen is selected from this directory.  This menu can access a minimum of 500 air space management region directories.   When the console is initialized (reset) the Main Menu will be presented on the screen.  From this screen the user can select any other nested level by highlighting the entry and pressing enter. Function Keys may also be used to select nested levels.  The user can return to the Main Menu at any time by pressing a Main Menu key on the Console Function Keypad.

5. Airspace Management Region - This is the specialist's central work screen and shows all the physical lines and speed dial numbers that belong to the particular region.  Each air space management region can contain up to 10,000 entries. 

6. Home Page - Authorized personnel will have the capability to create a unique Home Page directory for each console.  These directories will be generated at the System Control Computer (SCC).

7. Line Directory - Shows all the physical lines within the system. Each entry is uniquely identified with a 5 digit number.

8. Speed Dial Directory - Contains all of the telephone numbers contained within the system along with their description.  This directory can contain up to 10,000 entries, where each entry is uniquely identified with a 5 digit number.

9. Conference Directory - Shows all preset and meet-me conferences contained within the system.

10. Traffic Management Screen - Shows the ongoing conferences and the lines on hold.  Conferences that are administered by the specialist at each console will appear at the top of his/her screen.

11. Console Edit Menu - Allows the specialist to plan a new conference or to edit a preset and meet-me conference before starting the conference.

12. Conference Control Menu - Shows the parties of the selected (ongoing) conference.

2.8 Abbreviations, Acronyms, Symbols

A
Availability

ACD
Automatic Call Director

AF
Airway Facilities

AFSS
Automated Flight Service Station

AMS
Acquisition Management System

ANSI
American National Standards Institute

ARTCC
Air Route Traffic Control Center

ASHRAE
American Society of Heating, Refrigeration and Air conditioning Engineers, Inc.

ASTM
American Society for Testing and Materials

AT
Air Traffic

ATA
Air Transport Association

ATC
Air Traffic Control

ATCSCC
Air Traffic Control System Command Center

ATCT
Air Traffic Control Tower

ATSS
Airway Transportation System Specialist

BCATS
Bar Code Asset Serial Number Symbology

BWM
Bandwidth Manager

CAI
Contract Acceptance Inspection 

CCS
Conference Control System

CFR
Code of Federal Regulations

CM
Configuration Management

COI
Critical Operational Issues

COTS
Commercial Off-The-Shelf

DA
Direct Access

DOT
Department of Transportation

DSN
Defense Switch Network

DT
Development Test

FAA
Federal Aviation Administration

FAATSAT
FAA Telecommunications Satellite System

FTI
FAA Telecommunications Infrastructure

FTS
Federal Telecommunications Service

GFE
Government Furnished Equipment

GPS
Global Positioning System

HFDG
Human Factors Design Guide

HHA
Health Hazard Assessment 

HS
Headset and/or headset

HTS
Hazard Tracking System 

IAW
In accordance with

IA
Indirect Access

IC
Intercom

ID
Identification

IEEE
Institute of Electrical and Electronics Engineers

IOC
Initial Operational Capability

ISD
In-Service Decision

JAI
Joint Acceptance Initiative

LINCS
Leased Interfacility Network Communications System

MSDS
Material Safety Data Sheets

LRU
Line Replaceable Unit

LS
Loudspeaker

MSDS
Material Safety Data Sheets

MTBCF
 Mean Time Between Critical Failures

MTTR
 Mean Time To Repair

NAS
National Airspace System

NBAA
National Business Aviation Association

NEPA
National Environments Policy Act

NFPA
National Fire Protection Association

NIMS
NAS Infrastructure Management System

NWS
National Weather Service

OMB
Office of Management and Budget

OT
Operational Test

O&SHA
Operating & Support Hazard Analysis

P3I
Pre Planned Product Improvements

PAT
Production Acceptance Test

PIN
Personal Identification Number

PHA
Preliminary Hazard Analysis

PSTN
Public Switched Telecommunications Network

PTT
Push-to-talk Device

QAP
Quality Assurance Program

RMM
Remote Maintenance Monitoring

SAT
Site Acceptance Test

SHA
System Hazard Analysis

SPO
Strategic Plan of Operation

SPT
Strategic Planning Team

SSHA
Sub-System Hazard Analysis 

SSPP
System Safety Program Plan

STD
Standard

ST&E
System Test and Evaluation

TOP
Time-On-Position

TMU
Traffic Management Unit
TRACON
Terminal Radar Approach Control

T&E
Test and Evaluation

UI
User Interface
UTC
Universal Time Coordinated (based upon ZULU time)

VTS
Voice Telephone System

VRTM
Verification Requirements Traceability Matrix

WJHTC
Williams J. Hughes Technical Center

2.9 Definitions

	Add Conference:  Allows a user to rejoin the last conference participated in.

	Ad-hoc Conference:  An on-demand conference whose participants all have the same PIN number.

	Barging:  The ability to obtain access to an established conference and listen to or transmit voice communications on any console from another console.

	Call Screening: The capability to select and answer a call in the queue out of sequence.

	Configuration:  The specific set-up of an operational console in regard to ring lists, home pages, call reception, dialing capability, and the user’s assigned duties

	Configuration maps:  Stored groupings of console configurations.

	Console:  The physical CCS equipment (e.g., display, audio jacks, keypad function, screen selection function, alpha-numeric input function, footswitch, speaker, etc).  A console is housed in a position.

	Device:  A handset or headset.

	Direct Access (DA) Selector:  Single action screen selection that represents codes and/or functions necessary to make the communication.

	Double Touch (switch):  An switch action which requires two touches/initiations to execute a function.

	Error:  An abnormal operation of software.

	Failure:  TOM/DEFINITION

	Fault:  An abnormal operation of hardware

	Functionality:  An operational requirement that does not imply the technical solution used to provide the stated operation.

	Host Console:  A console located in a permanent position within the facility.
Latching (switch):  A switch action whereby after actuation of a function, upon release, the switch remains in the new state.

	Legacy:  An FAA NAS system that is currently in operation.

	Indirect Access (IA):  Individual inputting of specific codes or code sequences required to make communication.

	Malfunction:  A failure of system hardware.

	Meet-Me Conference:  A pre-set (date/time/participants) conference accessible by dialing a pre-established telephone number and entering a user-specific PIN.

	Mute:  The capability to listen to voice communications and control the transmit function so the other party will not hear any unwanted conversation or background noise.

	Non-Latching (switch):  A switch action whereby after actuation of a function, upon release, the switch returns to the previous state.

	Position:  The furniture that houses consoles.  A position may house multiple consoles.

	Preset Conference (Blast-Out Conference):  A conference whose participants are pre-established.

	Progressive Conference:  A conference to which participants can be added or deleted as necessary as the conference progresses.

	Remote Console:  A portable wireless device that remotely provides full functionality of the configured host console.
Specialist:  The Air Traffic Specialist who operates CCS consoles.

	Telecommunications:  Two-way voice communications.

	Telecommunications Data:  Includes but is not limited to phone numbers, call lists, conference information, caller ID numbers, and audio routing.

	User:  The Air Traffic Specialist, Airway Facilities (maintenance) Specialist, Supervisor, or other personnel who operates CCS equipment.

	User Interface:  Hardware, software, and human activity that defines the interaction between a participant and computer system making one compatible with the other. For example, console components, (display, audio jacks, keypad function, screen selection function, alpha-numeric input function, footswitch, speaker, etc.) are used to input information into a system or to make an input to a system function.

	Ziptone:  Momentary audio notification.


APPENDIX A - VERIFICATION REQUIREMENTS TRACIBILITY MATRIX (VRTM)
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