                                                                                                            DTFA01-02-R-00049

                                                                                                                         Attachment 9


[image: image1.wmf]
Geostationary Communication and 

 Control Segment
Safety Assurance Process Requirements
30 April 2002
Federal Aviation Administration

1250 Maryland Avenue, SW.

Washington, DC  20024

Table of Contents













41.  Introduction


52.  References


63.  Safety Assurance Process Overview


94.  General Safety Assurance Process Requirements


125.  Program Plans and Standards Safety Assurance Process Requirements


146.  Segment and Component Specifications, Requirements, and Designs Safety Assurance Process Requirements


167.  Segment Safety Assessment Safety Assurance Process Requirements


238.  Component Implementation Safety Assurance Process Requirements


249.  Segment Integration Safety Assurance Process Requirements


2510.  Glossary




List of Figures
8Figure 3-1:   Segment Development and Safety Assurance Process Model


17Figure 7-1: Hazardously Misleading Information Safety Assessment Process







1.  Introduction

This document describes the GEO Communications Control Segment (GCCS) safety assurance process and provides requirements for obtaining FAA safety assurance approval of the GCCS. This document is organized as follows:

· Section 1 provides introductory text.

· Section 2 provides a list of references.

· Section 3 provides an overview of the safety assurance processes.

· Sections 4 through 9 identify safety assurance process requirements as follows:

· Section 4 identifies general requirements related to safety assurance approval.

· Section 5 identifies safety assurance process requirements for program plans and standards.

· Section 6 identifies safety assurance process requirements for segment specification, requirements, and designs.

· Section 7 identifies safety assurance process requirements for the segment safety assessment.

· Section 8 identifies safety assurance process requirements for component implementation.

· Section 9 identifies safety assurance process requirements for segment integration.

· Section 10 provides a glossary for terms used in this document.

Validation, verification, configuration control, and quality assurance requirements are captured within the sections listed above for the artifacts that satisfy the requirements of those respective sections.  Also captured within their respective sections are the artifacts required for safety assurance audit/review.

The terms "artifact" and "artifacts" are used throughout this document and in the requirements to mean data, documents, hardware, software, any other development products and by-products, or a combination of these, which are produced as a result of satisfying the requirement.  The term “safety” is used throughout this document to refer to integrity and continuity of WAAS signals to the aircraft users.  It does not refer to OSHA type issues.

2.  References

The following are referred to in this document:

a.  U.S. Nuclear Regulatory Commission, Publication NUREG-0492, "Fault Tree Handbook", January 1981.

b.  Society of Automotive Engineers (SAE), Aerospace Recommended Practice (ARP) 4761, "Guidelines and Methods for Conducting the Safety Assessment Process on Civil Airborne Systems and Equipment", December 1996.

c.  SAE ARP 4754, "Certification Considerations for Highly-Integrated or Complex Aircraft Systems", November 1996.

d.  RTCA document DO-178B, "Software Considerations in Airborne Systems and Equipment Certification", December 1, 1992.

3.  Safety Assurance Process Overview

This section provides an overview of the GCCS safety assurance process in conjunction with GCCS development.  This section contains narrative to help the reader understand the derivation of safety assurance process requirements in later sections.

Segment development can generally be thought of as consisting of nine major processes:

· program plans and standards development;

· segment and component specifications, requirements, and designs capture;

· segment safety assessments;

· component implementation;

· segment integration;

· acceptance;

· verification and validation;

· configuration control; and

· quality assurance.

Verification and validation, configuration control, and quality assurance can be thought of as subsidiary processes to the other processes in the list (except that verification and validation do not apply to the acceptance process.)  In other words, they are on-going throughout the program, utilizing the results of the other processes, and feeding back change requirements to the other processes.  This is just one conceptual model, which programs may modify to fit their particular needs and working methods.  However, this model is useful in illustrating the safety assurance process.  GCCS safety assurance process requirements will be described in conjunction with the model. 

GCCS safety assurance consists of a series of reviews of the products from GCCS development.  GCCS safety assurance can be viewed as consisting of the following major processes:

· plans and standards safety assurance audits/reviews;

· segment and component specifications, requirements, and designs safety assurance audits/reviews;

· segment safety assessment safety assurance audit/reviews;

· component implementation safety assurance audit/reviews; and

· segment integration safety assurance audits/reviews.

During each audit/review above, verification and validation procedures and results from the corresponding development process, configuration conformity of the artifacts under review, and quality assurance activities performed during the corresponding development process, as well as the primary products of the corresponding development activity are assessed for safety assurance acceptability.

For safety assurance, the contractor produces the artifacts for each development process.  The contractor then verifies and/or validates the artifacts, assures that the artifacts are placed under configuration control, and performs quality assurance reviews on its processes and artifacts, including configuration activities, and verification and validation activities.  The FAA performs reviews of each item above, providing feedback as to acceptability per this document, and reasons for disapproval and rejection.

Figure 3-1 diagrams the segment development process coupled with the safety assurance processes as outlined above.  Arrows in Figure 3-1 indicate the relationships between subprocesses by indicating the flow of products and data between them.  For simplicity, feedback paths are not shown.  However, the processes may be iterative as needed.  
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Figure 3-1:   Segment Development and Safety Assurance Process Model

4.  General Safety Assurance Process Requirements

This section presents general GCCS safety assurance process requirements:

a.  Verification of artifacts submitted for FAA safety assurance audit/review may be preceded by informal verification during development.  In fact, early coordination between  the contractor and the FAA during development of artifacts is encouraged in order to obtain early feedback as to the acceptability of the artifacts.  However, to avoid safety assurance audit/review efforts directed at a "moving target", any artifact to be delivered or inspected on-site for FAA safety assurance audit/review shall be placed under configuration control prior to the artifact undergoing formal verification for credit.  For example, if a design is to be verified and the design and its verification are to be submitted for safety assurance audit/review, the design, the requirements against which it is being verified, and the verification results will be placed under configuration control with a unique identifier.  Correction of discrepancies and failures discovered during contractor verification or FAA audit/review of a baseline shall result in a new baseline.  A baseline is a set of configuration controlled artifacts (e.g., data, documents, hardware and software components, etc.) that represent the segment configuration at a specific point in time. As various inputs into the configuration of the segment are being reviewed incrementally, incremental baselines that affect these various areas of review consist of the artifacts necessary to complete the review.

b.  The contractor shall provide a list (configuration index) of artifacts submitted for FAA safety assurance audit/review showing each artifact's configuration control status.  The list shall include the artifact's title, identification (such as a drawing number and revision), audit/review status, and the artifact type (such as "GCCS safety processor hardware design schematic").  The FAA will proceed with its safety assurance audit/review only when the artifacts submitted are identified as being under configuration control.

c.  The contractor shall provide a summary of any discrepancies in the artifacts submitted for FAA safety assurance audit/review.  The summary shall note whether there are discrepancies, the nature of the discrepancies, and rationale as to why the discrepancies should be accepted by the FAA.  Acceptance of discrepancies is at the option of the FAA.  The contractor is encouraged to inform the FAA as early as possible about discrepancies, and to coordinate with FAA as early as possible as to whether the discrepancies can be accepted.

d.  For the final safety assurance audit/review of the segment by the FAA, the contractor shall provide a list (configuration index) of the artifacts comprising the segment (e.g., including physical components making up the segment), its development (e.g., including plans, standards, specifications, requirements, and designs), and its validation and verification (e.g., including analyses, validation data, verification procedures, and verification results), showing each artifact's configuration control status. The list shall include the artifact’s type and a unique configuration identification (such as a drawing number and revision).  The list shall also provide the status of FAA safety assurance review/audit of each artifact and an identification of the means (e.g., FAA letter) by which safety assurance of the artifact was closed.  The list may be a compilation of previous lists from Section 4.b above.

e. For the final safety assurance of the segment by the FAA, the contractor shall provide a summary of all discrepancies, their FAA audit/review and agreement status, and the means (e.g., FAA letter) of accepting the discrepancy.

f.  FAA will, after coordinating with the contractor, periodically perform on-site reviews and audits of ongoing processes, including, but not limited to, reviews of drawings and documents, configuration management systems, quality assurance logs, corrective action tracking, development activities, and verification activities and results.  FAA will submit a report on the results of its reviews and audits within thirty calendar days after completion of the review or audit.  The report will provide a description of the review or audit, the results, including discrepancies and action items, and a status of the item under review, with progress metrics if feasible.  After coordination with FAA, the contractor shall provide facilities for these periodic on-site reviews and audits, and shall make knowledgeable personnel available as needed and as coordinated beforehand.  The purpose of such periodic reviews and audits is to provide early feedback from FAA to the contractor as to the acceptability of artifacts for FAA safety assurance.  They should be conducted with as little impact on the contractor's day to day development activities as possible.  These periodic reviews and audits may also be requested by the contractor, but will be at FAA discretion based on available funds and resources.


g.  The contractor shall submit the configuration indices specified in this section to the FAA for review.  The contractor shall submit the discrepancy summaries specified in this section to the FAA for safety assurance review and approval.

h.  Unless specifically precluded in the requirement, wherever a requirement states that an item "shall" be included in a report or document, the item may alternately reside in a different artifact, or artifacts, and be referenced, as long as the referenced item is also placed under configuration control as part of the baseline for the artifacts being reviewed.

i.  Artifacts (specific data, documents, hardware, software, any other development products and by-products) to be submitted for safety assurance audit/review shall be identified and agreed with FAA at the beginning of the safety assurance program.  This document contains within the requirements a general definition of each artifact required for safety assurance review and approval, and the contents of each where they can be feasibly identified.  

j.  All software artifacts produced for the program and their verification, configuration management, and quality assurance processing shall conform to RTCA/DO-178B criteria for their assigned software assurance level.

k.  The contractor shall provide design data and/or documentation as needed to effect any required updates to the System Safety Architecture Description (SSAD) of the WAAS.  Required documentation will include GCCS safety requirement tracing based on the allocation of safety functions to the GCCS.
l. Throughout the requirements of this document, "required artifacts", where not explicitly specified, means the data, documents, results, standards, plans, procedures, drawings, reports, hardware, software, or any other development products and by-products, or a combination of these, which are produced in order to demonstrate that the requirements were satisfied.  For example, where a requirement calls for verification of an item, then verification procedures and results are artifacts required to demonstrate that the verification was carried out, and are thus "required artifacts."

5.  Program Plans and Standards Safety Assurance Process Requirements

This section presents the GCCS safety assurance process requirements for program plans and standards:

a.  The contractor shall develop plans to develop the segment and its components, validate and verify requirements, and to verify by analysis, review, walkthrough, inspection, and test that the GCCS and its components conform to specifications, requirements, and designs, and satisfactorily perform their intended functions.  This requirement includes:

 
(1)  A plan for verifying that the GCCS safety processor functions meet specifications, requirements, and designs, and satisfactorily perform their intended functions.

(2)  A plan or plans for verifying that all other GCCS components meet specifications, requirements, and designs, and satisfactorily perform their intended functions.

(3)  A plan for verifying that the integrated GCCS meets its specifications, requirements, and designs, and satisfactorily performs its intended functions.

A segment or component is generally shown to satisfactorily perform its intended function by testing that demonstrates that the item undergoing test meets its specifications and requirements for functionality, performance, safety, and interoperability.  However, in special circumstances where testing is not technically feasible, satisfactory performance of intended function may by shown by inspection or analysis.

b.  The contractor shall develop plans to control the configuration of artifacts satisfying the requirements of this document and for performing quality assurance actions which assure that plans, standards, and procedures are met.  This requirement includes:

(1)  A plan for controlling the configuration of all artifacts which are deliverable, required for safety assurance, required for acceptance, or instrumental in the development of these items.

(2)  A quality assurance plan for assuring that plans, standards, and procedures are adhered to and required tasks are performed.

c.  The contractor shall develop plans for documenting, tracking, and resolving failures and discrepancies that result from validation and verification activities (including reviews, walkthroughs, tests, and analyses), configuration reviews and audits, and quality assurance reviews and audits.

d.  The contractor shall develop standards for the development of hardware and software.


e.  The contractor shall verify all required artifacts in this section for correctness, accuracy, completeness, and conformance to program specifications, requirements, and standards.  Discrepancies and failures found during this verification shall be documented, corrective actions shall be proposed, and corrective action resolutions shall be tracked to implementation and closure.

f.  The contractor shall conduct reviews and audits to assure that required artifacts are produced in accordance with approved procedures, and that artifact configuration is properly controlled.  Discrepancies and failures found during these reviews and audits shall be documented, corrective actions shall be proposed, and corrective action resolutions shall be tracked to implementation and closure.

g.  The contractor shall make available all artifacts resulting from the satisfaction of the requirements specified in this section to the FAA for safety assurance audit/review.  Deliveries or on-site availability shall be coordinated with FAA.

6.  Segment and Component Specifications, Requirements, and Designs Safety Assurance Process Requirements

This section presents the GCCS safety assurance process requirements for specifications, requirements, and designs:

a.  The contractor shall identify the failures or environmental conditions by which the segment may generate or pass hazardously misleading information (HMI) to the aircraft. HMI is defined as the occurrence of an event in which a user position is underbound by WAAS corrections data for a period exceeding the specified time-to-alarm period (see FAA-E-2892B Section 3.2.1.1.3 Integrity.)

(1) 
· 
· 

· 
· 

(a) 
(b) 
(c) 
(d) 
(e) 
(f) 
b.  The contractor shall design the GCCS safety computer to protect against HMI being passed to a user such that the probability of producing HMI allocated to the GCCS is no greater than the specified requirement.  The software components of the safety computer shall comply with the following RTCA DO-178B conditions for a monitoring function (tailored for GCCS application):

· Software Level: RTCA DO-178B, Level B.

· Segment fault coverage: Assessment of the segment error coverage of the safety computer will ensure that the design and implementation of the safety functions will be such that the errors that are intended to be detected will be detected under all necessary conditions.  Errors include any situation in which a user’s position error is underbound by the integrity data provided by WAAS.  The source of error may be any combination of hardware failures, software failures, segment noise or environmental noise.

· Independence of assured and non-assured functions: The assured functions of the GCCS will not be rendered ineffective (i.e., allow HMI to pass with an unacceptable probability of occurrence) by the same failure condition that causes the hazard.

The contractor shall conduct an analysis of the safety functions to ensure that the segment does not produce HMI under faulted conditions or under non-faulted conditions, where under faulted conditions HMI is induced by hardware or software failures and where under non-faulted conditions HMI is induced by noise in the environment or noise in the segment when operating fault-free.  Any fault conditions that have a potential of inducing HMI shall be determined negligible or shall be monitored such that they are compliant with the allocated GCCS HMI requirement.











	
	
	

	
	
	

	
	
	
















d.  The contractor shall develop procedures to verify the requirements and designs.

e.  The contractor shall verify that all segment and component requirements meet the specifications and that all designs meet the requirements, and produce verification results.  The contractor shall verify that all specifications are traceable to requirements and that all requirements are traceable to designs, and requirements are traceable to test procedures. Discrepancies and failures found during verification shall be documented, corrective actions shall be proposed, and corrective action resolutions shall be tracked to implementation and closure. Requirements and designs shall be revised to document requirements and design deficiencies discovered during the design process, implementation, test, and analysis.

f.  The contractor shall verify all required artifacts in this section for correctness, accuracy, completeness, and conformance to program specifications, requirements, and standards.  Discrepancies and failures found during this verification shall be documented, corrective actions shall be proposed, and corrective action resolutions shall be tracked to implementation and closure.

g.  The contractor shall conduct reviews and audits to assure that required artifacts are produced in accordance with approved procedures, and that artifact configuration is properly controlled.  Discrepancies and failures found during these reviews and audits shall be documented, corrective actions shall be proposed, and corrective action resolutions shall be tracked to implementation and closure.

h.  The contractor shall make available all artifacts resulting from the satisfaction of the requirements specified in this section to the FAA for safety assurance audit/review. Deliveries or on-site availability shall be coordinated with FAA.

7.  Segment Safety Assessment Safety Assurance Process Requirements



This section presents the process of performing and completing the HMI segment safety assessments (SSAs) as a WAAS safety assurance requirement.  Figure 7‑1 presents the activities and data flows between activities for the GCCS HMI SSA process.
Reference a provides a tutorial on the development of a fault tree analysis (FTA).  Reference b also provides a tutorial on the development of a FTA, as well as tutorials on the development of a failure modes and effects analysis (FMEA) and a failure modes and effects summary (FMES).  
The inputs into the HMI SSA are the GCCS architecture and all component functions.  In order to provide valid inputs into the HMI safety assessment, component architectural and functional descriptions, and segment architectural and functional descriptions should be up-to-date, complete, correct, and accurate.  This requires completing all designs prior to the completion of the process.
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Figure 7-1: Hazardously Misleading Information Safety Assessment Process

The HMI SSA requirements are defined below:


(1) 
(2) 
(3) 
(4) 
· 
· 
· 
(5) 
a. The contractor shall complete the segments of the WAAS HMI fault tree structure associated with the GCCS utilizing segment architecture design, hardware component designs, and software component designs.  The contractor shall develop the GCCS segments of the WAAS HMI fault tree in accordance with the following basic rules for rigorous development of fault trees:

(1)  Determine the segment boundary and analyze within that boundary.

(2)  Immediate cause rule: When analyzing a fault (including the top level failure condition), determine immediate, necessary, and sufficient causes.

(3)  Write the statements that are entered in the event boxes as faults: state precisely what the fault is and when it occurs.

(4)  If the answer to the question, “Can this fault consist of a component failure?” is “Yes,” classify the event as a “state-of-component fault.”  If the answer is “No,” classify the event as a “state-of-segment fault." 

(5)  "No miracles" rule:  If the normal functioning of a component propagates a fault sequence, then it is assumed that the component functions normally.

(6)  All inputs to a particular gate should be completely defined before further analysis of any one of them is undertaken. (This rule is not mandatory but is a recommended practice.) 

(7)   Gate inputs shall be properly defined fault events, and gates shall not be directly connected to other gates.

b.  The contractor shall develop a process to resolve integrity issues on the GCCS segments of the fault tree.  Methods for issue resolution/mitigation include design changes or qualitative assessments, or a combination thereof.

(1) 
(a) 
(b) 
(c) 
(d) 
(e) 
(f) 
c.  The contractor shall complete a physical (hardware) FMEA to determine hardware failure modes that would contribute to HMI, and the corresponding failure rates:

(1) The FMEA shall be a functional FMEA where feasible.  Piece-part FMEAs shall be performed where the functional FMEA does not provide sufficient information to determine failure rates or where the conservative failure rates from the functional FMEA will not allow the component to meet its failure probability budget.

 (2)  Where only a component total failure rate is known (e.g., from manufacturer's data for an off-the-shelf component), the contractor shall not divide the failure rate by the number of component outputs.  Due to the likelihood that some elements within the component are common to all component outputs, failure rates for each output shall be assumed to be equal to the total component failure rate unless it is demonstrated to be otherwise.

 (3)  The FMEA data shall conform to References b and c and shall include the following:

(a)  A unique identifier allowing the FMEA to be referenced by the FTA and other documents and analyses.

(b)  An introduction containing a brief statement about the purpose and the objective of the FMEA.

(c)  A brief overview of segment or component operation and a block diagram.

(d)  A section describing the analysis approach (this section shall include a description of how the analysis was performed, definitions of the levels used, and a listing of pertinent assumptions).

(e)  A complete listing of the results of the FMEA.

(f)  Identifying part numbers and revision status of hardware and firmware analyzed.

(g)  Appendices or references to other data/documents which shall also include the following items:

(i)  Drawings or schematic diagrams.

(ii)  Any failure mode distributions for lower level components defined during analysis or obtained from other sources (include justification for all modes considered).

(iii)  A list of failure rates and failure rate sources used in the analysis.

 (4)  Results from the FMEA shall be consolidated in a failure modes and effects summary (FMES) to show total failure rate for each hardware basic event in the HMI fault tree.  A FMES is an aid that can be used to simplify the FTA by reducing the number of OR-gates at the lowest fault tree level and by combining the effects of item and installation failures that have the same effect as one single event.  A FMES need not necessarily be a separate analysis; it can be done as a part of the FMEA.  The FMES may be an integral part of the FMEA rather than a separate document.  A FMES is a summary of lower level failure modes with the same effects from the FMEA.  The failure effects from the FMEA are failure modes for the FMES.  The higher level effect is listed in the effect column of the FMES.  Identical failure effects from the FMEA are categorized as one mode in the FMES.  The failure rate for each failure mode in the FMES is the sum of the failure rates coming from the failure modes of the individual FMEA(s).   The FMES data shall conform to the data provided in Reference b and shall include the following:

(a)  A brief description of the segment or item being analyzed, giving design philosophy, including monitoring devices and principle design features (this should be supported by suitable diagrams, schematics, and block diagrams).

(b)  A listing of primary and secondary segment or item functions.

(c)  A list of references, part numbers, and revision identification to identify the hardware and firmware releases analyzed.

(d)  A section containing a concise description of the results of the analysis.

(e)  A list of failure rate sources.

(f)  References to FMEAs used to generate the FMES.

d.  The contractor shall calculate and obtain failure rates for CRC checks and algorithms that are captured in the GCCS segments of the HMI fault tree, to include documentation of the conditions under which this performance is achieved and the basis for why these conditions are satisfied.

e. The contractor shall verify that the GCCS segments of the HMI fault tree structure correctly and accurately reflects the segment architecture and functionality. 


f.  The contractor shall assess the GCCS segments of the HMI fault tree for latent failures, and exposure and "at-risk" times, per Reference b, that do not conform to the approach exposure specification, and provide correct exposure and "at risk" times for basic events identified in this assessment.  A failure is latent until corrective action is taken such that the failure effect is mitigated.







g.  The contractor shall support the Prime Contractor's  common cause analysis (CCA) update. This effort is conducted per Reference b.

h.  The contractor shall develop verification procedures for the artifacts described in this section, and shall verify all required artifacts in this section for correctness, accuracy, completeness, and conformance to program specifications, requirements, and standards.  Discrepancies and failures found during this verification shall be documented, corrective actions shall be proposed, and corrective action resolutions shall be tracked to implementation and closure.

i.  The contractor shall conduct reviews and audits to assure that required artifacts are produced in accordance with approved procedures, and that artifact configuration is properly controlled.  Discrepancies and failures found during these reviews and audits shall be documented, corrective actions shall be proposed, and corrective action resolutions shall be tracked to implementation and closure.

j.  The contractor shall make available all artifacts resulting from the satisfaction of the requirements specified in this section to the FAA for safety assurance audit/review. Deliveries or on-site availability shall be coordinated with FAA.









































8.  Component Implementation Safety Assurance Process Requirements

This section presents the GCCS safety assurance process requirements for component implementation:

a.  The contractor shall develop test procedures to verify that each component meets its requirements and specifications, and satisfactorily performs its intended functions.

b.  The contractor shall perform component testing to show that the components meet their requirements and specifications, and satisfactorily perform their intended functions.

c.  The contractor shall implement and verify safety function software in compliance with RTCA DO-178B Level B requirements.  

d.  The contractor shall verify all required artifacts in this section for correctness, accuracy, completeness, and conformance to program specifications, requirements, and standards.  Discrepancies and failures found during these reviews and audits shall be documented, and corrective actions or other resolution shall be tracked to implementation and closure.

e.  The contractor shall conduct reviews and audits to assure that required artifacts are produced in accordance with the contractor’s approved procedures, and that artifact configuration is controlled.  Discrepancies and failures found during these reviews and audits shall be documented, and corrective actions or other resolution shall be tracked to implementation and closure.

f.  The contractor shall make available all artifacts resulting from the satisfaction of the requirements specified in this section to the FAA for safety assurance audit/review. Deliveries or on-site availability shall be coordinated with FAA.

g.  FAA may witness any formal tests performed by the contractor for safety assurance credit, at FAA discretion.  The contractor shall coordinate with FAA for test witnessing and shall provide FAA with at least fifteen days notice of test initiation for formal tests.

9.  Segment Integration Safety Assurance Process Requirements

This section presents the GCCS safety assurance process requirements for segment integration:

a.  The contractor shall develop a process to demonstrate that the integrated components satisfactorily perform their intended functions.

b.  The contractor shall execute the integration process to demonstrate that the integrated components satisfactorily perform their intended functions.

c.  The contractor shall develop test procedures to verify that the integrated GCCS meets its requirements and specifications, and satisfactorily perform its intended functions. 

d.  The contractor shall perform GCCS segment-level testing to show that the GCCS meets its requirements and specifications, and satisfactorily performs its intended functions.
e.  The contractor shall support planning, execution, evaluation, and documentation of WAAS system-level testing to show that the WAAS meets its requirements and specifications, and satisfactorily performs its intended functions.
f.  The contractor shall verify all required artifacts in this section for correctness, accuracy, completeness, and conformance to program specifications, requirements, and standards.  Discrepancies and failures found during segment level test shall be documented, and corrective actions or other resolution shall be tracked to implementation and closure.

f.  The contractor shall conduct reviews and audits to assure that required artifacts are produced in accordance with approved procedures, and that artifact configuration is controlled.  Discrepancies and failures found during these reviews and audits shall be documented, and corrective actions or other resolution shall be tracked to implementation and closure.

g.  The contractor shall make available all artifacts resulting from the satisfaction of the requirements specified in this section to the FAA for safety assurance audit/review. Deliveries or on-site availability shall be coordinated with FAA.

h.  FAA may witness any segment level tests performed by the contractor for safety assurance credit, at FAA discretion.  The contractor shall coordinate with FAA for segment level test witnessing and shall provide FAA with at least fifteen days notice of test initiation for formal tests.

10.  Glossary

Audit - An independent examination of the product life cycle processes and their outputs to confirm required attributes.

Baseline - The approved, recorded configuration of one or more configuration items, that thereafter serves as the basis for further development, and that is changed only through change control procedures.

Configuration control - (1) The process of identifying and defining the configuration items of a segment, controlling the release and change of these items throughout the product life cycle, recording and reporting the status of configuration items and change requests and verifying the completeness and correctness of configuration items. (2) A discipline applying technical and administrative direction and surveillance to (a) identify and record the functional and physical characteristics of a configuration item, (b) control changes to those characteristics, and (c) record and report change control processing and implementation status. Configuration control includes: (1) the process of recording, evaluating, approving or disapproving and coordinating changes to configuration items after formal establishment of their configuration identification or to baselines after their establishment, and (2) the systematic evaluation, coordination, approval or disapproval and implementation of approved changes in the configuration of a configuration item after formal establishment of its configuration identification or to baselines after their establishment.

Hazardously misleading information (HMI) - The occurrence of an event in which a user position under worst-case conditions is underbound by WAAS corrections data for a period exceeding the specified time-to-alarm period (see FAA-E-2892B 3.2.1.1.3 Integrity).

Quality assurance - The process of assessing the product development, configuration control, validation, and verification processes and their outputs or artifacts to obtain assurance that the process requirements are satisfied, that deficiencies are detected, evaluated, tracked and resolved, and that the product and product life cycle data conform to safety assurance process requirements.  Quality assurance provides confidence that the product life cycle processes produce a product that conforms to its requirements by assuring that these processes are performed in compliance with the approved plans and standards.

Traceability - The evidence of an association between items, such as between process outputs or artifacts, between an output or artifact and its originating process, or between a requirement and its implementation.

Validation -The process of determining that the requirements are the correct requirements and that they are complete.

Verification - The evaluation of the resulting artifacts of a process to ensure correctness and consistency with respect to the inputs and standards provided to that process.  Verification includes review, audit, walkthrough, analysis, inspection, and/or test, as most appropriate for the artifact undergoing verification.
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