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1 Overview

The FAA requires a Geostationary Satellite (GEO) to ensure the coverage and availability of the Wide Area Augmentation System (WAAS) Signal-In-Space (SIS).   

1.1 General Intention.

This SOW describes the effort to be performed by the Contractor to provide a Geostationary Communication and Control Segment (GCCS) that will provide service in support of the current Federal Aviation Administration’s (FAA) Wide Area Augmentation System (WAAS). The Contractor shall be responsible for the design, development, test, integration, delivery, transition to operations, and maintenance and operations necessary to provide the SIS waveform for the period of performance defined in Section B of this contract and as specified by the GCCS Specification, FAA-E-2963. The GCCS shall consist of two Ground Earth Stations (GES) and a GEO satellite with a hosted navigation payload referred to as a GEO Satellite Payload (GSP).  The GCCS will function similarly to the current WAAS GEO Communications Subsystem (GCS) but will have the additional capability of providing two WAAS Signals-in-Space (SIS), L1 and L5, with specifications similar, but not identical, to the current L1 SIS. It is the intent of this SOW to lease from the Contractor the generation and transmission of the WAAS (L1 and L5) SIS waveform and all related GES equipment/facilities.    

1.1.1 Current WAAS GCS

The current WAAS GCS is comprised of four GEO Uplink Subsystems (GUSs), located at three diverse GESs, servicing two GEOs.  Each GUS performs the function of transmitting the WAAS waveform to its pre-selected GEO.  Each GEO is serviced by two GUSs (one as the Primary and the other as the Backup) and these GUSs are separated by at least 300 miles. The two GUSs and the associated GEO are referred to as a GCS.   Key equipment at each GUS includes a GUS Processor (GP), a Safety Computer (SC), a Signal Generator (SG), and an RF Uplink (RFU). The SC generates the WAAS message for transmission. The SG and RFU translate the WAAS messages into the WAAS SIS waveform and transmit the SIS to the GEO satellite on a C-band (C-up) uplink. Each GUS also contains an antenna and GUS Receiver for reception of the GEO C-down and L1 message broadcast. 

1.1.2 GCCS

The GCCS to be provided under this SOW will interface with the existing WAAS terrestrial infrastructure in order to provide the WAAS L1 and L5 Signals-in-Space (SIS) in accordance with the GCCS Specification, FAA-E-2963. The GCCS will consist of two major components, a GEO Satellite Payload (GSP) and two GEO Uplink Subsystems (GUS-TYPE 1) specifically designed for operation with the GSP. The “TYPE 1” designator is used within this document to distinguish the GUS to be delivered under this SOW from the GUS facilities currently in operation.  The GSP will be a dual channel transponder hosted on a commercial GEO satellite that provides  global L band downlink frequency coverage to all points in view of the satellite with a global beam. Each GUS-TYPE 1 will interface to the WAAS Master Stations (WMSs) via a Terrestrial Communications Network (TCN) provided by the Government.  The GUS-TYPE 1 RF uplink interface frequency to the GSP will be determined by the Contractor. The GSP will broadcast the WAAS L1 navigation messages, based on requirements already developed for the existing WAAS GEOs and changes reflected in the current specification.  The GSP will also broadcast a WAAS L5 signal. The GUS-TYPE 1 will also consist of an L5 Signal Generator and a WAAS L5 receiver which the Contractor will design and build. The Safety Computer used in the current GUS is not available to the Contractor.  Therefore the Contractor will also be required to provide a new Safety Computer as part of the GUS-TYPE 1 architecture. 

1.1.3 WAAS Integration 

This SOW also addresses the integration requirements of the GEO with the current WAAS system. The GCCS Contractor shall be responsible for the integration of the GCCS into the existing WAAS system.  The Contractor shall closely coordinate integration activities with the WAAS Prime Contractor.  All work activities and costs incurred by the WAAS Prime Contractor on this effort will be borne by the Government via the existing WAAS Contract.  However, integration and work activities required by the WAAS Prime Contractor shall be defined by the GCCS Contractor and provided to the Government at least 60 days in advance of the need date in order for the Government to direct the WAAS Prime Contractor to perform the work under the WAAS Contract.  The SOW section 3.6 and the FAA–E-2963 GCCS Specification define the integration requirements of the GCCS with the current WAAS.  

1.2 General Requirement

The Contractor shall provide all labor and material required for the development and operation of the GCCS in such a manner that the SIS is available and maintained in accordance with FAA-E-2963.  The SIS is a continuous service necessary to provide a safety of life signal to aircraft for navigation and landing use 24 hours a day, seven days a week, 365 days per year.  

The Contractor shall provide services from a transponder payload on a geosynchronous satellite that will broadcast L1 and L5 signals.

The Contractor shall provide: a) design, engineering and development of the GCCS; b) all GUS-TYPE 1 components and equipment including L1 and L5 Signal Generator, the WAAS L5 receiver and the Safety Computer equipment and operating system; c) lease of GEO uplink communication channel services and GEO L1 and L5 Navigation Transponder services; d) lease of all ground based facilities, components and equipment; e) total operation and maintenance of the GCCS; and f) management, operation, maintenance, monitoring, and logistics support of the uplink/downlink service. 

2 Applicable Documents 

The following specifications, handbooks, orders, standards, and drawings form a part of this SOW and are applicable to the extent specified herein. The latest version of these documents as of the contract award date will apply. In the event of conflict between this SOW and any of the applicable documents cited below, the provisions of this SOW will apply.

a.
Copies of FAA specifications and interface documents may be obtained from the Federal Aviation Administration, Headquarters Public Inquiry Center APA-230, 800 Independence Avenue SW, Washington, DC 20591, 202-267-3484. Requests must fully identify the material desired and cite the SIR/RFO or contract number.

b.
Requests for copies of documents not covered in the preceding paragraph should be addressed to the Contracting Officer. Requests should fully identify material desired and cite the SIR/RFO or contract number.

c.
Military Standards and Specifications can be ordered from the Department of Defense Single Stock Point (DODSSP), Building 4/Section D, 700 Robbins Avenue, Philadelphia, PA 19111-5098. Information is available at website: http://www.dodssp.daps.mil.
d.
Copies of ANSI/ASQC-Q-9001-1994 and ISO 9000-3 can be obtained from the following source: American Society for Quality Control, l 611 East Wisconsin Avenue, P.O. Box 3005; Milwaukee, Wisconsin 53201-3005. Phones: (414) 272-8575 or (800) 248-1946. The Fax is: (414) 272-1734.

e. Copies of the Acquisition Management System Test and Evaluation Process Guidelines are available in the FAA Acquisition System Toolset (FAST). The on-line internet address of FAST is: http://FAST.faa.gov.

f. Copies of ARPs 4754, 4761 may be ordered from SAE international: 400 Commonwealth Drive, Warrendale, PA 15096-001.

2.1 FAA Documents 

a. FAA Order FAA Information Systems Security Program 1370.82.

b. FAA Order FAA Physical Security 1600.69.

c. FAA-STD-025D   Preparation Of Interface Documents   (10/95).

d. FAA-STD-026A NAS Software Development (06/01/2001).

e. Wide Area Augmentation System Geostationary Communication and Control Segment (GCCS) Specification, FAA-E-2963.

2.2 Military Standards 

a. MIL-STD-973 Configuration Management (1995) Notice 3.

b. MIL-HDBK-881 Work Breakdown Structures (1/2/98).

c. MIL-HDBK-61A Configuration Management Guidance (7 February 2001).

d. MIL-STD-882D Standard Practice for System Safety (2/10/2000). 

e. MIL-STD-1472 Human Engineering Design Criteria (14 March 1989).

2.3 Other Documents 

a.
ANSI/ASQC   Quality Systems - Model for Quality Assurance in Q9001 Design, Development, Production, Installation, and Servicing.

b.
EIA/IS-649 National Consensus Standard for Configuration Management Practical Software Measurement, Version 2.1, March 27, 1996.

c.   State and Local Building Codes and Uniform Building Codes.  

d.
NFPA-70   National Electrical Code (NEC) National Fire Protection Association.

e.
RTCA/DO-178B Software Considerations in Airborne Systems and Equipment Certification, December 1, 1992.

f.
RTCA/DO-261 NAVSTAR GPS L5 Signal Specification, 14 December 2000.

g. Society of Automotive Engineers (SAE), Aerospace Recommended Practice (ARP) 4761, “Guidelines and Methods for Conducting the Safety Assessment Process on Civil Airborne Systems and Equipment”, December 1996.

h. SAE ARP 4754, “Certification Considerations in Airborne systems and Equipment Certification”, December 1, 1992.

3 Requirements 

The Contractor shall provide the WAAS Signal-In-Space leased services utilizing a transponder payload on a geosynchronous satellite that will broadcast L1 and L5 signals.

The Contractor shall provide, as a minimum, the following:

a. Design, engineering and development of the GCCS using software, firmware, communications media, and non-developmental item (NDI) hardware (referred to equipment hereafter).

b. All GUS-TYPE 1 components and equipment including L1 and L5 Signal Generator, the WAAS L5 receiver and the Safety Computer equipment and operating system.  The Government will provide the Satellite PRN assignment numbers and the Pseudorandom (PRN) code generation polynomials as GFI.

c. Lease of GEO uplink communication channel services and GEO L1 and L5 Navigation Transponder services;

d. Software to perform the functions defined in the GCCS Specification including development of all SC and GP application software in accordance with RTCA/DO-178B.  The SC application software shall be Level B and the GP software shall be Level D.

e. Routers (or Access Node Hubs) at the GUS-TYPE 1 to interface to the GFE TCN.  Each GUS-TYPE 1 shall have two access lines independently connecting to individual routers. 

f. Integration and test plan/procedures that assure proper communication between the GCCS and the existing WAAS WMS and O&M facilities.

g. Uplink ground facilities and required environmental assessments necessary for the operation of the GES. 

h. Management, operation, maintenance, monitoring, and logistics support of the uplink/downlink service. 

i. GUS-TYPE 1 sites located within CONUS with communications plan for connection to the existing TCS network.

3.1 GCCS Services

3.1.1 Uplink Services/GUS-TYPE 1

The Contractor shall provide, operate, and maintain uplink services at two GUS-TYPE 1 stations. The GUS-TYPE 1 will serve as the interface between the GCCS and WMS and O&M facilities. The GUS-TYPE 1 will terminate the communication lines that provide the interface to the WAAS TCN. 

The Contractor shall provide, operate, and maintain each uplink provided under this contract for the exclusive use of the WAAS.   

3.1.1.1 General Siting of GUS-TYPE 1

The Contractor shall locate the GUS-TYPE 1s at least 300 miles apart and within CONUS.  The facility shall have access to a Leased Interfacility NAS Communications System (LINCS) A-Node.

3.1.2 Signal Generator(s)

The Contractor shall provide WAAS SGs for the generation of the L1 and L5 waveforms consistent with the requirements contained within the GCCS Specification.  The Contractor shall provide a flexible design that permits either a single WAAS message to be modulated onto the L1 and L5 signals or separate independent WAAS messages for the L1 and L5 signals. 

3.1.3 Safety Computer

The Contractor shall develop SC hardware, operating system and application software (IAW RTCA/DO-178B Level B) that satisfies the requirements of operation, as contained within the GCCS Specification.  The application software will reside on the SC hardware and operating system.  The Contractor shall be responsible for the development, integration, and test of the application software.  The application software for the current Safety Computer equipment will be provided as GFI, as-is, without warranty. It is the Contractor’s risk to use any or all of this GFI material.

3.1.4 GUS Processor  

The Contractor shall develop GP hardware, operating system and application software (IAW RTCA/DO-178B Level D) that satisfies the requirements of operation, as contained within the GCCS Specification.  The application software shall reside on the GP hardware and operating system.  The Contractor shall be responsible for the development, integration, and test of the application software.  The Government will provide the current GP  software as GFI, as-is, without warranty. It is the Contractor’s prerogative to use any or all of this software for the required logical interface with the WAAS. The GP software interface requirements are contained in the Draft GCS Interface Requirements Specification, Section J, Attachment 8.  The Contractor shall work with the WAAS Prime Contractor in the generation of a Interface Control Document for the GCCS to WAAS, IAW Section 3.4.4.2.

3.1.5 WAAS L5 Receiver

The Contractor shall provide WAAS L5 Receiver for the reception and processing of the WAAS L5 SIS consistent with the requirements contained within the GCCS Specification.

3.1.6   Space Services

The Contractor shall provide one GSP, dedicated for sole use by the WAAS program, capable of broadcasting the WAAS L1 and L5 signals with signal characteristics as defined in the GCCS Specification.  The Contractor’s host satellite shall support this payload over the operational life of the satellite without support interruptions and without impacting the host itself or the other payloads on the satellite. The Contractor shall provide and maintain the GSP on-orbit.  

3.1.6.1 Tracking, Telemetry, and Control

The Contractor shall identify how operations information regarding satellite status, satellite orbital maneuver data and GEO initial position data will be conveyed between the Satellite Control Center (SCC) and the WAAS O&M facilities.  The current interface is described in ISDN WAAS Engineering Note Book, 1-2-25, provided in Section J, Attachment 10.

3.2 Program Management

3.2.1   Program Management Organization 

The Contractor shall establish and maintain a formal organization to manage the contract and subcontracts.  The Contractor shall develop and implement a Master Program Management Plan (MPMP) to efficiently and effectively execute the requirements of this contract to include: program control, risk management, quality assurance, configuration management, subcontract management, management of Government furnished resources and security.  

CDRL    A001 
 Master Program Management Plan

3.2.2   Program Control 

The Contractor shall assign a Program Manager, subject to FAA approval, to organize, plan, schedule, implement, control, analyze, and report on all elements of the contract.  The Program Manager shall have the resources and authority to ensure efficient and timely program execution and shall be the Contractor’s focal point for all required program tasks.  The Contractor’s Program Manager shall be prepared to present and discuss the status of contract activities at any time. 

The Contractor shall produce and deliver a Monthly Program Status Report (MPSR). The MPSR shall contain, at a minimum:

· Closed Activities

· Open Activities

· Planned Activities

· Status of All Action Items and Issues

· Status of all Engineering Change Proposals (ECP)

· Risk Management

· Safety Assurance Activity Status 

· Incurred Cost (Inception to date, Year to date, and Current Period)

· Changes in Critical Path
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3.2.3 Risk Management 

The Contractor shall identify cost, schedule, and technical risks and describe how the risks will effectively be managed throughout the performance of this contract.  The Contractor shall identify its risk management techniques in the MPMP.  Significant risks shall be identified and discussed in the MPMP and updated in the Program Management Reviews.  The Contractor shall quantify risks with respect to the impact on integration, installation, performance, schedule, and cost.  The Contractor shall identify risks and assign a priority for developing a recommended course of action. 

The Contractor shall develop and maintain a list identifying, analyzing, and classifying program risks.  The Contractor shall classify program risks as low, medium, or high priority.  The WAAS program uses the notion that the degree of the risk is a judgment reflecting the probability of occurrence and the severity of impact.  High risks are those that are potentially considered "show stoppers" and have high likelihood of occurring and a major/critical impact to the program.  Medium risks are defined as a moderate chance of occurring and moderate impact to the program.  Low risks are considered watch items.  These risks have low probability of occurring and negligible impact on the overall project. The Contractor shall develop risk mitigation plans for risks considered medium or high priority.  

The Contractor shall include the status and risk mitigation plans in the MPSR and Program Management Reviews (PMRs).    

3.2.4 Contract Work Breakdown Structure (CWBS) 

The Contractor shall prepare the Contract Work Breakdown Structure (CWBS) based on the preliminary Work Breakdown Structure (WBS), Section J, Attachment 6, using MIL-HDBK-881 for guidance.  The Contractor shall maintain and update the CWBS to a minimum level 4.  The CWBS shall be developed by the Contractor (a) to reflect the manner in which the work will be accomplished on the contract and, (b) to facilitate management, data collection, and reporting.
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3.2.5 Master Integrated Program Schedule 

The Contractor shall establish and maintain a Master Integrated Program Schedule (MIPS) based on a logical and efficient sequence of events designed to accomplish the tasks described in this contract.  The MIPS shall present a networked schedule with critical paths identified for the design, development, integration, installation, and testing of the GCCS and provision of the SIS.  The MIPS shall correlate to the program CWBS and shall incorporate all subcontractor activities.  Actual and potential changes or delays to the integrated program schedule shall be discussed at PMRs.  The Contractor shall present the updated MIPS at the PMR.  

The Contractor shall incorporate all CDRL deliverables into the MIPS.  The Contractor shall identify the critical path to SIS Service Available.  Preliminary Design Review (PDR) and Critical Design Review (CDR) shall be listed as major milestones in the MIPS and network logic relationships identified for predecessors and successors to the PDR and CDR.  Once the Government approves the MIPS, the MIPS will be baselined.  All CDRLS identified for date of first submission in Block 12 “as per approved MIPS” will then be deliverables due by the specific date identified in the approved baselined MIPS.
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3.2.6 Meeting Agendas and Minutes

The Contractor shall conduct meetings and reviews IAW the Government approved MPMP and this SOW.  At each management review or audit, the Contractor shall provide backup data regarding assumptions made and methodologies used in arriving at specific recommendations or conclusions.  The Contractor shall prepare and submit a Meeting Agenda, Meeting Minutes, and Presentation Materials for all meetings.  Management and formal reviews and audits shall not be considered complete until approval by the Government is granted in writing. The Contractor shall propose an overall strategy for conducting each set of reviews.

Support provided by the Contractor shall include, but is not limited to, facilities, materials, office equipment, clerical personnel, mockups, technical data, and subcontractor participation (when requested by the Government). The Contractor shall provide an agenda for each management and formal meeting. This agenda shall be prepared and delivered to the FAA NLT ten (10) business days, unless otherwise specified, prior to the meeting. The minutes accompanied by a summary of action items and all presentation materials used, shall be submitted by the Contractor for Government approval. 
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3.2.6.1 Program Management Reviews (PMRs)

The Contractor (unless otherwise authorized by the FAA) shall conduct PMRs on a quarterly basis during the development to present program status to the FAA.  The Contractor shall present cost and schedule status, provide performance measurement information, and shall present current and anticipated technical and implementation problems.  The review location shall alternate between the FAA and the Contractor’s facility.  The Contractor’s PMRs shall be targeted for no more than one day in length.  Attendance should generally be limited to 10-15 FAA personnel and 10-15 Contractor personnel.

3.2.6.2 Technical Exchange Meetings (TEMs) 

The Contractor shall conduct and administratively support bi-monthly TEMs at the Contractor’s facility.  If requested, TEMs may also be scheduled in Washington, DC, Atlantic City, NJ, Fullerton, CA, or at another location approved by the FAA.  During the TEMs, the Contractor and the Government will discuss specific technical activities, including studies, test plans, test results, design issues, technical decisions, and implementation concerns to ensure continuing FAA visibility into the technical progress of the contract.  

3.2.6.3 System Engineering Reviews (SERs)

The Contractor shall conduct quarterly SERs that address all system engineering efforts performed under the contract. The Contractor shall present status, progress, problems, and issues related to System Engineering tasks.  In addition, the Contractor shall identify and explain any deviations between the current schedule and the baseline MIPS and the status of all critical path activities.   

3.2.6.4 Technical Reviews

The Contractor shall conduct a formal Preliminary Design Review (PDR) and a Critical Design Review (CDR).  Technical presentations shall be based upon the Contractor’s system/subsystem engineering efforts and related documentation. At each review, the Contractor shall be prepared to provide back-up data on assumptions made and methodologies used in arriving at specific recommendations and conclusions for the technical decisions and the design approach.  The Contractor shall make available for reference and inspection at the reviews: applicable engineering data; specifications; drawings; schematics; design and test documentation; software development files; schedules; minutes of meetings; and working papers and results of studies and analyses as well as key personnel to respond to Government questions.  The Contractor shall notify the Contracting Officer of readiness for a review at least 20 calendar days in advance of the planned start of each review.  The Contractor shall prepare and submit to the Government an agenda, presentation materials, and minutes for all technical reviews.  The minutes shall include action items resulting from the review with planned closure dates, responsible person(s), planned action(s) to resolve and any Government action(s) required.  The status of each open action item shall be reviewed at TEM and PMR until approved by the Government and closed.  The Government, after reviewing the minutes, will formally notify the Contractor of the results of the subject review via a contract letter stating:
(1) Approval ‑ to indicate that the review was completed satisfactorily;
(2) Disapproval ‑ to indicate that the review was not satisfactory, and to identify those areas that were deficient.  The Contractor shall have 15 working days to respond to the Government and provide a plan to complete the review/audit and maintain the program schedule.
3.2.6.4.1 Preliminary Design Review (PDR)

The Contractor shall conduct a formal PDR to demonstrate an understanding of the segment requirements and to present the preliminary design of each configuration item for the development configuration.  The Contractor shall define the PDR as a milestone in their MIPS.

The Contractor shall present and review in detail with the Government the hardware and software design of the GCCS.  The Contractor shall provide particular attention to any issues associated with the Safety Computer, Signal Generator, GUS processor, and L5 Receiver development.

The PDR shall present and review the following topics.

(1) Review the following:

a. Coverage Analysis

b. GCCS Architecture Description

c. Software Verification Plan

d. Software Requirements Specification

e. GCCS Software Design 

f. GUS-TYPE 1 Design 

g. Safety Computer Design 

h. WAAS L5 Receiver Design

i. Preliminary GUS-TYPE 1 Performance Specification

j. Preliminary Safety Computer Performance Specification

k. Preliminary Signal Generator Performance Specification

l. Preliminary WAAS L5 Receiver Performance Specification

m. System Safety Program 

n. Preliminary Hazard Analysis 

o. GCCS External Interface Design 

p. Master Test Plan

q. GCCS-WAAS Integration Test Plan

r. GCCS RMA Analysis

(2) Functional Flows, system requirements definitions, requirements allocation and schematic diagrams

(3) System overview and software/hardware requirements definitions

(4) Requirements traceability for each CSCI/HWCI

(5) Design approach/decisions for each configuration item

(6) All configuration item to configuration item interfaces (both hardware and software)

(7) All configuration item to external systems interfaces

(8) Preliminary processing algorithms description

(9) Data flow and control flow diagrams describing design solutions for each configuration item

(10) Physical description including preliminary lists of materials, parts, and equipment layout

(11) System Safety Assurance Program

(12) Security considerations and identification of security related requirements, including how interfaces will be protected, how system access will be controlled, availability and integrity of data

(13) Maintainability and Reliability modeling and predictions

(14) Master Integrated Program Schedule

(15) Identification of design-driving/cost-driving requirements

(16) Installation requirements including telecommunications criteria

(17) Overview of Contractor GUS site engineering

(18) Design concerns such as environmental control, electromagnetic compatibility/interoperability, technical risks

(19) Program risk analysis, including assumptions, trade-offs and alternative approaches

For all COTS/NDI items the Contractor shall provide:

(20) A functional/physical description,

(21) Technical requirements

(22) Interfaces with other system components,

(23) Results of the analysis that verifies the item will meet the associated technical requirements, and

(24) Methods to be used to ensure that each requirement has been met

The PDR will not be considered complete until the Contractor has:

1. Demonstrated a thorough understanding of the requirements in the GCCS Specification and the Statement of Work;

2. Initiated the functional baseline and identified traceability to the GCCS Specification; and

3. Closed all action items.
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3.2.6.4.2 Critical Design Review  (CDR)

The Contractor shall conduct a CDR to establish the development configuration.  The Contractor shall present the detailed design of all Contractor-developed hardware and software configuration items.  The Contractor shall define the CDR as a milestone in their MIPS.

The Contractor shall present and review in detail with the Government the following items:

(1) Review the following documents:

a. Satellite Operations Procedures

b. Master Integrated Program Schedule

c. GCCS Architecture Description

d. Software Verification Plan

e. ICD’s

f. GUS-TYPE 1 Design Document

g. GCCS-WAAS Integration Test Procedures

h. GCCS Operations & Maintenance Plan

(2) System and configuration items overview

(3) System interface and schematic diagrams

(4) Processing algorithm descriptions

(5) Design analysis results

(6) System Safety Assurance analysis and assessments

(7) Security considerations

(8) Reliability and Maintainability Analysis and Predictions

(9) Data recording formats

(10) System Test Overview

(11) Design concerns such as environmental control, electromagnetic compatibility/interoperability, technical risks

(12) Identification of design-driving/cost driving requirements

(13) Development and test schedule

(14) Documentation status

(15) Installation requirements including telecommunications criteria

(16) Physical description including lists of materials and parts

For COTS/NDI the Contractor shall provide the following:

(17) Detailed functional/physical description

(18) Any additional results or analyses, and

(19) Detailed description of the interfaces

The CDR will not be considered complete until the Contractor has:
1. Established the development configuration according to the approved design documentation,
2. Established the final design according to the GCCS Specification FAA-E-2963 and in accordance with the following documents;
a. Software Requirements Specification;
b. GCCS Software Design Document;
c. Plan for Software Aspects of Certification:

d. Safety Assurance Process Requirements:

e. Software Development Plan;

f. GUS Type-1 Design Document;
g. Safety Computer Design Document;
h. Signal Generator Design Document;
i. WAAS L5 Receiver Design Document;
j. Safety Computer Performance Specification;
k. Signal Generator Performance Specification;
l. WAAS L5 Receiver Performance Specification;
m. GCCS External Interface Design Document;
n. Preliminary System Safety Assessment Report;
3. Final internal and external interfaces for each configuration item have been defined,
4. Test resources, test requirements and test schedule for Development tests have been reviewed, and
5. Closed all action items.
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3.2.7 Document Library

The Contractor shall maintain a document library with all documents developed by the Contractor and subcontractors as well as any GFI.  The list of documents included in the library must be available upon Government request.  At a minimum, the Contractor’s Document Library should contain:

a.
Copies of all correspondence between the Contractor and the FAA;

b.
The latest internally controlled version of all specifications, drawings, databases and software that define or implement the system;

d.
All tools used to generate documents in the database;

e.
Copies of all PMR and SER briefings to the FAA;


f.
All configuration management documentation;

g.
Program Trouble Report (PTR) Database;

h.
Site Hardware and Software Inventory Lists; and 

i.
All CDRL documentation.

The Contractor shall place documents in the Contractor’s library within fifteen (15) days of its availability to Contractor personnel and ensure the Document Library is easily accessible to authorized FAA personnel.  For electronic media, the Contractor shall provide on-line access (read only mode) for reviewing documents to authorized FAA personnel.  

3.2.8 Quality Assurance 

The Contractor shall provide and maintain a documented quality system as a means of assuring compliance with the hardware and software requirements of the contract.  The Contractor shall prepare and submit a Quality System Plan (QSP).  The Contractor shall require sub tier suppliers to maintain a quality system which achieves control of quality of the services and supplies provided.  

Note:  The Government intends to use these Quality Standards as it would any other quality standards.  Third party registration of ISO standards is not required nor does such registration relieve the Contractor of the requirement of submitting a QSP.

CDRL    A009 
 Quality System Plan

3.3 
Configuration Management Program 

3.3.1 Configuration Baselines

The Contractor shall maintain the configuration baseline and the necessary documentation IAW the guidance contained in MIL-HDBK-61, Sections 3.3 and 5.3 until the product baseline is accepted. The baseline requirements of the system design must be presented at the initial System Engineering Review.  

3.3.2 Product Baseline

The Contractor shall establish Product Baseline (PBL) and include the PBL in the Configuration Baseline after successful completion of GCCS acceptance. 
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3.4 Technical Requirements 

The Contractor shall perform the following tasks in the development of the GCCS. 

3.4.1 Segment Architecture 

The Contractor shall develop and submit a GCCS Architecture Document used to identify the group of Configuration Items (hardware and software) which form the basis for segment design and integration.  The Contractor shall ensure that the document depicts the segment hardware and software architecture at the GCCS level, the GUS-TYPE 1 level, and at the unit level.  
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3.4.2 Software Development

The Contractor shall acquire or develop all software required to satisfy the GCCS performance requirements. The Contractor shall develop GCCS software computer programs in accordance with FAA-STD-026A in conjunction with RTCA/DO-178B; the SC software shall be assured to Level B and the GUS Processor software shall be assured to Level D.  

The FAA will use Designated Engineering Representatives (DERs) for review and approval of all software development activities to verify compliance with RTCA/DO-178B for the appropriate assurance level.
3.4.2.1 Software Development Plan

The Contractor shall develop and implement a Software Development Plan (SDP) in accordance with FAA-STD-026A that meets the guidelines of RTCA/DO-178B.  This plan will govern software development, software safety engineering, and human factors engineering activities necessary to support development of all GCCS software. 
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3.4.2.2 Plan for Software Aspects of Certification

The Contractor shall prepare and implement the Plan for Software Aspects of Certification (PSAC) IAW RTCA/DO-178B to address safety critical software life cycle certification activities and considerations.   The PSAC must include provisions for independent RTCA/DO-178B compliance audits.   The Contractor shall support these audits as outlined in the PSAC.
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3.4.2.3 Software Requirements

The Contractor shall develop and deliver a Software Requirements Specification (SRS) for the GCCS to define the software and interface requirements, and to provide traceability to segment requirements.
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3.4.2.4 Software Design

The Contractor shall develop and deliver a Software Design Document (SDD) and a Data Dictionary Document (DDD) for the GCCS software to be developed.  Upon acceptance of the GCCS, the Contractor shall also deliver a Version Description Document (VDD), which details the as-built software.  Post acceptance, the Contractor shall update and deliver a complete VDD to the government upon safety critical software changes.   The VDD shall also include source code in CD-ROM format. 
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3.4.2.5 Software Verification

The Contractor shall prepare and implement a Software Verification Plan (SVP) IAW RTCA/DO-178B to satisfy the software verification process.  The Contractor shall prepare and implement Software Verification Cases and Procedures (SVC&P) to verify implementation of GCCS requirements allocated to software.  The Contractor shall make available for Government review all GCCS software verification results. The Contractor shall provide Software Verification Results Reports (SVRRs) to the Government summarizing the results. The software verification results report must summarize test discrepancies and shall reference all corresponding PTRs.
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3.4.2.6 IV&V Access to System/Software Development
The Contractor shall cooperate and comply in providing the FAA's Independent Verification and Validation (IV&V) agent full and timely access to the data and facilities needed to perform the IV&V of the GCCS software and system development.  The Contractor shall allow the following:


a.
The Contractor shall provide the FAA IV&V agent with an average weekly access of four hours to the software development facility after receipt of the FAA COTR request.  The FAA’s request may be either oral, written, or electronic from the FAA COTR.  FAA access beyond four hours may be arranged on a non-interference basis.


b.
The Contractor shall provide the IV&V agent any requested data within three calendar days (not including weekends or Federal holidays) of the request, beginning with receipt of the request by the Contractor.  The FAA’s request for access maybe either oral, written, or electronic from the FAA COTR.  The FAA will request IV&V access to the Contractor's facilities a minimum of three calendar days (not including weekends or Federal holidays) in advance.  Each request shall include the names of the individuals who shall visit and the purpose of the visit.  If the Contractor is unable to comply with a request, the Contractor shall notify the COTR within one day of the request of the circumstances that prevent doing so.

c. At contract award, the COTR shall designate a point of contact (POC) for making the initial arrangements as defined in this paragraph.  The Contractor’s support for the FAA IV&V task shall be structured so as to not interfere with or impede any software development efforts.

3.4.2.7 Software Accomplishment Summary

The Contractor shall provide a Software Accomplishment Summary (SAS) for the GCCS to show compliance with the PSAC.
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3.4.3 Safety Assurance

The Contractor shall develop, implement, and maintain a System Safety Program (SSP) in accordance with this SOW using MIL-STD-882D, SAE ARP 4754 and 4761 as guidance.  The Contractor shall be responsible for the GCCS SSP identification and control of operational safety risks introduced into the WAAS and ultimately the NAS by the GCCS.  In support of this objective, GCCS design safety must be assured. The WAAS Prime Contractor will provide WAAS design safety assurance by integrating GCCS segment analyses generated by the GCCS Contractor into the WAAS analyses.  This task addresses Loss of Function (LOF) and HMI events potentially introduced into the WAAS by the GCCS segment.  An expansion of the safety assurance requirements as they impact the probability of Hazardous Misleading Information (HMI) is addressed in the FAA-developed Safety Assurance Process Requirements (SAPR) document, provided in Section J, Attachment 9.  The Contractor shall comply with the SAPR, which provides an acceptable approach to assuring the GCCS design.  

The SSP shall address flight operations safety. Ground operations, hardware installation, and maintenance safety at the Contractor’s facility is the responsibility of the Contractor. The Contractor shall achieve Safety risk control through either elimination of the hazard or reducing the safety risk to acceptable levels as defined in the Contractor’s System Safety Program Plan (SSPP) and the WAAS Hazard Risk Index (HRI).  The GCCS SSP must also apply safety risk control to the Development Test and Evaluation (DT&E) program and during segment installation into the WAAS.  

GCCS safety requirements and associated analyses must consider the combined effects of hazards associated with hardware and software (including COTS/NDI) faults and/or failures, integrated system faults and/or failures, human errors, and the operating environment. 

The Contractor’s SSP shall include a single POC to serve as the primary safety interface with the FAA and WAAS Prime Contractor.  The SSP will be applicable to all contract activities and extend throughout all safety significant efforts.  The SSP will be tailored to meet the GCCS system safety requirements and this SOW.  

3.4.3.1 System Safety Program Plan

The Contractor shall prepare and submit for FAA approval, a System Safety Program Plan (SSPP).  The SSPP will define the implementation of the system safety program activities defined in all of Section 3 of the SOW.  The SSPP describes a comprehensive approach for GCCS design safety assurance in accordance with the SAPR.  

The SSPP must use the system safety design requirements and the hazards risk assessment procedures of ARP 4761. The SSPP includes Contractor generated system safety hazard acceptability criteria.  The Contractor shall consider multiple risk acceptance levels and approval authorities based upon the probability and severity of hazards.  The Contractor shall include a HRI in the SSPP as a baseline for discussions between the GCCS Contractor, the WAAS Prime Contractor, and the FAA.
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3.4.3.2 Configuration Management of Safety Critical Elements

The Contractor shall perform configuration management on all safety critical elements and documentation that supports the safety assurance of the GCCS.  Documentation will include evidence of compliance with RTCA/DO-178B and the requirements of the SAPR.  The Contractor shall establish and implement a Configuration Management (CM) program using MIL-STD-973, “Configuration Management,” for guidance.  The CM program shall be documented in the MPMP.  The MPMP must include a description of how the Contractor will establish, implement, and maintain the CM program.  

3.4.3.3 Configuration Control 

The Contractor shall apply configuration control measures to each baselined safety critical Configuration Items (CI), and its configuration documentation.  The Contractor shall maintain configuration control of the hardware to the Line Replaceable Unit (LRU) Level and software to the version level. The configuration control measures shall provide effective means, as applicable, for proposing changes to CIs and ensuring implementation of each approved change.

3.4.3.4 System Safety Organization

The Contractor shall task a single individual, the System Safety Manager (SSM), with the ultimate responsibility for the GCCS system safety program.  This individual must be delegated the authority for the SSP and technical requirements.  This responsibility  covers system and software design and analysis, equipment acquisition, and subcontractor SSP activities. In the SSPP, the Contractor shall identify the SSM and provide a summary of that individual’s system safety credentials and position in the GCCS program and functional organization.

3.4.3.4.1 System Safety Working Group

The Contractor shall participate in a System Safety Working Group (SSWG) quarterly, alternating between the FAA’s and Contractor’s facilities, during the development effort.  As a minimum, safety representatives from the Contractor, appropriate subcontractors, and the WAAS Prime Contractor, as appropriate should participate.  The SSWG’s charter must include the addressing of all safety assurance related issues including issues involving hazards and those pertaining to safety analyses being conducted as part of the GCCS safety assessment.  In addition, monthly discussion shall take place to discuss the disposition of hazard records that the Contractor has recommended for closure.  The SSWG will be co-chaired by the SSM and an FAA representative.

3.4.3.4.2 Hazard Tracking

The Contractor shall establish a closed loop hazard tracking system.  It must include establishment and maintenance of a computerized hazard log for each hazard that exceeds criteria established in the SSPP. This log must be used to track hazards that exceed acceptable risk thresholds until they are either eliminated, controlled to an acceptable level, or the risk is assumed with FAA approval.  The hazard log must be a permanent record of hazard control activity maintained in a hazard tracking database (HTDB).  Field names and sizes will be provided to the Contractor to maintain compatibility with the hazard log maintained by the WAAS Prime Contractor.   The Contractor shall provide monthly electronic copies informally of the hazard log to the FAA in Microsoft Access.   

The SSPP must include a procedure for closing out the hazard or assuming the risk.  This procedure shall include hazard criticality categories and the Contractor management approval level authority necessary for each.  The FAA is the final approval authority for the closing of hazards and will exercise this authority upon recommendations by the Contractor and review of the associated HTDB contents.

3.4.3.5 System Safety Progress Summary

The Contractor shall provide a progress summary report to be included in the Monthly Program Status Report.  At a minimum, it shall include: a brief summary of the safety program activities; highlight significant achievements and problems; identify newly recognized significant hazards, significant changes in the degree of control of the risk of known hazards and significant cost and schedule changes that impact the Program. A Hazard Tracking Log summary shall be included. 

3.4.3.6 Analyses

The Contractor shall perform the analyses listed in this paragraph to assess safety risk.  These analyses shall consider the sources of risk and shall include human error, segment interface, segment limitations, and equipment failure.  Risk assessment shall include limitations, software faults and hardware failures as they affect all phases of flight.  

3.4.3.6.1 Preliminary Hazard Analysis

The Contractor shall perform a preliminary hazard analysis (PHA).  The Contractor shall present the PHA at the PDR.  The PHA must consider all GCCS components and equipment (hardware, software, and firmware); as integrated, installed, and maintained for system operation.  The PHA must consider interfacing systems (e.g., GPS, GFE, ground communications, and airborne receivers).  The PHA will be conducted using traditional hazard analysis techniques, including both a top-down (i.e., fault tree) and bottom-up (i.e., Failure Modes and Effects Analysis (FMEA)) approach.  The PHA shall also include a function hazard assessment (FHA), as defined in the SAPR and Advisory Circular 25.1309-1A dated 21 June 1988, to identify and classify failure conditions according to severity so that hazards can be appropriately mitigated.  
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3.4.3.6.2 Subsystem Hazard Analysis

The Contractor shall perform, document, and submit a subsystem hazard analysis (SSHA) at CDR.   The SSHA shall be comprehensive and consider all sources of risk listed above including the WAAS segment interfaces and GFE communication services.  Fault Tree Analyses (FTAs), FMEAs and Failure Modes and Effects Summary (FMES) are to be performed to the requirements of the SAPR. The Government will provide the WAAS HMI Fault Tree as GFI.  The FMEA will only consider hardware failures and be integrated with the FMES.  The output of the FMES will provide quantitative inputs to the FTA. As part of an integrated system, the top-level fault tree events for the current GUS/GEO are identified in the WAAS HMI Fault Tree. They are:   

· NPA-200 (WAAS GEO broadcasts Time Sensitive WAAS Message (TSWM) that got corrupted between WMS CMP and GUS WMPs), and NPA-215 (TCS receives corrupted TSWM from the WMS ethernet switch)

· NPA-300 (WAAS GEO broadcasts TSWM that got corrupted after tandem CRC decoding)

· NPA-400 (GEO broadcast TSWM that got corrupted after 24 bit CRC encoding and Short Loopback failed to detect)

· NPA-506 (Two GUSs inadvertently radiating simultaneously)

· GUS01NFLS (GUS failure causes GEO pseudorange error resulting in active UDRE to underbound)

· NPA-713 (GEO receives a delayed alarm message from the RFU), except NPA-782 (TCS receives a delayed alarm message from the WMS CP1)

· GEO 03NFLS (GEO fails cause alarm message to be delayed).

At a minimum, a GCCS FTA shall be performed at each top-level event identified above and for all phases of flight.  The Contractor’s SSPP shall describe its proposed methodologies.  The GCCS Contractor’s FTAs will be integrated into the WAAS HMI Fault Tree.  The Contractor shall provide necessary support to the WAAS Prime Contractor to facilitate this integration. 
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3.4.3.6.3 Safety Assessment

The Contractor shall perform, document, and submit a comprehensive safety assessment with updates.  This assessment will be a comprehensive evaluation of the mishap risk being assumed prior to these major milestones.  Accomplishing this task will include reviewing all completed safety analyses and determining if and where additional system safety verification is required.  The Contractor shall submit the safety assessment, summarizing residual risk in the Safety Assessment Report.
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3.4.3.7 DT&E Safety Activities

The Contractor shall integrate safety activities into the test and evaluation program.  The Contractor shall provide safety information in the format of analyses completed or in process to support test planning and generation of test related documents for tests to be performed at Contractor and government locations.  Test documentation will be reviewed and safety critical procedures, training, and tasks will be clearly flagged.  The SSPP and appropriate test documentation must specify any safety related information needed to be collected during the test program and provide support for analyzing safety related test data and results.

3.4.3.8 Safety Review of Engineering Change Proposals, Specification Change Notices, Requests for Deviation/Waiver

The Contractor’s SSM shall review all Engineering Change Proposals (ECPs), Specification Change Notices (SCNs), PTRs, and Requests for Deviation/Waiver for impact on safety. All such proposed changes shall be approved by the SSM prior to submission to the FAA. 

3.4.3.9 Software Program Safety Interface

The Contractor shall conduct all safety analysis, hazard identification, mitigation and verification activities required to support development of safety critical software according to the objectives of RTCA/DO-178B.  The Contractor shall address Software system safety, as a major element of the WAAS SSP, in the SSPP and the SDP.

3.4.3.10 System Safety Architecture Description Support

The Contractor shall support the WAAS Prime Contractor in the revision of the System Safety Architecture Description for the WAAS, based on the specifics of the GCCS Safety Architecture and Design.  Prior to acceptance of the GCCS safety architecture and design, the Contractor shall provide the GCCS-related data to the Government for the WAAS Prime Contractor.  This data must include a description of the specific Safety Architecture and Design features of the GCCS, identification of the allocation of System Safety Requirements to the GCCS implementation, complete and traceable evidence of the full implementation of the System Safety Requirements allocated to the GCCS, and evidence of mitigation of identified safety threats associated with the GCCS.  The WAAS SSAD will be provided as GFI.

3.4.4 System Engineering 

The Contractor shall develop and implement a System Engineering Management program for the definition, development, verification, integration, and testing of the  segment requirements. The Contractor’s system engineering efforts shall include  performance, quality, maintainability, reliability, safety, security, and human factors.

3.4.4.1 GUS-TYPE 1 Design

The Contractor shall perform the necessary system engineering activities to complete the design of the GUS-TYPE 1 such that it satisfies the requirements identified in the GCCS Specification and this SOW.  


The Contractor shall document the GCCS design, to include the GUS-TYPE 1 and GSP in a GUS-TYPE 1 Design Document .  The document must include traceability to the GCCS Specification and interface requirements specifications.

The Contractor shall develop Engineering Drawings for each GES site. The Contractor shall use the Engineering Drawings in the GES system installation planning effort and to identify the final as-installed configuration at each site.

CDRL    A026 
GUS-Type1 Design Document 
 

CDRL    A027
Engineering Drawings 
 

3.4.4.2 GCCS to WAAS Interface

The Contractor shall develop, with assistance from the Government and the WAAS Prime Contractor, a complete GCCS External Interface Design Document.  The FAA will provide a Draft Interface Requirements Specification that the Contractor may use for the development of the GCCS External Interface Design Document.   The GCCS External Interface Design Document will define the interfaces between the GCCS, WMS and O&M facilities, Backup GUS site and Data Collection Processor (DCP) at the WRS.  The GCCS External Interface Design Document must also explicitly define the flow of control between the GUS-TYPE 1 stations and the WMS and O&M facilities. The Contractor shall develop, with the assistance of the WAAS Prime Contractor, the GCCS status monitoring/reporting and system level fault isolation requirements for the GCCS.  The GCCS Contractor shall support the WAAS Prime Contractors efforts in the development of a similar WAAS/GCCS Interface Control Document (ICD). 
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The Contractor shall develop, in conjunction with the WAAS Prime Contractor, an integration test plan and test procedures that assures communication and operation between the GCCS and WAAS.  The Contractor shall support execution, data collection, analysis, and reporting of Integration Test activities conducted at the GCCS sites. 
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3.4.4.3 Safety Computer Development

The Contractor shall perform the necessary system engineering activities to complete the design of the SC such that it satisfies the requirements identified in the GCCS Specification and this SOW.  

The Contractor shall provide performance specifications and detailed engineering design documentation to satisfy the requirements of this SOW.   
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3.4.4.4 Signal Generator Development

The Contractor shall perform the necessary system engineering activities to complete the design of the SG such that it satisfies the requirements identified in the GCCS Specification and this SOW.  

The Contractor shall provide performance specifications and detailed engineering design documentation to satisfy the requirements of this SOW.   
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3.4.4.5 WAAS L5 Receiver Development

The Contractor shall perform the necessary system engineering activities to complete the design of the WAAS L5 Receiver such that it satisfies the requirements identified in the GCCS Specification and this SOW.  

The Contractor shall provide performance specifications and detailed engineering design documentation to satisfy the requirements of this SOW.   
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3.4.4.6 GSP Design in the GCCS

The Contractor shall provide documentation for the GSP in the GCCS Segment Design Document.  The documentation shall include but not necessarily be limited to the following: overall design, redundancy considerations, isolation from other spacecraft payloads, and additional supporting materials to facilitate FAA understanding of the GSP operation and performance.

3.4.4.7 Reliability, Maintainability, and Availability (RMA)

The Contractor shall complete a detailed RMA analysis for the GCCS and provide a report in Contractor selected format to the Government.  The RMA Analysis shall include an availability analysis providing LRU failure rates and Mean Time to Repair (MTTR) for the GCCS space and ground components (hardware/software).  The Contractor shall provide prediction sources.  The RMA Analysis must identify component redundancy for space and ground components. 
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3.5  Engineering Services

3.5.1 Operations and Maintenance

The Contractor shall provide operational support for the GCCS. The Contractor shall be responsible for maintaining the GCCS hardware and software to include all necessary on-site equipment inspections, periodic maintenance, fault isolation, repair, removal and replacement of failed LRUs and piece parts, adjustments, and verification of correct system operation.  The Contractor shall provide an O&M Plan. The Contractor shall describe manning and operations of the GUS-TYPE 1s. 

The Contractor shall provide personnel and services to evaluate engineering and other changes and their effect on operations, safety assurance, supply support, maintenance support and related technical documentation.   The Contractor shall maintain configuration control of the hardware to the LRU Level and software to the version level.  

When the technical support requires a minimum design effort to achieve a feasible solution, the Contractor shall provide the Government a SCN/Design Change Notice (DCN).
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3.5.2 Engineering Support

At the request of the Contracting Officer, the Contractor shall provide engineering support with skills in specific areas, including but not limited to satellite navigation principals, WAAS operational and maintenance support and procedures, and GEO equipment.   

3.6 Development Test and Evaluation  (DT&E) 

3.6.1 Development Test and Evaluation (DT&E) Program 

The Contractor shall plan and conduct GCCS testing.  At a minimum the Contractor shall:

a. Be responsible for conducting and/or supporting those DT&E program activities as described within this SOW.

b.
Advise the FAA at least fourteen  (14) days prior to commencement of all formal Contractor conducted DT&E, and permit the FAA to witness conduct of the formal DT&E procedures and receive approval.

c.
Within seven (7) days of test completion provide the FAA with copies of all original data collected during the Contractor-conducted DT&E activities.

d.
Perform all data reduction, and furnish analysis methods and results to support claims of DT&E success.

e.
Provide and maintain a single POC for the DT&E program.

f. Conduct Factory Acceptance Tests (FAT) prior to shipping to the sites for installation and report the results.

g. Conduct WAAS Verification Tests after installation is complete and report the results. 

h. Support WAAS/GCCS integration tests. 

3.6.1.1 DT&E Planning 

The Contractor shall plan for Contractor conducted DT&E activity.  The Contractor shall include the use of the GCCS Specification Verification Requirements Matrix (VRM) when seeking FAA approval on T&E results.  The Contractor shall delineate requirements traceability to the GCCS Specification, to specific requirements of this SOW, and to the design document.  The Contractor shall provide, for FAA access, a database that details the status of outstanding test discrepancies and the status of unmet system requirements.  The database media and format must be compatible with common personal computer and Microsoft Access.

3.6.1.2  Repeatability of Testing

The Contractor shall ensure the test plans and procedures are capable of being repeated with substantially similar results.  

3.6.1.3 General Test Requirements 

The Contractor shall, at a minimum, verify each of the GCCS Specification requirements in at least one test procedure and/or analysis.  Prior to commencing test and evaluation, the Contractor shall identify the configuration of the system to be tested. The Contractor shall not change or modify the configuration during test and evaluation without written approval from the Contracting Officer. The Contractor shall ensure that each test procedure is considered complete only when the test executes with the expected result identified in the test procedure.  All tests shall be verified and in compliance with applicable requirements.  The Contractor shall conduct DT&E using Contractor developed and FAA approved test plans and procedures.  The Contractor shall submit a Master Test Plan that must include provisions for Contractor testing and testing support to the WAAS Prime Contractor.  Contractor testing shall include but not be limited to; 1) Pre-launch verification of the specification requirements; 2) Post-launch verification of the specification requirements; 3) GUS-GEO integration tests (SIS generation and control performance testing, and GUS switchover testing); 4) GUS LRU acceptance testing; 5) GUS integration and calibration; 6) SG development and acceptance testing; 7) ranging loop prototyping activities.  The Contractor shall support, in conjunction with the WAAS Prime Contractor, integration of the GCCS to the WAAS system to include: 1) GCCS to WAAS Shadow system (WAAS quasi-test Bed) integration support, and 2) WAAS Shadow System to Operational WAAS cutover support.  Any change to the Contractor T&E procedures must be approved by the Government prior to implementation.  The appropriate test plans will specifically identify the methodologies that will be used to verify the performance requirements in section 3 of the GCCS Specification. 
The Contractor shall maintain a PTR database in which each failure or problem (hardware and software) discovered is fully documented.  The Contractor shall provide the FAA full access to the PTR database.

The Contractor shall record all inputs, outputs, anomalies, test deviations, test equipment substitutions, and all other events and the respective start and stop time for each test procedure.

The Contractor shall provide the necessary test equipment and shall ensure its availability, proper calibration, full operational status, and operation as documented by the manufacturer. In the event of test equipment failure, test equipment damage, or faulty operation, the FAA may require the Contractor to verify calibration of any test equipment provided by the Contractor.
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3.6.1.4 Factory Acceptance Test (FAT)

The Contractor shall integrate and configure each segment for FAT. The Contractor shall conduct a FAT, witnessed by the FAA, at each GUS location. The FAT shall confirm that the GCCS components are properly installed and operationally configured, are undamaged and free from manufacturing defects and comply with the GCCS specification. The Contractor’s segment performance test and evaluation shall be conducted to include operational conditions, including both normal and peak data flow conditions.
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3.6.1.5 WAAS Verification Test 

The Contractor shall conduct WAAS Verification Tests, witnessed by the FAA, at each GUS location. WAAS Verification Tests shall confirm the GCCS performance with respect to the required performance, interface documents, and the GCCS specification. The Contractor’s segment performance test and evaluation shall be conducted to demonstrate performance under operational conditions.
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3.7 Security   

The Contractor shall implement and follow security guidance outlined in FAA-Order 1370.82 and as contained within the GCCS Performance Specification.  The Contractor shall document through the Physical and Communications Security Breach/Incident Report all incidents and telephonically report any of the following incidents to the COTR and Contracting Officer.

a.
Actual or suspected unauthorized attempts to penetrate the GCCS through the terrestrial communication system;

b. Actual or suspected unauthorized attempts to penetrate the GCCS through the Contractor’s Remote Maintenance Monitoring Facility or Contractor’s support facility;

c. Actual or suspected attempt to subvert the GCCS;

d. Actual or suspected uplink jamming;

e. Actual or suspected unauthorized penetration of the Contractor’s system support facility or Remote Maintenance Monitoring facility(s); and

f. Specific or implied bomb threats to the Contractor’s facility.
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3.7.1 Data Security 

At a minimum, in accordance with the WAAS Security Certification and Authorization Package (SCAP), the GCCS must prevent unauthorized and disruptive access to the segment by:  

a.  Authorized user access verification;

b.
Logical Access (password) controls;

c.
Restriction of access to system/operating system (OS) files/data;

d.
Denying access to direct OS functions/commands;

e.
Logging of unauthorized system access attempts;

 f.
Denying any access to GCCS after a default number of unsuccessful log-on attempts;

g.
Limiting access to specific functions based on job category;

The requirements shall include functional requirements for appropriate “firewall” capabilities that protect against data compromise to the GCCS system or access to other NAS systems. The requirements shall also include functional requirements for appropriate authentication of remote workstation users (if remote access is part of the design).  

3.7.2 Physical Security  

The Contractor shall ensure appropriate physical security, IAW FAA Order 1600.69, at each of the GES locations. 

3.8 GCCS Operations

The Contractor shall deliver and operate the complete operational capability as defined in this SOW and GCCS Specification.  The Contractor shall provide a Quarterly GCCS Operational Status Report. As a minimum, the following subjects must be covered:


a. Operational availability at each site;

b. An analysis of all unscheduled periods of GSP and/or GUS-TYPE 1 downtime,

c. Maintenance actions at each site;

d. Trends/analysis on system performance;

c. Number of PTRs opened during the month;

d. Status of all open PTRs;

e. Any issues with site maintenance, spares, depot level maintenance or the flow of faulty LRUs from the sites to the Contractor’s designated depot repair activities; and

f. Results of any on-site field support provided by the Contractor.
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3.8.1 WAAS Operations Support

Whenever a GCCS site has the potential for service disruptions, the Contractor shall notify the appropriate FAA Operations Control Center (OCC) for that site. 

The Contractor shall be responsible for providing GEO maneuver data to the WAAS Message Center Processor (MCP) at least 48 hours in advance of any planned maneuver. The message formats will be defined in the WAAS-GCCS ICD, Section 3.4.4.2.

The Contractor shall make GEO position data available for retrieval from the WAAS O&M facilities. The MCP shall be able to access this data remotely.  

3.9 Contractor Exit Transition 

At the completion or termination of this contract, the Contractor shall inventory, package, and ship the contents of the document library to a FAA designated location.

4 Acronyms 

Acronym 
 Definition
AF
Airway Facilities

CAS
Commercially Available Software

CCITT
Consultative Committee for International Telegraph and

           Telephony

CDR
Critical Design Review

CDRL
Contract Data Requirements List

CI
Configuration Identification

CM
Configuration Management

CO
Contracting Officer 

COTR
Contracting Officer Technical Representative

COTS
Commercial Off-the-Shelf

CSA
Configuration Status Accounting

CWBS
Contract Work Breakdown Structure

DCN
Design Change Notice

DCP
Data Collection Processor

DDD
Data Dictionary Document

DER
Designated Engineering Representatives

DQT
Design Quality Testing

ECP
Engineering Change Proposal

FAA
Federal Aviation Administration

FAAAC
Federal Aviation Administration Aeronautical Center

FAATC
Federal Aviation Administration Technical Center

FAT
Factory Acceptance Test

FCA
Functional Configuration Audit 

FEMA      
Failure Modes and Effects Analysis

FEMS
Failure Modes and Effects Summary

FHA
Function Hazard Assessment

FTA
Fault Tree Analysis

GCCS
Geostationary Communication and Control Segment  

GCS        Geostationary Communications Subsystem

GES
Geostationary Earth Station

GFE
Government Furnished Equipment

GFI
Government Furnished Information

GFP
Government Furnished Property

GP
GUS Processor

GSP
GEO Satellite Payload

GUS
GEO Uplink Subsystem

GUS-TYPE 1
GEO Uplink Subsystem – Type 1 Version

HMI
Hazardously Misleading Information

HRI
Hazard Risk Index

HTDB
Hazard Tracking Database

ICD
Interface Control Document

IAW
in accordance witht

IOC
Initial Operational Capability

IPT
Integrated Product Team

IRD
Interface Requirement Document

IV&V
Independent Validation and Verification

LOF
Loss of Function

LRU
Line Replaceable Unit

MCP
Message Center Processor

MIPS
Master Integrated Program Schedule

MPMP
Master Program Management Plan

MPSR
Monthly Program Status Report

MTTR
Mean Time to Repair

NAS
National Airspace System

NDI
Non-developmental Item

NEC
National Electrical Code

NIST
National Institute of Standards and Technology

NLT
no later than

O&M
Operations and Maintenance

OCC
Operations Control Center

OS
Operating System

PBL
Product Baseline

PCA
Physical Configuration Audit

PDR
Preliminary Design Review

PMR
Program Management Review

PHA
Preliminary Hazard Analysis

PRN
Pseudo-Random Noise

PSAC
Plan for Software Aspects of Certification

PSR
Program Status Report

PTR
Program Trouble Report

QA
Quality Assurance

QSP
Quality System Plan

RMA
Reliability, Maintainability and Availability

SC
Safety Computer

SDP
Software Development Plan

SAS
Software Accomplishment Summary

SAD
System Architecture Description

SAR
Safety Assessment Report

SAPR
Safety Assurance Process Requirements

SCAP
Security Certification and Authorization Package

SCN
Specification Change Notice

SDD
Software Design Document

SER
System Engineering Review

SRS
Software Requirements Specification

SSHA
Subsystem Hazard Analysis

SSM
System Safety Manager

SSP
System Safety Program

SSPP
System Safety Program Plan

SSWG
System Safety Working Group

SVP
Software Verification Plan

SVC&P
Software Verification Cases and Procedures

SVRR
Software Verification Results Report

SOW
Statement of Work

T&E
Test and Evaluation

TCN
Telecommunications Network

TEM
Technical Exchange Meeting

TSWM
Time Sensitive WAAS Message

TT&C
Telemetry, Tracking, and Control

VDD
Version Delivery Document

VRM
Verification Requirements Matrix

WAAS
Wide Area Augmentation System

WBS
Work Breakdown Structure
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