	DATA ITEM DESCRIPTION

	1.  TITLE
	2.  IDENTIFICATION NUMBER

	Configuration Audit Plan
	SEIPT-CM-007

	3.  DESCRIPTION/PURPOSE
3.1
The Configuration Audit Plan details the scope of the planned configuration audit, providing identification of items to be audited, the associated contract requirements, and documentation to be available.  It prescribes the planned procedures for accomplishing the audit, and includes proposed location, schedule, and team composition information.


	4.  APPROVAL DATE (YYMMDD)
	5.  OFFICE OF PRIMARY RESPONSIBILITY (OPR)
	6a.  DTC APPLICABLE
	6b.  GIDEP APPLICABLE

	
	
	
	

	7.  APPLICATION/INTERRELATIONSHIP
7.1
This Data Item Description (DID) contains the format, content and preparation instructions for the data product resulting from work tasks described in 5.6.1.2 of MIL-STD-973.

7.2
This DID is applicable to system/equipment acquisition contracts containing requirements for configuration audits.
7.3
It is not intended that all the requirements contained herein should be applied to all configuration audits.  Portions of this DID are subject to deletion/tailoring, depending on the scope of the particular audit.


	8.  APPROVAL LIMITATION
	9a.  REFERENCES
	9b.  AMSC NUMBER

	
	MIL-STD-973
	

	10.  PREPARATION INSTRUCTIONS
10.1
CONTENT.  The Configuration Audit Plan shall include the following:
10.1.1
Purpose.  State the purpose and objectives of the audit in terms of the contract requirements for the audit.

10.1.2
Hardware Configuration Items (HWCIs) to be audited.  Identify each HWCI by:

a.
nomenclature,
b.
code identification number,
c.
serial number,

d.
drawing and part number,

e.
specification identification number, and
f.
other identification numbers.


	11.  DISTRIBUTION STATEMENT

	       DISTRIBUTION STATEMENT A:  Approved for public release; distribution is unlimited.
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	10. Preparation Instructions (Continued)

10.1.3
Software Configuration Items (SWCIs) to be audited.  Identify each SWCI by:

a.
software nomenclature,
b.
code identification number,
c.
serial number,
d.
drawing and part number,

e.
specification identification number, and
f.
other identification numbers.

10.1.4
Documentation to be audited.  Identify the following, as applicable:

a.
engineering drawings (including lists),
b.
applicable specifications,
c.
engineering change proposals,
d.
test plans and procedures,

e.
operating and support manuals

f.
configuration documentation release procedures,

g.
quality assurance documentation and procedures

h.
request for deviations/waivers, and
i.
software descriptions, flow charts, manuals, and lists.

10.1.5
Reference Materials.  Identify the following support documentation, as applicable:

a.
system engineering technical data,
b.
trade study results,
c.
producibility analysis results,
d.
risk analysis results,

e.
reports,

f.
hardware and software mock-ups,

g.
deviation and waiver list, and
h.
minutes of related prior reviews.

10.1.6
Scope of Audit.  Include the following:

a.
a summary of the hardware and software contractural requirements against which the audit will be conducted, as specified in work statements, specifications, and approved plans; and

b.
an outline of proposed audit procedures for each item to be audited.
10.1.7
Location(s) and Date(s).  Identify proposed date(s) and location(s) for the audit(s).

10.1.8
Team Composition.  Identify:

a.
Contractor representatives and their function in the audit, and

b.
proposed Government participation and functions in the audit.

10.1.9
Administrative Requirements.  Include:

a.
description of facilities and support equipment to be available,

b.
administrative support to be provided, and

c.
security requirements.

10.2
FORMAT.  Contractor format is acceptable.
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