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C.1 PROGRAM SCOPE

C.1.1 Background

The Federal Aviation Administration’s (FAA) Operational Evolution Plan (OEP), which can be accessed at http://www1.faa.gov/programs/oep/, provides the vision and roadmap for modernizing the National Airspace System (NAS) to meet future air traffic demands.  The execution of this plan involves the research, development and deployment of new Air Traffic Management (ATM) systems, technologies, and decision support tools to meet these growing demands safely and efficiently.  The FAA works in cooperation with the airlines and other NAS users to implement Traffic Flow Management (TFM) programs to reduce delays to ensure smooth and efficient traffic flow through FAA-controlled airspace, thereby saving the flying public and airlines millions of dollars per year in avoided delay.  The FAA’s Traffic Flow and Enterprise Management (TF&EM) Integrated Product Team (IPT), AUA-700, is responsible for developing and deploying technology to support the safe and efficient movement of aircraft through the NAS, and ensuring that new TFM systems and technologies provide NAS-Level benefits in addition to providing localized benefits within a particular volume of airspace or phase of flight.  

The current TFM system is based upon the Enhanced Traffic Management System (ETMS) whose system development and maintenance is performed by the Volpe National Transportation Systems Center (VNTSC) at their facility in Cambridge, MA.  ETMS has evolved through several generations of hardware and software to manage and coordinate information flow to assist the Traffic Management Specialist (TMS) and Traffic Management Coordinator (TMC) in making decisions that reduce air travel delays through information sharing and collaborative decision-making.  TMS specialists work at the Air Traffic Control System Command Center (ATCSCC) in Herndon, VA, and provide centralized management of TFM capabilities.  Staff at other facilities who coordinate with the ATCSCC include TMCs at the Air Route Traffic Control Centers (ARTCC), the combined Center Radar Approach Control (CERAP) facilities, high activity Terminal Radar Approach Control (TRACON) facilities, and high activity Air Traffic Control Towers (ATCT).  Time-sensitive data is provided to the TMCs to strategically maximize the efficient use of available capacity across the entire NAS in response to situations such as bad weather or heavy usage.  The TFM system provides the TMCs with the automated tools that enable data sharing, arrival/departure management, congestion management, system impact assessment, and performance assessment.

Key goals of TFM-M include establishing an open architecture platform; integrating TFM subsystems and prototypes; improving information security and supporting responses to new initiatives; facilitating integration with other domains; improving TFM performance, capacity, and computer-human interfaces; and reducing costs of operation.  TFM-M will enable new functionality to be more quickly implemented by providing an open architecture platform for ETMS replacement that supports state-of-the art software development and maintenance techniques.  The TFM-M system will enable the implementation of a centralized system for data capture, analysis, and reporting that will result in the generation of a standardized set of system performance metrics.  Meeting TFM-M Program goals will enhance information sharing and collaborative decision making, which are cornerstones of the TFM efforts.  Improvements for data sharing, arrival and departure management, and congestion management will enable better recognition, prediction and response to the dynamic NAS for improved passenger throughput and more equitable allocation of resources among users.

C.1.2 Purpose

This Statement of Work (SOW) defines the effort required for the design, development, test, implementation, and support of a modernized TFM System that meets all the requirements in the TFM-M System Specification Document (SSD) provided in Attachment J-2.  The SOW also includes provisions for program management, systems engineering, system design, system development, test, training, implementation, integrated logistics support, engineering services, system upgrades, and technology refresh.

The completion of TFM-M design activities provides the foundation for the Government to exercise contract options for system development and test leading to TFM-M deployment.  
The contract option for TFM-M deployment will be exercised by the Government to support the deployment of TFM-M systems.  Other contract options provide the means for the Contractor to perform, on a Task Order basis, Engineering Services, and TFM Advanced Functional Enhancements (TAFE) design, development, test, and maintenance.

The Contract Data Requirements List (CDRL) contained in Attachment J-5 defines the products to be delivered to the Government resulting from the work defined in this SOW.  

C.2 APPLICABLE DOCUMENTS

The following specifications, standards, instructions, orders, guidelines and handbooks form a part of this SOW and are applicable to the extent specified herein.  The latest version of these documents as of the contract date shall apply.  In the event of a conflict between this SOW and a referenced document, the SOW shall take precedence:

A. Copies of FAA specifications and interface documents may be obtained from the Federal Aviation Administration, Headquarters Public Inquiry Center APA-230, 800 Independence Avenue, SW, Washington, D.C. 20591, 202-267-3484.  Requests should fully identify material desired and cite the solicitation or contract number.


B. Military Standards and Specifications can be ordered from the Department of Defense Single Stock Point (DODSSP), Building 4/Section D, 700 Robbins Avenue, Philadelphia, PA 19111-5098.  Information and direct, on-line access is also available athttp://assist.daps.dla.mil/ using Acquisition Streamlining and Standardization Information System (ASSIST)-Online.  ASSIST-Online provides users access to information associated with defense and federal specifications.  Although available to all, first time users must complete the ASSIST-Online Account Application to receive a user identification (ID) and password.

C. National Institute of Standards and Technology (NIST) standards may be obtained from the Systems and Software Technology Division, Computer Systems Laboratory, National Institute of Standards and Technology, Gaithersburg, MD 20899 or ordered from the NIST website at http://www.nist.gov/.
D. Institute of Electrical and Electronics Engineers (IEEE) documents may be obtained from Institute of Electrical and Electronics Engineers-USA, 1828 L Street, NW, Suite 1202 Washington, D.C. 20036-5104 or ordered from the IEEE website at http://www.ieee.org.

E. Electronic Industries Alliance (EIA) documents may be obtained from Electronic Industries Alliance, 2500 Wilson Boulevard, Arlington, VA 22201 or ordered from the EIA website at http://www.eia.org.

F. American Society of Mechanical Engineers (ASME) documents may be obtained or ordered by contacting the ASME by calling 1-800-843-2763 or by E-mail at infocentral@asme.org or via the ASME website at http://asme.org/.

G. Integrated Baseline Review (IBR) guidance is provided in the National Defense Industrial Association (NDIA) IBR Guide, April 2003 provided on the TFM Modernization website located at http://www1.faa.gov/tfmmodernization/background-docs/html/MiscDocs.htm. 

H. Requests for copies of documents not covered in the preceding paragraphs should be addressed to the Contracting Officer.  Requests should fully identify material desired and cite the solicitation or contract number.

C.2.1 FAA Orders, Specifications, Standards and Manuals

	FAA Order 1800.58A
	National Airspace Integrated Logistics Support (NAILS) Policy

	FAA Order 1370.82
	Information Systems Security Program

	FAA-STD-025e
	Preparation of Interface Documentation

	FAA-STD-026A
	FAA Standard for Software Development for NAS; Incorporates ISO/IEC 12207: Information Technology- Software Life cycle Processes, and Software Quality Assurance Standard

	FAA-STD-045
	Open Systems Interconnection Security Architecture and Mechanisms

	FAA-G-2100
	Electronic Equipment, General Requirements

	NAS System Engineering Manual
	Section 4.10, Programmatic Risk Management

	DOT/FAA/CT-03/05, HF-STD-001
	Human Factors Design Standard (HFDS)

	
	TFM System Specification Document, October 31, 2003


C.2.2 Industry Standards and Guidelines

	EIA-748, Rev. A
	Earned Value Management Systems

	NIST SP 800-30
	Risk Management Guide for Information Technology Systems

	NIST SP 800-18
	Guide for Developing Security Plans for Information Technology Systems

	NIST SP 800-53
	Minimum Security Controls for Federal Information Technology Systems

	NIST SP 800-53A
	Techniques and Procedures for the Verification of Security Controls in Federal Information Technology Systems

	ANSI/ASQC ISO-9001-2000
	Quality Management Systems: Requirements


C.2.3 Other Documents

	CSC-2002
	TFM Functional Audit Report, November 15, 2002


C.3 PROGRAM MANAGEMENT

The Contractor shall establish and maintain a program management organization and infrastructure necessary to implement all contract requirements for the entire life cycle of the TFM-M program.  This shall include, but not be limited to, contract program management activities such as contract administration, finance, personnel and technical support across all phases of the TFM-M program contained within this SOW.  The Contractor shall track all TFM-M work activities to provide current status as well as forecasts related to program management including resource loading, work breakdown structure, schedules, deliverables, earned value analysis, and funds expenditure tracking and status.  The Contractor shall provide management oversight of all contract activities to ensure the quality of work effort and deliverables and their traceability to all TFM-M program requirements, and to identify and remedy potential technical, cost and schedule risks and issues.

The tasks described herein shall be fully integrated to ensure their efficient and timely execution. Requirements for the CDRLs identified in this SOW are provided in Attachments J-5 and J-6.

C.3.1 Program Management

C.3.1.1 Work Planning, Authorization, and Management

C.3.1.1.1 Program Management Organization

The Contractor shall establish and maintain an organization to develop and implement a management program to efficiently and effectively execute the requirements of the contract.  The Contractor’s Program Management Organization shall be responsive to Government program management requirements; control TFM-M business and technical activities; ensure prime contractor and subcontractor(s) compliance with contract requirements; and effectively manage all subcontract(s).  The Contractor shall assign a dedicated Program Manager (PM) with overall responsibility to organize, plan, schedule, implement, control, analyze and report all elements of the contract.  The PM shall have sufficient corporate authority to direct, execute, and control all elements of the TFM-M program.  The PM, as focal point within the Contractor’s organization, shall present and discuss as required the status of contract activities with the Government Contracting Officer (CO), the Contracting Officer’s Technical Representative (COTR), and/or the Government Program Manager. 

C.3.1.1.1.1 Program Management Plan (PMP)

The Contractor shall develop, maintain and update an integrated Program Management Plan (PMP).  The PMP shall demonstrate Prime Contractor and subcontractor(s) integration within the overall program management plans and procedures.  The PMP shall integrate all functional areas (e.g., systems engineering, software engineering, testing, configuration management, quality assurance, integrated logistics support) and define the specific objectives to be accomplished for the successful execution of the program.  The PMP shall specify the work tasks, at an overview level, necessary to meet SOW requirements.  The PMP shall also discuss the staffing and other resources required to meet contract requirements.  

CDRL M01:  Program Management Plan (PMP)

C.3.1.1.1.2 Program Facility Support

The Contractor shall provide the Government an office at its primary work location with four desks, four  phones, and four analog phone lines, allowing for laptop computer hook-ups. The Contractor shall also provide access to facsimile and reproduction services.

The Contractor shall provide the Government, both at the Contractor facility and via remote telecommunications connectivity, secure on-line access to all TFM-M software development information, schedules, plans, requirements, design guidelines and documentation, processes and procedures, inspection results, test case results, and contract documentation developed or purchased by the Contractor.
C.3.1.1.2 Meetings, Reviews, Conferences, and Evaluations

The Contractor shall support status meetings, Technical Interchange Meetings (TIMs), Program Management Reviews, formal design reviews, and evaluations with the Government to discuss program progress, identify potential problems, and resolve identified problems. The Contractor shall provide teleconferencing capability as requested by the Government.  The Contractor shall provide facilities to meet attendance requirements for all conferences, meetings, reviews, and evaluations.  The Contractor shall provide an agenda and notify the CO of its readiness five (5) business days prior to the start of each conference, meeting, review or evaluation.  All CDRL items required for a conference, meeting, review or evaluation are to be delivered as directed by the Government prior to that conference, meeting, review or evaluation.

The Contractor shall prepare Agendas, Meeting Minutes, Action Item Lists, and Presentation Materials.  The Contractor shall track action items assigned during meetings until the disposition of the action is mutually agreed to by the Contractor and the Government.  Once the disposition of the action has been completed by the responsible organization and validated by the Government, the action shall be closed.  The Contractor shall maintain a history of all closed action items.

The following instructions are applicable to all conferences, meetings, reviews or evaluations:

I. The Contractor shall propose a date and location for the conference, meeting, review or evaluation for the COTR's approval.  For each conference, meeting, review or evaluation not held at a Government facility, the Contractor shall provide a Government caucus room.  Government facilities will only be used with the Government's approval.  

J. The Contractor shall conduct presentations at the conference, meeting, review or evaluation, although the Government reserves the right to revise the agenda and/or make a presentation. The Contractor shall make appropriate Contractor personnel available to respond to Government questions.   The Contractor shall prepare and deliver to the Government a summary of all action items and presentation materials prior to the start of each scheduled conference, meeting, review or evaluation.

K. The Contractor shall record minutes of the conference, meeting, review or evaluation and submit minutes afterwards.  The Contractor shall track action items identified at each conference, meeting, review or evaluation.  Each assigned action item shall have a due date and responsible person(s) assigned, who shall provide the status of the action at agreed upon intervals until the action is closed.  Unless otherwise specified by the Government, the Contractor shall respond to all action items with a written closure statement.  In the event that an action item cannot be closed within ten (10) working days, the minutes shall reflect a plan for closure.  This plan, the updated presentation material, updated action items, and meeting minutes shall be submitted to the Government within ten (10) working days after each event.

CDRL M02:  Agenda, Presentation Materials, Action Item List and Meeting Minutes

C.3.1.1.2.1 Program Management Reviews (PMR)

The Contractor shall conduct and administratively support monthly PMRs to review the work effort being conducted. The first PMR shall be held at the end of the second contract month in accordance with the schedule provided in Section F.  For all PMRs, the COTR may modify the meeting schedule and location to accommodate special program needs.  At PMRs, the Contractor shall provide, at a minimum, the program’s management, technical, cost and schedule status.  The Contractor shall provide a Government approved agenda, presentation materials, action item list and meeting minutes for all PMRs.

The PMR shall be accomplished nominally during one working day and shall include, but not be limited to, the following:

A. Major accomplishments since last PMR and expected major accomplishments prior to next PMR.

B. Cost, schedule and performance status including identification of major drivers behind cost or schedule variances and the action plan to resolve those variances, including changes to program estimates at completion (EAC) and information needed from the Government.

C. Changes in organizational chart and planned versus actual staffing by functional discipline.

D. Review of actions from previous PMR and review of new action items.

E. Network Logic Schedule (NLS) identifying schedule changes from previous PMR, completed and upcoming milestones, critical path status, all critical path changes, critical path issues and impacts, and a preview of all activities for the next 90 days.

F. Contractor deliverables to be delivered within the following three (3) months, the status of receipt of CDRL reviews from the Government and status of changes from the previous PMR.

G. Monthly Program Trouble Report (PTR) status, including analysis of PTR trends.

H. Status of Program Management Indicators for Performance Measurement as documented in the PMP.

I. Status of software development, including software management indicators.

J. Status of program risks and their mitigation.

K. Program Management action item status. 

L. Notification to the Government of any deviations/waivers from the requirements and the associated justification.

M. Procurement/integration status of Commercial off-the-Shelf (COTS) and/or Non-developmental Item (NDI) products.

N. Development and production status of any non-COTS products.

O. Commercial product obsolescence and supportability issues and recommended actions.

P. Status of all Government Furnished Property (GFP)/Government Furnished Information (GFI).

Q. Status of Engineering Change Proposals (ECPs).

R. Implementation and site activation/deployment status.

S. Status of production readiness to include:

1. Procurement and production schedules for system components, and

2. System integration schedules that demonstrate compatibility with the site deployment schedule.

C.3.1.1.2.2 Post-Award Conference (PAC)

The Contractor shall plan for, host, participate in and provide administrative support for a Post-Award Conference (PAC) to be scheduled in accordance with Section F.  The Contractor shall demonstrate adequacy of proposed planning efforts to meet contractual requirements in areas such as, but not limited to, complete coverage of this SOW, logical scheduling of the work activities, and risk management. The Contractor shall deliver and provide an overview of the following CDRLs at the PAC:

L. Draft Program Management Plan (PMP);

M. Draft Configuration Management Plan (CMP);

N. Draft Quality System Plan (QSP); 

O. Draft Network Logic Schedule (NLS);

P. Draft Systems Engineering Management Plan (SEMP).

C.3.1.2 Program Control

The Contractor shall implement and conduct a program control activity that ensures efficient and timely program execution.  The program control effort shall support identification and reporting of the status of the program as well as identification of program anomalies and corrective action plans.

The Contractor shall provide, during the entire contract performance, on-going Government access to pertinent records and data that support the cost data reported.

C.3.1.2.1 Contractor Work Breakdown Structure (CWBS)

The Contractor shall develop and maintain a Contract Work Breakdown Structure (CWBS) to include a CWBS Dictionary and CWBS Index for this contract.  The CWBS shall align to the FAA WBS, Version 4.0, dated November 12, 2003,  provided in Attachment J-12. The CWBS shall describe the work that will be accomplished and shall facilitate management data collection and reporting.  The Contractor shall use the CWBS as the primary framework for contract planning, budgeting, and reporting program cost and schedule status to the Government.  The Contractor shall submit the CWBS for approval as an Appendix of the PMP.    

The Contractor shall not change the CWBS or associated definitions for any reporting elements identified at level three or above in the CWBS without the approval of the CO.  Changes at lower levels may be made by the Contractor as deemed necessary without Government approval; however, the changes shall be within the constraints set forth in the definitions of higher level CWBS elements and reported to the CO within ten (10) days of implementation. 

CDRL M01:  Program Management Plan (PMP), Appendix A: CWBS   

C.3.1.2.2 Network Logic Schedule (NLS)

The Contractor shall develop and maintain an integrated TFM-M Program Network Logic Schedule (NLS).

The Contractor shall ensure that the NLS:

A. Includes all contractually specified milestones and Contractor activities to meet the milestones;

B. Identifies the critical path; 

C. Identifies all GFI/GFP required to meet these milestones, along with the need dates;

D. Is organized according to the CWBS;

E. Is consistent with the Earned Value Management System (EVMS);

F. Includes all site activities; 

G. Includes sufficient detail to allow tracking of progress during all phases; and

H. Includes all CDRLs and other contract deliverables.

CDRL M03:  Network Logic Schedule (NLS)

C.3.1.2.3 Earned Value Management System (EVMS)

The Contractor shall establish, maintain, and use an EVMS that complies with provisions provided in Section H. The Contractor shall use the same EVMS system for all primes and subcontractors.  The EVMS shall be used to plan and control costs; measure performance; and identify cost and schedule variances.  The Contractor shall prepare and submit a monthly Cost Performance Report (CPR) starting at the Initial Baseline Review (IBR) and utilizing the EVMS system along with a monthly written analysis that examines the actual prime and subcontractor(s) expenditures measured against the planned expenditures.  The data used to generate performance information shall also be used to develop a Contract Funds Status Report (CFSR) providing funding status and requirements. 
CDRL M04:  Cost Performance Report (CPR)

CDRL M05:  Contract Funds Status Report (CFSR)

C.3.1.2.4 Integrated Baseline Review (IBR)

The Contractor shall hold an IBR reviewing the Contractor’s planning efforts to meet contractual requirements in areas such as, but not limited to, complete coverage of the SOW, logical scheduling of the work activities, adequate allocation of resources, and risk management.  The contractor shall refer to Section H and the NDIA IBR Guide dated April 2003 as guidance in preparing for and conducting the IBR.  The IBR shall be scheduled in accordance with Section F.

C.3.1.2.5 Risk Management

The Contractor shall establish a Risk Management Program documented in the PMP for early and continuous identification, assessment, tracking and systematic reduction of risks that could impact the Contractor’s ability to meet its technical, cost and schedule objectives. This Risk Management Program shall accomplish objectives including, but not limited to, the following:

A. Identify potential sources of risk and their drivers.

B. Quantify risks, including risk levels, and their impacts on cost (including life cycle costs), schedule and performance.  Include design, cost, and schedule uncertainties and sensitivity to program, product, and process assumptions.

C. Determine the sensitivity of interrelated risks.

D. Determine potential alternative approaches to mitigate moderate and high risks.

E. Develop mitigation plans to minimize risks.

F. Develop and maintain risk-reporting metrics.

G. Take actions to avoid, control, or accept each risk. Update program document(s) as necessary.

H. Ensure that risk is factored into all subsequent actions or decisions on selection of requirements, design, and solution alternatives.

C.3.1.2.5.1 Program Risk Analysis

The Contractor shall identify and document its risk management processes in the PMP.  The Contractor shall also identify the program personnel with assigned risk management roles.  The Contractor shall provide a summary of prioritized risks and proposed risk mitigations in a Risk Assessment Report at each PMR.

The Contractor shall quantify risks with respect to their impact on all phases of the TFM-M program.  In assessing the life cycle risks, any interdependencies with other programs shall be considered.  Interdependencies shall be documented in the risk assessment submission as a statement of alternative dependencies. 

The Contractor shall identify risks and assign a priority for developing a recommended course of action in accordance with Section 4.10, Programmatic Risk Management, of the NAS System Engineering Manual. The Contractor shall develop risk mitigation plans for priority risks, and shall track the effectiveness of risk mitigation and strategies.

The Contractor shall provide the status of risk mitigation plans in the monthly PMRs and PMR Presentation Materials. The Contractor shall request Government concurrence for each program risk disposition, and shall add new risks as discussed and identified during the PMRs.

CDRL M06:  Risk Assessment Report

C.3.1.2.6 Program Performance Measurement System

The Contractor shall develop and maintain, throughout the duration of the contract., a performance measurement system.  The system shall include measurement indicators for tracking Contractor progress and performance in all phases of the TFM-M Program life cycle.  In addition, the Contractor shall collect data related to the cost of ownership and operational benefits of the TFM System over the life of the TFM-M Program.  This data will support Government investment analyses, benefits quantification, and related activities.  Data from the Performance Measurement System will serve as the input to the Management Indicators Report.

CDRL M07:  Management Indicators Report

C.3.1.3 Contract Management

C.3.1.3.1 Contractor Library

The Contractor shall establish, maintain and provide the Government access to a secure Web-based library with all documents (e.g., deliverables, correspondence, etc.) developed by the Contractor and all documents provided by the Government.  At a minimum, the Web-based Contractor Library shall include:

I. Copies of all correspondence related to this contract between the Contractor and the Government.

J. Documentation providing traceability and rationale for the Contractor's program decisions.

K. The latest internally controlled version of all specifications, drawings, databases and software that define or implement the system.

L. Copies of all briefings to the Government.

M. All configuration management documentation.

N. Program Trouble Report (PTR) Summary:

1. The Contractor shall establish and maintain a Government approved PTR database that shall track all Type I, Type II, Type III and Type IV PTRs.  The Contractor shall create PTRs for all anomalies discovered throughout the program.  The PTR database shall include all PTRs from software development, hardware integration, system integration, testing, training development, documentation, and other Contract deliverables.  The PTR disposition shall be based upon Government Program Office approval.

2. The Contractor shall ensure that the Government will have the ability to dynamically query the PTR database for any desired information therein. The Contractor shall provide remote access to the PTR database. This capability may be ‘read only’ but shall allow independent, direct Government queries of any data.  

O. Site hardware and software inventory lists.

P. All CDRL documentation.

CDRL E25: Program Trouble Report (PTR) Summary

C.3.1.3.2 Commercial Product Management

The Contractor shall develop a Commercial Product Management Plan (CPMP) that shall describe how the Contractor manages commercial hardware, software and firmware products including Non-Developmental Items (NDI) and GFP commercial products that are used in TFM-M, and establish and execute a Commercial Product Management Program based on the plan.

CDRL E02:  Commercial Product Management Plan (CPMP)

C.3.2 Quality Assurance Program 

Quality Assurance (QA) is applicable to all phases of the TFM-M Program.  In addition to the requirements in Section E, the Contractor shall establish and maintain a quality assurance program in accordance with ANSI/ASQC ISO-9001-2000.  This QA program shall be documented in the Quality System Plan (QSP) for design, development, and evaluation of hardware and software. This program shall describe the procedures and controls used by the Contractor to ensure that all contract requirements are met. 

The inspection requirements specifically set forth in this SOW and in Section E shall become a part of the Contractor's overall QA program.  The absence of Government inspection does not relieve the Contractor of the responsibility of ensuring that all products or supplies submitted to the Government for acceptance comply with all requirements of the contract.

CDRL E17:  Quality System Plan (QSP)

C.3.2.1 Support to Government Quality Assurance Verification

All QA operations performed by the Contractor shall be subject to Government verification at any time.  

Government verification will consist of, but not be limited to:

Q. Government surveillance of the operations to determine that practices, methods and procedures of the written quality program are being properly applied; and

R. Government product inspection to measure quality of the product to be offered for acceptance.

C.3.2.2 Contractor QA Management Responsibilities
The Contractor shall document and maintain the results of contractor audits and recommended corrective actions associated with each quality evaluation performed.  

These evaluations shall span the entire TFM-M program life cycle.  The evaluations shall be maintained by the Contractor's QA organization, and shall be made available to the Government upon request.

C.4 SYSTEMS ENGINEERING

The Contractor shall, in accordance with the Government approved Systems Engineering Management Plan (SEMP), perform the necessary engineering across all engineering disciplines required to design, develop, test, deploy, maintain and upgrade the TFM-M system that fully meets the TFM-M SSD.  The Contractor shall perform the systems engineering technical, analysis, modeling and risk reduction activities resulting in a functional analysis of TFM-M system requirements, including interoperability with and transition strategy from legacy TFM systems, and a requirements allocation to specific TFM-M system configuration items.  The Contractor shall conduct for the Government requirements and system design reviews supporting the TFM-M Program.  The Contractor shall maintain traceability between the SSD and Contractor-developed requirements and design documents.

C.4.1 Systems Engineering Program

The Contractor shall execute a Systems Engineering Program that supports all system requirements analysis and definition, and system design, development, test, implementation and maintenance activities.  
C.4.2 Systems Engineering Management

The Contractor shall develop and use the Government-approved SEMP for guidance in performing integrated Systems Engineering activities.  Systems engineering management techniques shall be used for planning and control of the engineering activities.

CDRL E01:  Systems Engineering Management Plan (SEMP)  

C.4.2.1 Technical Reviews, Meetings and Evaluations

Technical reviews, meetings, and evaluations, including those specified in Section C.4.6, shall be conducted to accomplish the Systems Engineering requirements specified within this section. 

C.4.2.2 Trade Studies

The Contractor shall conduct trade studies that support engineering decisions for the TFM-M Program as directed by the Government.  Trade studies shall be documented in a Technical Report.

CDRL E10: Technical Report

C.4.3 System Requirements and Traceability

C.4.3.1 System/Subsystem Specification (SSS)

The Contractor shall use the TFM-M SSD provided in Attachment J-2 as the basis of all system engineering requirements analysis.  The Contractor shall identify the major functional subsystems of the TFM-M System, and for each subsystem, shall document the expanded requirements in the System/Subsystem Specification (SSS).  The SSS development process shall be based upon a Contractor-proposed schedule as approved by the Government.  The Contractor shall maintain the SSS throughout all TFM-M activities throughout the duration of the contract. 

The Contractor shall develop and maintain requirements traceability throughout all phases of the TFM-M System life cycle. The Verification Requirements Traceability Matrix (VRTM), Appendix A to the SSS, shall be used to document the requirements traceability between the Government’s SSD and the Contractor’s SSS.  The Contractor shall include a Government approved verification method as defined in Section 4.2 of the SSD in the VRTM that defines the applicable test method for each SSD requirement.  The Contractor shall maintain the VRTM throughout the duration of the contract. 

CDRL E03:  System/Subsystem Specification (SSS) 

CDRL E03: System/Subsystem Specification: Appendix A, VRTM 

C.4.3.2 System/Subsystem Design Document (SSDD)

The Contractor shall define and document in the SSDD the high-level TFM-M system architecture including allocation of SSS requirements to appropriate Configuration Items.  The Contractor shall maintain this document throughout the duration of the contract.  

The Contractor shall document, in Appendix A of the SSDD, the traceability from the SSS requirements to the System Configuration Items (hardware and software) identified in the SSDD, including all SSS requirements allocated to COTS or NDI.  Requirements allocated to COTS or NDI shall be clearly identified in the Requirements Allocation Matrix (RAM).  The Contractor shall maintain the RAM throughout the duration of the contract.

CDRL E04:  System/Subsystem Design Document (SSDD)

CDRL E04:  System/Subsystem Design Document: Appendix A, RAM

C.4.4 TFM Software Version Alignment

During Contractor development of the TFM-M System, the existing TFM System will continue to evolve; and new capabilities may be added to it, or existing capabilities modified.  In this event, it will be necessary for the Contractor to develop additional software to implement all capabilities that have been modified or added to the TFM System that are not covered by the SSD issued at contract award.   The results of this effort will be to align the Contractor’s TFM-M System with the currently fielded System.  In support of this effort, the Contractor shall coordinate with other Government contractors, as directed by the Government.

The Government will provide updated system requirements to the Contractor, as needed.  Based on those new requirements, the Contractor shall perform all Systems Engineering tasks required to perform the necessary requirements analysis, shall update all related documentation, and shall provide a high-level design for Government approval that shows how the new requirements will be integrated into the TFM-M System Architecture. 

The Contractor shall propose TIMs to discuss the results of its analysis with the Government.

C.4.5 Technical Performance Measurement

The Contractor shall collect, analyze, and report technical performance measures to assess and monitor technical performance.  The technical performance measures shall be specified in the Program Performance Measurement System.  Significant program-level results shall be reported in the Management Indicators Report.

CDRL M07:  Management Indicators Report

C.4.5.1 System Performance Plan (SPP)

The Contractor shall develop a System Performance Plan (SPP) to measure operational performance in support of the design and development of the TFM-M System.  System performance measurement and evaluation shall be included in all systems engineering analyses performed under this Contract.  The SPP shall contain a description of all Contractor-developed or acquired performance models and tools and recommended technical performance measures (TPMs) recommended to be used for evaluation of the TFM-M System operational performance.

CDRL E11:  System Performance Plan (SPP)
C.4.5.2 Model Development and Execution

The Contractor shall use available existing model(s) or shall develop a model(s) to perform System performance prediction analyses.  The Contractor shall use the approach documented in the approved SPP to validate the model(s).  The Contractor shall use the data provided in Attachment J-4, which documents current system data flows, to identify projected data flows that are into/subsystem-subsystem/out of the Contractor’s proposed modernized system architecture. The Contractor shall also define and model at least two system workloads: a nominal system workload and a peak system workload.  

TPMs identified in the Government-approved SPP shall be assessed using workload scenarios that include both steady-state as well as transient (initialization, reset, failure, and recovery) events.  Response time performance shall be assessed using the workload scenarios defined by the Contractor.

The Contractor shall use actual measured data to the maximum degree possible in the performance model(s).  Where no measured data exists, the Contractor shall use the approach documented in the approved SPP to estimate the data for initial model runs.  As system development proceeds, model parameters shall be updated to reflect the actual design and the actual measured data. The Contractor shall document the model design, model components, inputs, and outputs used to support predictions of TPM values in the SPP.  The Contractor shall provide the source code and associated documentation for all models developed under the TFM-M contract.

C.4.5.3 System Performance Reporting

The Contractor shall document TFM-M System performance predictions and corresponding measurements in the TFM-M System Performance Report (SPR).

The Contractor shall include a TPM Variance Analysis Report (TVAR) in the SPR whenever a TFM-M System model prediction for a TPM falls outside its TPM tolerance band.  Whenever a TVAR is reported, the Contractor shall develop a risk mitigation plan that is acceptable to the Government to resolve the TVAR.  TVARs with Government-approved mitigation plans shall be presented at PMRs.

CDRL E12:  System Performance Report (SPR)

C.4.6 Engineering Reviews

The Contractor shall conduct a Technical Post-Award Conference (TPAC), a Requirements Workshop, a Requirements Review, a System Design Review, and a Detailed Design Review at a location(s) to be approved by the Government to demonstrate an understanding of the program’s requirements and design.

C.4.6.1 Technical Post-Award Conference (TPAC)

The Contractor shall plan for, host, participate in, and provide administrative support for a TPAC to be scheduled independently of the PAC, in accordance with Section F.  The purpose of the TPAC shall be to support a technical exchange with the Government on the following topics:

A. Proposed TFM-M System Architecture;

B. Overview of approach to TFM-M deployment;

C. Requirements issues;

D. Contractor defined areas of technical risk;

E. Proposed TPMs; 

F. Contractor approach to Requirements Workshop and the Requirements Review; 
G. Contractor approach to Design Reviews; and

H. Draft Software Development Plan (SDP).
C.4.6.2 Requirements Workshop

The Contractor shall plan for, host, participate in, and provide administrative support for a Requirements Workshop, to be scheduled in accordance with Section F.  The purpose of the Requirements Workshop shall be to support a technical exchange with the Government on Contractor understanding of TFM-M SSD requirements.

C.4.6.3 Requirements Review 

The Contractor shall plan for, host, participate in, and provide administrative support for a Requirements Review, to be scheduled in accordance with Section F.  The purpose of the Requirements Review shall be to support a technical exchange with the Government on the following topics:

I. Draft SSS; 
J. Draft System Performance Plan (SPP); and

K. Second Draft SDP.

C.4.6.4 System Design Review 

The Contractor shall plan for, host, participate in, and provide administrative support for a System Design Review, to be scheduled in accordance with Section F.  The purpose of the System Design Review shall be to support a technical exchange with the Government on the following topics:

L. Second Draft SSS; 

M. Draft SSDD;


N. Draft SPR;

O. Security Risk Assessment;

P. Draft Information Systems Security Plan (ISSP); 
Q. Final SDP; and

R. Transition methodology.

The Contractor shall also provide an overview of the draft Safety Assessment Report, draft Human Factors Engineering Program Plan, draft Integrated Support Plan, draft Training Development Plan, draft Contractor Master Test Plan, and final Software Development Plan. 

C.4.6.5 Detailed Design Review

The Contractor shall plan for, host, participate in and provide administrative support for a Detailed Design Review, to be scheduled in accordance with Section F.  The purpose of the Detailed Design Review shall be to support a technical exchange with the Government on the following topics:

S. Final SSS; 

T. Final SSDD;

U. Final SPR;

V. Final SPP;

W. Draft Software Design Document (SDD) (described in C.5.2.1.2);

X. Draft Database Design Document (DBDD) (described in C.5.2.1.2); 

Y. Draft Hardware Architecture Document (HAD) (described in C.5.2.1.2).

The Contractor shall also provide an overview of all Security, Safety, Training, and other Plans as required by this Contract at the Detailed Design Review.

The Contractor shall complete the Detailed Design Review, including disposition of all action items, prior to starting the development phase of the TFM-M System, unless the Government provides explicit approval in advance.  Upon completion of the Detailed Design Review, Contractor modifications to the SSS, SSDD, SDD, DBDD, and HAD shall be made only with Government approval. 

C.4.7 Human Factors Engineering

The Contractor shall execute a Human Factors Engineering (HFE) Program and shall develop and deliver a Human Factors Engineering Program Plan (HEPP) using the Human Factors Design Standard (HFDS) as a guide.  

The Contractor shall include HFE as an element of program management activities such as PMRs, design reviews, system demonstrations, and TIMs. 

CDRL E14:  Human Factors Engineering Program Plan (HEPP)

C.4.7.1 Human Factors Engineering Analysis

The Contractor shall conduct a HFE analysis of the user workstation layout, system displays, ergonomics, safety, and accessibility for the users of the modernized system.  This analysis shall, at a minimum, include the design criteria contained in the tailored HFDS checklist.  Results of the analyses shall be developed and delivered in a Human Factors Engineering Design Approach Document-Operator (HEDAD-O) and addressed within on-going systems engineering design activities. The integration of TFM user human factors, procedures, technical documentation, and training within the TFM-M System shall be emphasized. Issues documented in the HEDAD-O shall be updated on each successive delivery of the document and be presented at all PMRs.  The Government will approve issue resolutions.

CDRL E18:  Human Factors Engineering Design Approach Document-Operator  (HEDAD-O)

C.4.7.2 Computer-Human Interface (CHI) Design 

The Contractor shall design a CHI that meets the requirements of the TFM-M SSD.  The Contractor shall propose, and conduct as approved by the Government, Human Factors TIMs to brief early CHI concepts to support the development of the CHI design.

The Contractor shall propose, and conduct as approved by the Government, CHI Demonstrations throughout the Program.  The Contractor shall perform at least one CHI Demonstration with user representatives to provide timely answers to CHI design issues.  The CHI demonstration(s) will be based on entry and exit criteria established in conjunction with the Government.  These criteria shall be documented in the HEPP and presented at a Human Factors TIM for discussion and approval. The CHI demonstration(s) shall demonstrate how the proposed CHI design meets the Government’s requirements. This demonstration(s) may include the prototyping of design alternatives/concepts that need user evaluation. The Contractor shall prepare and deliver a HEDAD-O that addresses the TMC/TMS’s interaction with system hardware, software, and CHI. Findings from an analysis of user tasks shall be presented as part of the rationale supporting the design and as the basis for user procedures.  

C.4.8 Information System Security Program

The Contractor shall develop and execute an Information System Security Program for the TFM-M System.  The security program shall be documented in the Information System Security Plan (ISSP).  The Contractor shall mitigate all risks to the medium level or as deemed acceptable by the Government.  The ISSP shall apply to all phases of the TFM-M Program and shall ensure the Contractor meets all requirements of Section 3.0 of the SSD.

The Contractor will have access, upon contract award, to the current Traffic Flow Management- Infrastructure (TFM-I) Security Certification and Accreditation Package (SCAP), which includes the current ISSP, vulnerability assessment report, risk assessment, security test plan and security test results, disaster recovery and contingency measures, and ISS certification and authorization statements.  The Contractor’s Information System Security Program shall address areas including, but not limited to, the following:
A. Security is the protection of System resources against unauthorized disclosure, access, modification, usage, or destruction.  Any new and/or modified hardware or software capability which is deemed critical to the confidentiality, integrity, or availability to the mission of the system shall be in the required level of compliance with:

3. FAA Order 1370.82, Information Systems Security Program; and

4. FAA-STD-045, Open Systems Interconnection Security Architecture and Mechanisms.

B. The Contractor shall include solutions to information security requirements as delineated in the TFM-M SSD.  The Contractor shall also address applicable security requirements for any new design considerations within the TFM-M System.  The Contractor shall review the current TFM security posture and consider how best to incorporate the following system security functionality into the TFM-M System design:

5. Discretionary access control;

6. User identification and authentication;

7. Security audit and review;

8. System integrity;

9. Network security;

10. Security documentation; 

11. Security testing;

12. Protection from malicious code;

13. Provide for non-repudiation;

14. Provide for secure recovery from security incident.

C. Initial versions of the Security Risk Assessment (SRA) and the ISSP shall be delivered at the System Design Review, final versions delivered 30 days prior to Detailed Design Review and updated as required.  The SRA and ISSP shall be in accordance with:

15. NIST SP 800-30, Risk Management Guide for Information Technology Systems;

16. NIST SP 800-18, Guide for Developing Security Plans for Information Technology Systems;

17. NIST SP 800-53, Minimum Security Controls for Federal Information Technology Systems; and

18. NIST SP 800-53A, Techniques and Procedures for the Verification of Security Controls in Federal Information Technology Systems.

The Contractor shall ensure security design compliance with SSD security requirements throughout the pre-certification phase, which includes: System Identification, Initiation and Scope Determination, Security Plan Validation, Initial Risk Assessment Validation, Security Control Validation and Identification, and Negotiation.

CDRL S01:  Security Risk Assessment (SRA)

CDRL S02:  Information Systems Security Plan (ISSP) 

C.4.9 System Safety Program

The Contractor shall develop a System Safety Program Plan (SSPP) and execute a System Safety Program based on this plan.  The System Safety Program shall be initiated during the System Design Phase and shall continue throughout the duration of the contract.

The Contractor shall prepare and deliver the SSPP, System Safety Assessment Report (SSAR), System Hazard Analysis (SHA), and Safety Requirements Verification Table (SRVT). The SRVT shall be used during Contractor-conducted formal testing to ensure all safety requirements have been verified.

CDRL E06:  System Safety Program Plan (SSPP)

CDRL E07:  System Safety Assessment Report (SSAR)

CDRL E08:  System Hazard Analysis (SHA)

CDRL E09:  Safety Requirements Verification Table (SRVT)

C.4.10 Interfaces

The Contractor shall support Government-conducted Interface TIMs to coordinate interface issues with the Government.  

The Contractor shall identify all system interfaces in the SSDD and shall ensure all associated requirements are documented in the Interface Requirements Documents (IRDs) and Interface Control Documents (ICDs).  As directed by the Government, the Contractor shall provide updates to existing ICDs and IRDs, in accordance with FAA-STD-0025. 

The Contractor shall be responsible for development of all new ICD(s) and IRD(s), as directed by the Government.  The Contractor shall develop, deliver, and maintain the ICD(s) and IRD(s) for all new interfaces in the TFM-M System in accordance with FAA-STD-025.  

CDRL E05:  Interface Control Document (ICD)

CDRL E24:  Interface Requirements Document (IRD)

C.4.11 Transition of TFM System to the TFM-M System

The Contractor shall propose a strategy for transition from the current TFM System to the TFM-M System, based on the Contractor’s proposed TFM-M System Architecture.  The transition strategy shall include provision for continuity of all current processing and communications facilities and systems, to include those TFM subsystems not being modernized.  The recommended transition methodology shall be documented in a technical report and presented at the System Design Review.  The technical report shall identify proposed re-use of GFP and/or any new GFP that would be required.  The Transition Plan(s) shall be consistent with the Contractor’s TFM-M strategy.   

CDRL E10: Technical Report: Transition Plan

C.4.12 Configuration Management (CM)

Configuration Management is applicable to all phases of the TFM-M Program.

The Contractor shall establish within its organization the practices, policies, and procedures for implementing the requirements of a CM program for the TFM-M Program.  The procedures shall apply to all subcontractors, vendors, and suppliers.  The Contractor shall establish a single authority responsible for this CM task.  The CM program shall be documented in the Configuration Management Plan (CMP).

CDRL C01:  Configuration Management Plan (CMP)

C.4.12.1 Configuration Items

The Contractor shall establish and perform functions necessary to identify, label, serialize, and mark all configuration items ensuring that traceability is maintained through all revision levels of each item and between all representations of that item (e.g., tape, disk, hardcopy) for the entire CM life cycle.  The Contractor shall assign required unique identifiers described below:

A. Document numbers.  An identification number shall be assigned to specifications, engineering drawings, associated lists, and ancillary documents.

B. Part/item identification numbers.  A discrete part or item identification number shall be assigned to each CI and its subordinate parts and assemblies.  An identification number shall be changed whenever a non‑interchangeable condition exists.

C. Software identifiers.  The Contractor shall assign discrete part/item identification to all software media (e.g. tape, disk), that contains a version number, revision number, and release date.  The medium identified shall be inclusive and contain all subordinate software segments within configuration items to enable identification of differences in files and site versions.  The Contractor shall also uniquely identify modified commercial configuration items.

D. Serial numbers.  The Contractor shall inventory and manage HWCIs using vendor serial numbers.

E. Product identification/marking.  All configuration items, sets, and other pieces shall be marked with identification nameplates.

F. Firmware labeling.  The Contractor shall label firmware on the device, or on the next higher device (if the device is too small).  The label shall consist of a part number representing the device with the code embedded.

G. NDI and commercial item labeling.  When an NDI or commercial CI is modified to satisfy Government requirements, the CI shall be re‑identified as a Government modified CI, documented, and controlled.

C.4.12.2 Configuration Baselines

The TFM-M Functional Baseline (FBL), TFM-M Allocated Baseline (ABL) and TFM-M Product Baseline (PBL) shall be documented in a Configuration Status Accounting Report (CSAR).  The TFM-M FBL consists of the TFM-M SSD and Interface Requirements Documents (IRD).  The TFM-M ABL consists of the System/Subsystem Specification (SSS), ICDs, and the approved SSDD.  The TFM-M PBL shall be established after the successful completion of the Functional Configuration Audit (FCA) and Physical Configuration Audit (PCA), and shall reflect the correction of configuration audit deficiencies.

CDRL C02:  Configuration Status Accounting Report (CSAR)
C.4.12.3 Configuration Control

The Contractor shall implement configuration control procedures that ensure regulation of the flow of proposed changes; documentation of the complete impact of the proposed changes; and release of approved configuration changes into configuration items (CIs) with related configuration documentation.  Contractor configuration control shall begin at contract award.

The Contractor shall establish a Configuration Control Board (CCB) and develop CCB procedures to establish cost, schedule and technical baselines and support baseline management.  The Contractor shall maintain traceability of component and configuration changes to each system baseline, a record of the sequence of baselines, currency of the Contractor’s baselines, and consistency among program documentation, including versions, for hardware, software, firmware, and databases.  The Government will perform in‑process audits of the Contractor’s CM data and records and may participate in the CCB.

C.4.12.3.1 Engineering Change Proposals (ECPs)

The Contractor shall prepare and deliver Class I Engineering Change Proposals when a proposed change affects a TFM-M CI(s) form, fit or function.

CDRL C03:  Engineering Change Proposal (ECP)
C.4.12.3.2 Request for Deviation (RFD)

The Contractor shall prepare an RFD for Government review and approval/disapproval any time the Contractor wishes to request relief from a requirement.  

CDRL C04:  Request for Deviation (RFD)

C.4.12.3.3 Class II Engineering Changes

Changes that do not affect the form, fit, or function of a CI shall be prepared as a Class II ECP.  Class II ECPs shall be prepared and submitted to the Government Quality and Reliability Officer (QRO) for concurrence in classification.  Where disputes arise concerning Class I or Class II designations, the Contractor shall forward a request to the CO for resolution.

C.4.12.3.4 Notice of Revision

The Contractor shall prepare a Notice of Revision (NOR) concurrent with a Class I ECP, for each baseline document that would require revision if the ECP were approved.  

CDRL C05:  Notice of Revision (NOR)

C.4.12.4 Configuration Audits

The Contractor shall prepare and deliver a Configuration Audit Plan (CAP) and related reports that describe the scope of all audit activities to be performed.  The Contractor shall draft a proposed PBL to serve as a pre-audit baseline to support each Government FCA/PCA.  The Contractor shall report the FCA/PCA results in a Configuration Audit Report.  Audits shall be performed to validate that all CIs have been developed in accordance with the functional and performance requirements of the SSS, and that they accurately reflect the production configuration design documentation.  A moratorium on changes to all audited CIs shall be imposed one week prior to each audit phase (FCA or PCA) and during audit conduct.  A list of all approved and in-process changes against hardware, firmware, software, and documentation shall be presented to the audit team as the listing of outstanding changes at the beginning of the audit period.

CDRL C06:  Configuration Audit Plan (CAP)

C.4.12.4.1 Functional Configuration Audit

A Functional Configuration Audit (FCA) shall be performed to verify that the system is compliant with the requirements of the TFM-M SSD.  Satisfactory completion of Contractor formal testing is a prerequisite for conducting a FCA.  Traceability of all requirements to test, demonstrations, analysis and inspections, shall be demonstrated.  The FCA will examine results of the tests, inspections, analysis and demonstrations on all hardware, firmware, and software CIs.  FCA findings, analysis and any discrepancies shall be documented.  Any regression testing as a result of the audit shall be Government-witnessed and shall require submission of new test summary sheets signed by a Government representative.

C.4.12.4.2 Physical Configuration Audit

The Physical Configuration Audit (PCA) shall be accomplished before acceptance of the final product.  Satisfactory completion of the audit, as approved by the Government, shall establish the PBL. 

PCA shall be performed on the system for each site to validate that the CIs have been developed satisfactorily to conform to the PBL.  The PCA will consist of a formal examination of the “as-built” or “as-coded” configuration of all hardware, firmware, and software CIs against their design documentation (including part marking, specifications, quality control records, engineering drawings, technical manuals, listings, operation and support documents, software and firmware regeneration) to establish the PBL.  PCA findings/discrepancies shall be documented.  Upon completion of the PCA, the Contractor shall prepare an updated CSAR.

C.4.12.4.3 Configuration Status Accounting

The Contractor shall maintain Configuration Status Accounting (CSA) that will provide for recording and reporting of information necessary to effectively manage the TFM-M System development.  The CSA information shall include data to provide traceability of any change through the change control process.  Electronic access to TFM-M CM information shall be provided to the Government and to Government approved Contractors, as needed.

C.5 TFM-M DESIGN

The Contractor shall develop and document all aspects of a TFM-M system design that meets TFM-M contractual requirements.  The TFM-M system’s hardware and software architecture shall be documented at a sufficient level in the SSDD.  The Contractor shall conduct as required systems engineering risk reduction activities to the Government to provide insight into the requirements, design alternatives and systems engineering issues that form the basis for key system design issues.  These may include, but are not limited to, system modeling/analysis, engineering mock-ups/prototype demonstrations, NDI demonstrations, and joint Government/ Contractor Human Factors evaluation activities.  These activities shall be planned for and coordinated with the Government to be conducted at the Contractor’s facilities, WJHTC facilities, or other facilities, as appropriate.  The Contractor shall provide planning documentation for TFM-M System development, test, training and maintenance.

C.5.1 Systems Engineering 

The Contractor’s Systems Engineering Program shall support all TFM-M system design activities in accordance with the Government approved SEMP.  TFM-M system design and development shall be in accordance with FAA-STD-026A.
C.5.1.1 Computer-Human Interface (CHI) Design 

The Contractor shall perform CHI Demonstration(s) with user representatives to provide timely review for CHI design issues during the Design Phase of the TFM-M Program.  The informal demonstration(s) shall be conducted prior to Detailed Design Review and shall demonstrate how the proposed CHI design meets the requirements.  Informal demonstration(s) may include the prototyping of design alternatives/concepts for user evaluation. 

C.5.2 System Design

C.5.2.1 System Architecture

The Contractor shall design an open, standards-based system that meets the TFM-M SSD requirements.  The Contractor shall document the TFM-M System architecture in the SSDD with sufficient detail to define the fully configured system at all TFM sites.  

C.5.2.1.1 Hardware Design

The Contractor shall identify and document the complete hardware design and detailed configuration in the HAD at a level of detail sufficient for hardware procurement during the Development and Deployment Phases for TFM-M.  The Contractor shall provide at the Detailed Design Review identification of all TFM-M hardware components for the SSDD HWCIs.    

CDRL E26:  Hardware Architecture Document (HAD)

C.5.2.1.2 Software Design

The Contractor shall design the TFM-M System.  The Contractor’s software design shall use COTS, modified COTS, NDI, modified NDI, and/or newly developed software to meet the requirements of the TFM-M SSD and this SOW.  The Contractor shall document the TFM-M software design in a detailed manner to facilitate traceability to specifications, ease of understanding, ease of development, and ease of testing. 

The Contractor shall develop Software Requirements Specifications (SRSs) to record software requirements developed and allocated to CSCIs documented in the SSDD.  The TFM-M system software design shall be documented in the SDD and presented at the Detailed Design Review.

The TFM-M system database design shall be documented in the DBDD and presented at the Detailed Design Review.

The Contractor shall describe how any COTS, NDI and/or other reused software will be integrated with newly developed TFM-M software.  This COTS, NDI and/or other reused software documentation shall meet the standards defined in the SDP for newly developed software.

CDRL E15:  Software Design Document (SDD)

CDRL E16:  Database Design Document (DBDD)

C.5.2.1.2.1 Software Engineering Management

C.5.2.1.2.1.1 Software Development Plan

The Contractor shall develop and maintain a Software Development Plan (SDP) that includes processes, methodologies, build strategies, and measurements to be used in conducting software development activities leading to system test.  Software development includes new development, modification, reuse, engineering, maintenance, and all other activities that result in development of TFM-M system software.

The Contractor shall baseline and control changes to the SDP.  The Contractor shall maintain consistency between actual software development practices and the SDP.  The Contractor shall notify the Government of any deviations from or changes to the SDP.

The Contractor shall provide software engineering and software management support as described in the Government-approved SDP. 

CDRL E13:  Software Development Plan (SDP)

C.5.2.1.2.2 Use and Integration of COTS/NDI Software

The Contractor shall identify all cases where a COTS/NDI product is used as an integral part of the TFM-M software architecture, either as a CSCI or within a CSCI.  When using commercial elements, including operating systems and compilers, the Contractor shall ensure openness of the design and implementation by using, to the maximum extent possible, only those features or attributes that comply with industry-approved standards.  The design documentation shall describe any planned exceptions to the application of these standards in the design or implementation of the system.  The Contractor shall obtain Government approval of these exceptions before initiating detailed software design and implementation.

C.5.2.1.2.3 Software Design TIMs

The Contractor shall identify a series of incremental Software Design TIMs with the Government to facilitate technical information exchange and Government understanding of the key software design decisions made by the Contractor. 

The Contractor shall provide at least two (2) business days notice for internal design reviews in order to facilitate Government attendance.  
C.5.3 Design Phase T&E Activities

The Contractor shall develop, provide for Government approval, and maintain the Contractor Master Test Plan (CMTP), which shall serve as the high-level planning document for the Contractor’s TFM-M System test program.  The Contractor shall develop test schedules that meet the requirements of the SOW, and shall integrate these test schedules into the overall TFM-M program schedule.

CDRL T01:  Volume I, Contractor Master Test Plan (CMTP)

C.5.4 Design Phase Logistics Support Planning

The Contractor shall plan an Integrated Logistics Support (ILS) program for the TFM-M System in accordance with FAA Order 1800.58A, National Airspace Integrated Logistics Support (NAILS) Policy, and the TFM-M SSD.  The Contractor shall ensure that logistics considerations and logistics planning are integrated in the TFM-M System equipment engineering and the COTS and NDI selection processes.  

The Contractor shall provide support to the Government at NAILS meetings, as required.

C.5.4.1 TFM-M Logistics Support Planning

The Contractor shall host and administratively support a Logistics Guidance Conference(s) (LGC), as directed by the Government.  The conference will be co-chaired by the Government and the Contractor’s ILS Manager.  The Contractor shall provide a briefing, outlining its approach to the TFM-M System ILS program.  The briefing shall address the Contractor’s approach to TFM-M system maintenance for the full life cycle of the TFM-M program.

C.5.4.2 Maintenance Planning

The Contractor shall document the TFM-M maintenance approach in the Integrated Support Plan (ISP).  The proposed ISP shall comply with the requirements of the SSD and this SOW.  The Contractor shall determine the most cost-effective means of maintenance and recommend a repair strategy to the Government.  The Contractor shall document its approach to maintenance of the TFM-M System in a Maintenance Allocation Chart and Logistics Support Analysis, which shall be submitted as an Appendix to the Contractor’s ISP.  

CDRL L01:  TFM-M Integrated Support Plan (ISP)

C.5.5 Training Design

C.5.5.1 Training Guidance Conference (TGC)

The Contractor shall plan, support and co-host a TFM-M System Training Guidance Conference (TGC) with the Government.  At the TGC, the Contractor shall present a plan for meeting training requirements specified in this SOW in Section 7.0 and shall include a schedule of the proposed training activities.  The Contractor shall also obtain guidance or clarification on training requirements and plans, including training aspects of the SOW, the Training Development Plan (TDP), and associated CDRLs and DIDs.
C.5.5.2 Training Development Plan (TDP)

The Contractor shall develop a TDP for the TFM-M System in accordance with all decisions and guidance provided by the Government at the TGC.  The Contractor shall document and deliver the TFM-M training program approach in the TDP.  The TDP shall include recommendations to the Government for all three areas of training:  Airway Facilities (AF), System Administrator (SA), and Traffic Manager (TM).

CDRL R01:  AF/SA/TM Training Development Plan

C.6 TFM-M DEVELOPMENT AND TEST

The Contractor shall develop, code, build, integrate and test operational, support, and training software to satisfy the requirements in the TFM-M SSD.  The Contractor shall conduct as required systems engineering risk reduction activities to provide insight into implementation alternatives for the approved system design and to solicit Government inputs to operability and suitability design issues.  These may include, but are not limited to engineering mock-ups, prototype demonstrations, COTS/NDI customization demonstrations, maintenance demonstrations, and human factors engineering operational evaluations.  These activities can be planned for either the Contractor’s facilities, WJHTC facilities, or other facilities, as appropriate. The Contractor shall conduct an integrated T&E program, in accordance with the Government approved CMTP, to verify that the TFM-M system meets the physical, functional, interface, and performance requirements as stated in the TFM-M SSD, in the intended environment and with the intended users.  The Contractor shall develop and deliver test plans and test procedures to be used in the T&E program that meet the requirements of this SOW.  The Government reserves the right to review all Contractor test plans and procedures, and to witness on a non-interference basis, any Contractor testing conducted during any phase of development or test.  The Contractor shall conduct tests, collect and analyze data, and perform the required data reduction.  The Contractor shall generate test reports as required by this SOW.  The Contractor shall support as directed the Government’s preparation and conduct of OT&E testing, Key Site testing, and field familiarization.  The Contractor shall support the Government in the execution of the PTR process used to identify problems detected in any Contractor product.  The Contractor shall ensure that all detected problems are reported, corrective action is initiated as directed by the Government, resolution is achieved, and status is tracked, reported, and maintained.  The Contractor shall conduct, at Government Test Director direction, regression testing using Government-approved test plans and procedures.

C.6.1 Systems Engineering

The Contractor’s Systems Engineering Program shall support all TFM-M system development activities in accordance with the Government approved SEMP.  

C.6.1.1 Human Factors Engineering

The Contractor shall execute the Government approved Human Factors Engineering Program Plan (HEPP) during the TFM Development Phase.

C.6.1.2 Human Factors Engineering Assessments

The Contractor shall conduct at least one engineering assessment activity, to verify the usability of the designed product.  The formal engineering assessment(s) shall include two separate activities:  a Checklist evaluation and a formal demonstration(s), using TFM field representatives performing TFM-M System designed scenarios.  Prior to the assessment, the Contractor shall submit a Human Factors Engineering Assessment Plan (HEAP) for government approval.  

Compliance with the HEDAD-O shall be verified by execution of a Checklist evaluation of the user work activities when using the TFM-M System.  

The Contractor shall document the results of the evaluation in a Human Factors Engineering Assessment Report (HEAR).

CDRL E19:  Human Factors Engineering Assessment Plan (HEAP)

CDRL E20:  Human Factors Engineering Assessment Report (HEAR)

C.6.2 Hardware/Software Design, Development and Production

C.6.2.1 Hardware Development

The Contractor shall develop, procure, integrate and test the TFM-M System hardware in accordance with the Government approved HAD.

C.6.2.2 Software Development

The Contractor shall develop, code, build, integrate (software and system) and test TFM-M System software in accordance with the Government approved SDP, SDD and DBDD. 

C.6.2.2.1 Use and Integration of COTS/NDI Software

The Contractor shall obtain Government approval prior to modification of any COTS/NDI product that is used as an integral part of the software architecture, either as a CSCI or within a CSCI.

C.6.2.2.2 Software Development

The Contractor shall perform software development tasks in accordance with the Government approved SDP.  

No system deployment shall degrade capabilities from an earlier system deployment.

The Contractor shall document the as-coded TFM-M System software in the Software Product Specification (SPS), the Software Version Description (SVD), the Software User’s Manual (SUM), and the System Computer Operator Manual (SCOM).

CDRL E21:  Software Product Specification (SPS)

CDRL E22:  Software Version Description (SVD)

CDRL E23:  Software User’s Manual (SUM)

CDRL E27:  System Computer Operator Manual (SCOM)

C.6.2.2.3 Software Integration

The Contractor software development shall include software integration activities including developmental tests of modified COTS, NDI, modified NDI, newly developed software, and partially integrated software and hardware using a representative hardware string1 to ensure the system software works as a whole.  The Government will monitor the software integration activities.

C.6.3 Test and Evaluation (T&E) Program

The Contractor shall execute a Test and Evaluation (T&E) program in accordance with the Government approved TFM-M System Contractor Master Test Plan (CMTP).  

The Contractor’s T&E program shall verify that TFM-M System meets the physical, functional, interface, and performance requirements contained in the TFM-M SSD.

C.6.3.1 T&E Activities

The Contractor shall develop and deliver test plans and test procedures to be used in the T&E program in accordance with the Government approved CMTP.  

C.6.3.1.1 Formal Test Notification

The Contractor shall notify the Government of readiness to test by Letter-Notification, as documented in the approved test plan, prior to the start of each formal test. 

C.6.3.1.2 Establish PTR Working Group

The Contractor shall establish a PTR Working Group (PTRWG) that includes Government participation.  The purpose of this working group shall be to classify PTRs, analyze PTR symptoms, review proposed resolutions to anomalies, and review analysis of root cause.  The PTRWG shall establish criteria for root cause analysis and designate those PTRs to be analyzed.  The Contractor shall conduct root cause analysis of designated PTRs and provide recommendations for corrections to root causes.  The PTRWG shall meet on a weekly basis during the Contractor’s development, integration, and test phases.  The PTRWG’s meeting schedule may be modified at the request of the Government.

C.6.3.1.3 Reviews, Meetings and Briefings

The Contractor shall conduct the following reviews and briefings in support of TFM-M test activities:

S. Test TIMs;

T. Test Readiness Reviews;

U. Pre-Test Briefings; and

V. Post-Test Briefings.

C.6.3.1.3.1 Test Readiness Review (TRR)

The Contractor shall conduct TRRs prior to each phase of formal testing to ensure readiness to begin that phase of testing.  Government approval of the Contractor's TRR is required as a prerequisite to the start of each formal test.  The Contractor shall prepare and deliver to the Government a TRR agenda, meeting minutes, action item list, and presentation materials in accordance with the Government approved CMTP.  

C.6.3.1.3.2 Test Technical Interchange Meeting

The Contractor shall conduct a Test TIM one month after the delivery of the draft CMTP and other Test TIMs as necessary.  The initial Test TIM shall, at a minimum, consist of a review of the CMTP, VRTM status, test schedule, status of test bed issues, GFP/GFI, and Government participation requirements.

C.6.3.1.3.3 Pre-Test Briefings

The Contractor shall conduct Pre-Test Briefings prior to each formal test to ensure readiness to begin formal testing.  

C.6.3.1.3.4 Post-Test Briefings

The Contractor shall conduct Post-Test Briefings at the completion of each formal test to assess the success of the test.  

C.6.3.1.4 Test Conduct

All formal testing shall be conducted on established FCA/PCA configuration baselines in accordance with Government approved test plans and test procedures.  No change shall be made to the established FCA/PCA configuration baselines during test and evaluation without concurrence from the Government. 

C.6.3.1.4.1 Formal Test Conduct 

The Contractor shall conduct all tests, collect and analyze data, and perform all required data reduction; and shall furnish analysis methods and results to support claims of T&E success upon completion of each test or series of tests.  Within 48 hours of completion of each test (or as otherwise agreed), the Contractor shall present a Post-Test Briefing to discuss with the Government representatives the test results including all completed and pending data reduction and analysis (DR&A) activities, discrepancies, PTRs, and log book entries, unless otherwise directed by the Government.  

The Contractor’s QA representative(s) shall witness all formal tests. 

C.6.3.1.4.2 Regression Testing 
The Contractor shall conduct formal regression tests when changes have been made to the hardware or software in order to verify that PTR fixes and new functionality added have not degraded any functionality previously existing in the system.
The Government Test Director will determine the extent of regression testing required.  

When Contractor review of the reasons for a test failure indicates that the cause may exist as latent defects in items previously accepted by the Government, the Contractor shall be responsible to correct the defects and perform the necessary regression testing, with Government approval.

C.6.3.1.5 Test Equipment and Tools

The Contractor shall obtain the Government’s concurrence on Contractor proposed test tools, test documentation, and test-supported hardware and software necessary to conduct testing, capture test data, perform data reduction, and accomplish test data analysis.

C.6.3.1.5.1 Test Scenario Generators and Drivers

The Contractor shall provide test scenario generators and drivers that are not available as GFP to satisfy the requirements of the test program.  The Contractor shall ensure that test scenario generators and drivers are validated and operational to support all required testing.  All Contractor developed, COTS, and Contractor modified COTS test scenario generators, test drivers, test data, and supporting documentation that were used to develop and test the TFM-M System shall be delivered to the Government.

C.6.3.1.6 Test Strings

The Contractor shall establish and maintain a Test String at its facility to support all development testing. The Contractor shall also provide a Test String to the WJHTC that replicates the operational system.  The Test Strings shall include all necessary test equipment, data reduction tools, hardware and software test tools, test scenarios, test library and test data required to support system testing. 

The Contractor shall deliver, install, integrate, and checkout the TFM-M Test String at the WJHTC, in accordance with the schedule in Section F.

C.6.3.1.7  Factory Acceptance Test (FAT)

The Contractor shall conduct the Factory Acceptance Test (FAT) in accordance with the Government approved FAT Plan to verify the system’s ability to satisfy the requirements of the TFM-M SSD in accordance with the Government approved VRTM.  The Government will monitor all Contractor FAT activities.  

The Contractor shall provide the Government with a FAT Report for approval. The Contractor shall conduct system security tests in accordance with the Government approved Security Test Plan and Procedures, and shall document the test results in the Security Test Results Report.

CDRL S03:  Volume I, Security Test Plan

CDRL S03:  Volume II, Security Test Procedures

CDRL S03:  Volume III, Security Test Results Report

CDRL T01:  Volume II, Test Plan- FAT

CDRL T01:  Volume III, Test Procedures- FAT

CDRL T01:  Volume IV, Test Report- FAT

C.6.3.1.8 WJHTC System Acceptance Test (SAT)

The Contractor shall provide, for Government approval, a WJHTC System Acceptance Test (SAT) Plan and Procedures. The Contractor shall generate test reports after the test and provide them for Government approval.  The WJHTC SAT shall be conducted after Installation and Integration (I&I) test.

CDRL T01:  Volume II, Test Plan- WJHTC SAT

CDRL T01:  Volume III, Test Procedures- WJHTC SAT

CDRL T01:  Volume IV, Test Report- WJHTC SAT

C.6.3.1.8.1 WJHTC Installation and Integration Test

The Contractor shall perform formal I&I for the WJHTC test string, witnessed by the Government, to confirm that the TFM-M System is properly installed and operationally configured, undamaged, in compliance with contractual requirements, and ready for use in the SAT.

Power testing is required as part of formal I&I at the WJHTC.  The Contractor shall support the power testing as directed by the Government. The Contractor shall verify that TFM-M System components, when operating, do not degrade the performance of or cause damage to the Government equipment at the site and that the Government equipment at the site does not degrade the performance of or cause damage to the TFM-M System equipment.  The Contractor shall, at the Contractor’s cost, be responsible for any degradation or damage to the Government equipment if the root cause is determined to be due to non-compliance with the TFM-M SSD.

Before the SAT, the Contractor shall ensure the TFM-M System items installed at the WJHTC are in compliance with all requirements and that all items are qualified for test by the Government as prescribed in the Government approved WJHTC SAT Test Plan.   

C.6.3.1.9 Key Site Testing

Key site testing shall be conducted at a site designated by the Government.  The Contractor shall provide, for Government approval, a Key Site SAT (KSAT) Plan and Procedures prior to conduct of KSAT.  The Contractor shall generate test reports after the test and provide them for Government approval. 

The Contractor shall integrate and configure the Key Site system for KSAT.  The Contractor shall perform formal KSAT, witnessed by the Government, using the Government approved test procedures.  KSAT shall be conducted in two phases: an I&I test phase and a Site SAT phase.

The Contractor shall support and test the Government approved transition strategy as part of formal KSAT.

CDRL T01:  Volume II, Test Plan- KSAT

CDRL T01:  Volume III, Test Procedures- KSAT

CDRL T01:  Volume IV, Test Report- KSAT

C.6.3.1.9.1 Key Site Installation and Integration (I&I) Test

The Key Site I&I test shall confirm that the TFM-M System is properly installed and operationally configured, is undamaged, and remains in compliance with contractual requirements.   

C.6.3.1.9.2 Key Site System Acceptance Test (KSAT)

The KSAT will be based on the WJHTC SAT, as approved by the Government.  The Test Procedures shall be tailored to specific site requirements.  KSAT shall ensure the key site is fully operational, has all required documentation, tools and test equipment, and is complete and ready for operation and maintenance. 

The Contractor shall successfully complete a site configuration inventory and KSAT for the Key Site delivery prior to the Government acceptance of the delivered system version and a transfer of ownership to the Government.

C.6.3.1.10 Site System Acceptance Test (SAT)

The Contractor shall conduct a SAT at every site to which hardware is delivered for the TFM-M System.  The Contractor shall provide, for Government approval, SAT Plan and Procedures prior to the test.  The Contractor shall generate test reports after the test and provide them for the Government approval. 

At the Government’s direction, the Contractor shall install and checkout each TFM-M system at the TFM sites listed in Section F.  

The Contractor shall integrate and configure each system for SAT.  The Contractor shall perform formal SAT, witnessed by the Government. 

CDRL T01:  Volume II, Test Plan- SAT

CDRL T01:  Volume III, Test Procedures- SAT

CDRL T01:  Volume IV, Test Report- SAT

C.6.3.1.11 Support for Government Test Activities

Contractor support for Government conduct of formal testing shall be provided as required in areas including systems engineering, human factors engineering, hardware engineering, software engineering, test engineering, hardware maintenance, and training.

The Contractor shall continue to provide the software development facility and support services.  The Contractor shall make modifications to the hardware and software to correct deficiencies identified by the Government testing.  The Contractor shall support the Government in the execution of the PTR process used to identify problems detected in software or documentation, which have been placed under configuration control.  The Contractor shall ensure that all detected problems are reported, corrective section is initiated, resolution is achieved, and status is tracked, reported, and maintained.

C.6.4 Technical Data

C.6.4.1 Technical Manuals

The Contractor shall prepare and deliver to the Government for approval a list of the technical documentation required to install, operate, maintain, and test the system hardware and software.  

CDRL L03:  Technical Manual Master List

C.6.4.2 Contractor Developed Manuals

The Contractor shall propose development of supplemental technical manuals as required, so that there is a complete description of the TFM-M System operations.  The nomenclature used shall be consistent throughout user interfaces, manuals, training materials, and user documentation. As directed by the Government, the Contractor shall develop and deliver supplemental technical manuals, including a System Administration Manual and a System Maintenance Manual.  

CDRL L05:  Contractor Developed Supplemental Technical Manuals

CDRL L06: System Maintenance Manual (SMM)

CDRL L07: System Administration Manual (SAM)

C.6.4.3 Developed Manual Validation and Verification

The Contractor shall validate developed TFM-M System manuals and assist in the Government’s verification of these manuals.  Validation entails the actual performance of operating and maintenance procedures including: checkout; calibration; alignment; scheduled and unscheduled removal and replacement; assembly and disassembly; and associated checklists by Contractor personnel.  Verification entails confirmation by the Government that the manual accurately describes the system.

C.7 TFM-M TRAINING

The Contractor shall develop and conduct a training program to provide FAA personnel with the knowledge and skills required to operate, maintain, and support the TFM-M System at the TFM sites.  The training program shall be based on the Government approved Training Development Plan (see Section C.5.5.2).  The TFM-M training program shall consist of a course for the Airway Facilities (AF) personnel who operate and troubleshoot the system, a Traffic Manager (TM) course for TMCs and TMSs, and a course for System Administrators (SA), who may be either Air Traffic or AF personnel.  The Contractor shall design, develop and implement a training program in accordance with the Government approved TDP.  The Government shall be notified at PMRs of any deviations to the Government approved TDP and shall be provided justification for any proposed changes.  The Contractor shall ensure the training program includes transition training for current personnel to achieve the skill levels necessary to use, operate, maintain, and support the modernized system.  The TFM-M System training program shall support an orderly transition from the current System to the TFM-M System for its operation and maintenance.  Training shall be developed and provided in support of the TFM-M System maintenance concept.

C.7.1 Training Development

The Contractor shall develop AF, SA, and TM training for all TFM-M systems in accordance with the Government approved TDP.  The Government will make the final decision regarding media and instructional method(s).
The Contractor shall develop and deliver a Course Design Guide (CDG) and curriculum materials, a performance exam, a theory of operation exam, an on-the-job training (OJT) package, an operational tryout class for each course, and a first course conduct class for each course.  The AF, SA, and TM tryout classes and the AF, SA, and TM “first course conduct” classes shall be conducted at a site specified by the Government.

With the final courseware submission, the Contractor shall deliver the source code and all executable files used in the development of the material, and it will become the unencumbered property of the Government.  The Contractor shall support one iteration of each training course to a cadre of personnel at the designated Key Site. 

CDRL R02:  AF/SA/TM Course Design Guide and Curriculum Material

C.7.2 Training Implementation

The Contractor shall provide a complete set of training materials, including a complete set of reference technical manuals, electronic media, and course material as appropriate for each student receiving training. Where training is classroom-based, the ratio of reference technical manuals to be provided per student for each classroom shall be one to one, with sufficient spare copies to allow for spoilage due to normal classroom use.  Reference technical manuals of a unique nature, characterized by limited but essential use, if required, shall be provided in a ratio of one to each classroom.

For subsequent major functional upgrades, the Contractor shall provide updates to the Course Design Guide and Curriculum Materials, as necessary.  The Contractor shall conduct and support training at sites as directed by the Government.

C.7.2.1 Familiarization Training

The Contractor shall provide familiarization training and associated materials whenever new system hardware or system functionality is delivered to TFM sites, or as directed by the Government.  The Contractor shall be responsible for conducting familiarization training of FAA personnel in system operations, administration and hardware maintenance.  Familiarization training shall normally be conducted at field sites.

The Contractor shall develop or modify and conduct familiarization training in accordance with the Government approved Transition Plan methodology.  Course materials for each type of familiarization training shall be documented in the TDP.

C.7.2.1.1 Traffic Manager (TM) Familiarization Training

The Contractor shall develop appropriate training materials, as approved by the Government, to support familiarization training of the TM staff for new TFM functionality.

CDRL R03:  Volume III – TM Familiarization Training Materials

C.7.2.1.2 Airway Facilities (AF) Familiarization Training 

The Contractor shall develop appropriate training materials that will familiarize the AF maintenance staff with the maintenance procedures for new hardware, as it is installed at TFM sites.  The familiarization shall be sufficient for the AF maintenance staff to identify failed hardware and to replace failed hardware with working replacement(s).

CDRL R03:  Volume I – AF Familiarization Training Materials

C.7.2.1.3 System Administrator (SA) Familiarization Training

The Contractor shall develop appropriate training materials, as approved by the Government, to familiarize the SA staff with the appropriate procedures for the new hardware and software that is installed at TFM sites.  The familiarization shall be sufficient for the SA staff to perform their tasks to administer the TFM System.

The familiarization training shall enable FAA personnel to achieve, at a minimum, the following objectives:

A. Create and maintain system account database;

B. Create and maintain user accounts;

C. Protect the system software;

D. Modify the access control lists;

E. Create servers and start-up scripts;

F. Perform workstation start-up and power-down either in the stand-alone or in the local area network mode of operation;

G. Understand and describe the network structure including IP addressing, naming conventions, Domain Name Service, etc.;

H. Use the display manager editing features and shell commands;

I. Create and maintain print queues;

J. Reroute print queue items;

K. Change print queues (reroute print jobs);

L. Configure and maintain printer-to-network interface software;

M. Configure and maintain routers;

N. Backup user's software;

O. Load system software; and

P. Use vendor-supplied diagnostic tools.

CDRL R03:  Volume II – SA Familiarization Training Materials

C.7.2.2 Training Facility Support

The Contractor shall provide hardware and software updates as required for the current TFM training support system at the FAAAC.  The training support system shall duplicate the functions of a field system.  Hardware and software shall be provided to support the training courses.  

C.7.2.3 Specialty Courses for TFM

As directed by the Government, the Contractor shall design, develop and conduct a course(s) to train the TM staff in the use of specific TFM Tools as part of the Engineering Services CLIN.  

C.8 TFM-M IMPLEMENTATION

The Contractor shall manage all pre-installation preparation activities including COTS hardware and software procurements for the TFM-M system.  At the direction of the CO, the Contractor shall conduct site surveys and submit site survey reports.  For each site, at the direction of the Government site representative, the Contractor shall install, integrate and test all delivered TFM-M hardware and software and prepare and deliver site acceptance test reports.  As directed by the Government, the Contractor shall remove outdated TFM equipment that is replaced by the TFM-M system, and shall dispose of it using Government approved disposal procedures.

C.8.1 Pre-Installation Preparation

The Contractor shall manage the procurement actions and interfaces with all vendors and shall ensure that procured TFM-M hardware and COTS software is made available on schedule, is operating to vendor specifications at delivery, and is of the same model of hardware and software release for each type of equipment.  The Contractor shall check all TFM-M products to ensure the equipment is fully functional according to vendor specifications prior to shipping to the operational sites, in accordance with Government approved procedures.  This includes, but is not limited to, the following actions:

Q. The Contractor shall provide the necessary facilities and services to check the TFM-M products.

R. The Contractor shall pre-load all TFM-M system support and applications software, as directed by the Government.  The Contractor shall coordinate the preparation of each TFM-M suite with the Government to ensure the proper version of the application software is loaded before the equipment is shipped to the site. The Contractor shall load required component addresses, e.g., Internet Protocol (IP) address, as provided by the Government.

S. The Contractor shall configure the TFM-M suites to reflect the install configuration at the operational sites and shall validate the TFM-M configuration and operation.

T. The Contractor shall transport all components, equipment, and spares by the most economical means possible, considering dependability, safety, urgency of need, and traceability.  All materials shall be shipped Freight On Board (FOB) destination, inside delivery.  All shipments shall be made in accordance with Section D requirements.

U. Equipment shall be shipped to arrive on-site not earlier than one week before installation or as specified by the Government.  Packing shall be in accordance with standard commercial packing as specified in Section D.

V. The delivery shall include tools and test equipment, fastening components, support equipment, special tools, and all documentation necessary to accomplish the installation and integration.

W. Any incremental software deliveries shall be distributed and installed from/to remote sites in accordance with Government approved ISP.

CDRL L04:  Commercial Manuals, Drawings, and Data

C.8.2 Site Survey

For each specified site, the Contractor shall conduct an installation site survey as directed by the Government, and shall submit a site survey report.  The Government will coordinate with sites individually to obtain identification of all requirements for Contractor access to sites.  The Government will provide the Contractor with a specific date and time of day for each site survey. 

CDRL I01:  Site Survey Report

C.8.3 Site Preparation

For each specified site, the Government will provide space, lighting, heating, ventilating, air conditioning and power to the extent necessary for the system installation.  Equipment storage area will be provided to the Contractor as specifically negotiated on a site-by-site basis.  Installation and test of system hardware and software shall not disrupt or interfere, nor cause to disrupt or interfere with the FAA ATC mission.  The Contractor shall install all equipment in accordance with manufacturer specifications.  A representative configuration shall be power tested at the WJHTC prior to the shipping of any hardware to the field sites. Contractor installations shall include, but not be limited to, physical placement of equipment, mechanical connections, equipment grounding and bonding, installation of power cables and connectors, and installation of all signal, communication and interface cabling.  All work shall be performed in accordance with Standard FAA-G-2100.  

C.8.4 Installation and Checkout

The Contractor shall develop and submit a Site Installation and Integration Plan (SIIP) detailing all steps to be conducted, from the ordering of equipment, FAT, integration and checkout, shipment to field sites, inventory, installation, SAT, and transition.  

The Contractor shall plan, define procedures for, conduct, and document the installation, transition, and integration of TFM-M System hardware and software at designated Government sites, as directed and contracted for by the Government.  The Contractor shall procure, deliver, install and integrate hardware and new software build baselines to operational sites.  The Contractor shall provide installation-related engineering support to local field personnel, regional facilities personnel and program office personnel, as required.

The Contractor shall be responsible for all installation activities and shall prepare and deliver all TFM-M System hardware and software in accordance with the SIIP.  The delivery shall include initial spares, tools and test equipment, fastening components, all required cables and identification labels, and support equipment.  The Contractor shall deliver the documentation necessary to accomplish the installation and integration of all TFM-M System hardware and software.

No Government equipment or racks shall be modified at a site.  The Contractor shall remove all packaging material immediately after unpacking the equipment.  

CDRL I02:  Site Installation and Integration Plan (SIIP)

C.8.4.1 System Hardware Installation

The Contractor shall transfer ownership of system hardware to the NAS Implementation Program, NAS Implementation Centers (ANI-100 – ANI-900) using FAA Form 6030, Contractor Acceptance Inspection Report Exceptions List and Clearance Record.

C.8.5 Disposition

The Contractor shall develop and deliver a Disposition Procedures Document in accordance with Government guidance and the TFM-M SIIP.  As directed by the Government, the Contractor shall dispose of all replaced hardware at TFM sites in accordance with the Government approved Disposition Procedures Document.

CDRL D01: Disposition Procedures Document

C.9 TFM-M INTEGRATED LOGISTICS SUPPORT (ILS)

The Contractor shall conduct an ILS program for TFM-M in accordance with the Government approved TFM-M ISP (see Section C.5.4.).  The Contractor shall provide the Government with maintenance services and supply support for all TFM-M hardware installed at each TFM site.  The Contractor shall be responsible for performing all software maintenance as ordered by the Government.  The Contractor shall execute the corrective and preventative maintenance strategy of TFM-M System components as documented in the Government approved TFM-M ISP.  As directed by the Government, the Contractor shall coordinate with the current Government contractors performing TFM maintenance in order to assume responsibility for TFM System maintenance.   

C.9.1 Contractor Maintenance of the TFM-M System

At the direction of the Government and based on the Government approved TFM-M ISP, the Contractor shall provide Contractor Maintenance Logistics Support (CMLS) for the TFM-M System.  The CMLS shall consist of TFM-M system hardware and software maintenance, and supply support maintenance services after system acceptance.  The Contractor will perform CMLS for a minimum of one year on a site-by-site basis with options for additional years.

The Contractor shall submit a CMLS Activity Report that addresses all CMLS activities during the month.  The Contractor shall notify the COTR by the close of the next working day of any total site service disruptions exceeding 30 minutes duration.

CDRL L02:  CMLS Activity Report

C.9.1.1 Contractor Maintenance Support Requirements

The Contractor shall provide 24-hour per day, 7-day per week, and 4-hour response time maintenance service for TFM-M system components. The Contractor shall maintain best efforts to restore the TFM-M system in 24 hours or less following receipt of service call from Government personnel.  

The Contractor shall maintain close coordination with the FAA on-site representatives to minimize interference with operations.  The Contractor shall obtain site representative concurrence prior to taking any maintenance action.  The Contractor shall notify the FAA site representative at the completion of maintenance activities and shall provide the representative an assessment of the equipment status.

The Contractor shall provide ILS hardware and software support for the TFM-M System that shall include, but is not limited to:

X. Design, development and test to resolve complex TFM-M System hardware and software problems, including PTRs;

Y. Maintenance of the PTR database;

Z. Installing new hardware and software into existing TFM-M System baselines;

AA. Distributing new releases of TFM-M System software, hardware, firmware, microcode, other logic, configuration data, and adaptation data;

AB. Support configuration management of TFM-M System hardware, software, firmware, microcode, other logic, and documentation;

AC. Maintain TFM-M System documentation;

AD. Support to the WJHTC test organization with configuration and adaptation data; 

AE. Maintain design documentation; and

AF. Technical refresh for end-of-life/end-of-service (EOL/EOS) components

AG. Other technical activities deemed necessary in support of TFM-M System.

C.9.1.2 Maintenance  Support Activities

The Contractor shall participate in FAA-sponsored provisioning TIMs.  The Contractor shall provide an initial quantity of site spares.  Site spares shall be delivered at the time of installation. Spares shall be the property of the Government. 

C.9.1.2.1 COTS Software Maintenance

The Contractor shall provide vendor license agreements, and software and documentation updates, as directed by the Government.  The Contractor shall assess the impact of changes on the installed system, and recommend to the Government a course of action to either accept and implement, or defer the new product.

C.9.1.2.2 Contractor Contact Procedure

The Contractor shall create a process for reporting problems and processing corrective actions.  The Contractor shall provide and maintain a toll-free telephone contact for sites to report software and equipment problems, and to obtain assistance through telephone support to resolve problems that can be resolved remotely.  This contact shall complement the overall TFM-M support help desk.  This toll free number shall be accessible and responsive 24-hours per day, 365 days per year.

C.9.1.2.3 Corrective Action Plan

In the event that reliability, maintainability, and availability (RMA) figures demonstrate that the TFM-M system is not meeting the RMA requirements contained in the SSD, the Contractor shall provide a system RMA corrective action plan describing the system’s problem(s), the cause of the problem(s), and the recommended corrective action(s) required that will enable the system to meet the RMA requirements. 

C.10 ENGINEERING SERVICES

The Contractor shall perform engineering services tasks that support engineering, analyses, design, development, implementation, maintenance, training, and upgrade of the TFM-M System or related systems as directed by the CO.  These engineering services may include but are not limited to directed engineering studies, prototyping designs of specific subsystems, analysis of new alternatives for a specific TFM subsystem, and/or directed maintenance activities for the TFM System and/or parts thereof. 

All work performed in this area shall be defined by Task Orders prior to the performance of any work.  Each Task Order Request issued by the CO shall contain: 1) a detailed description of the work/services to be performed; 2) a milestone/performance schedule; 3) identification of all deliverables to include quantities and delivery date(s); 4) a statement of the priority of the task as related to other tasks and/or projects, and 5) the due date for the Task Order Proposal.

The Task Order Proposal shall provide a technical approach to the Task, a proposed schedule for completing the Task, and an estimate of labor hours and all other costs required to perform the Task.  The Task Order Proposal shall identify any impact to on-going work.  In the event a Task Order is withdrawn, reasonable proposal preparation costs will be paid through a subsequent contract modification; otherwise, costs to prepare the Task Order Proposal shall be included in the Task Order Proposal.

The CO will issue a Task Order upon agreement with the Contractor as to scope, schedule and price.  The Contractor shall then proceed with performance of the task.  The CO may provide approval to proceed prior to a definitive Task Order, if appropriate.
The Contractor shall document work performed and deliver required CDRLs and products in accordance with the approved Task Order.

C.11 TFM ADVANCED FUNCTIONAL ENHANCEMENTS (TAFE)

At the direction of the Government, the Contractor shall perform all aspects from requirements definition to implementation of additional functionality into the TFM-M baseline in accordance with Government approved plans including the SEMP, the CMP, the QSP, the PMP, and the SDP.  Requirements for new functions to be implemented shall be from sources including, but not limited to, the following:  requirements derived/extracted from the TFM-M SSD, approved Program Trouble Reports (PTRs), or approved Engineering Change Proposals (ECPs). 

All work performed in this area shall be defined by Task Orders prior to the performance of any work.  Each Task Order Request issued by the CO shall contain: 1) a detailed description of the work/services to be performed; 2) a milestone/performance schedule; 3) identification of all deliverables to include quantities and delivery date(s); 4) a statement of the priority of the task as related to other tasks and/or projects, and 5) the due date for the Task Order Proposal.

The Task Order Proposal shall provide a technical approach to the Task, a proposed schedule for completing the Task, and an estimate of labor hours and all other costs required to perform the Task.  The Task Order Proposal shall identify any impact to on-going work.  In the event a Task Order is withdrawn, reasonable proposal preparation costs will be paid through a subsequent contract modification; otherwise, costs to prepare the Task Order Proposal shall be included in the Task Order Proposal.

The CO will issue a Task Order upon agreement with the Contractor as to scope, schedule and price.  The Contractor shall then proceed with performance of the task.  The CO may provide approval to proceed prior to a definitive Task Order, if appropriate.

The Contractor shall document work performed and deliver required CDRLs and products in accordance with the approved Task Order.

1 For purposes of this SOW, the term "string" is defined to be a collection of hardware and software that is integrated to provide a specific capability.
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